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Abstract

E
XTRINSIC incentives help attract participants to Crowdsourced Software En-

gineering (SE) activities (e.g., open source development and Stack Overflow

contributions). There are two types of extrinsic incentives: 1) monetary in-

centives such as financial rewards (e.g., vulnerability bounties) or financial supports

(e.g., monetary donations). 2) Non-monetary incentives such as badges which are a

form of recognition. Prior work noted the importance of extrinsic incentives to sup-

port different forms of Crowdsourced SE activities.

In this Ph.D. thesis, we study the use of extrinsic incentives to support Crowd-

sourced SE activities. In particular, we focus on two of the most successful and

popular examples of Crowdsourced SE activities: open source development and Stack

Overflow contributions (e.g., answering questions). We examine the use of monetary

extrinsic incentives for addressing issues in and operating open source projects, and

the use of non-monetary extrinsic incentives by online technical Q&A websites.
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More specifically, for monetary extrinsic incentives, we examined issues with mon-

etary bounties for addressing them, then we studied the association between such “is-

sue bounties” and the addressing likelihood of their associated issues across several

open source projects. We also studied the use of monetary donations for supporting

the operation of open source projects on GitHub by looking at how such donations are

used to cover expenses across several projects. Project maintainers can leverage our

study to better address issues and manage the budgets of their open source projects.

For non-monetary extrinsic incentives, we investigated the association between

reputation bounties and Stack Overflow questions in terms of the solving-likelihood,

solving-time, and traffic, respectively. We observed that while reputation bounties are

not a silver bullet for getting a question solved faster, they are associated with a higher

solving-likelihood of a question in most cases.

Our empirical studies highlight the importance of extrinsic incentives in support-

ing Crowdsourced SE activities.
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CHAPTER 1

Introduction

C
ROWDSOURCED Software Engineering (SE) is the act of undertaking a soft-

ware engineering task by an undefined, potentially large group of online

workers (i.e., crowd workers) in an open call format (Mao et al., 2017). For

example, the open source project is one of the most popular forms of Crowdsourced

SE. The use of crowdsourced knowledge by online technical question answering (Q&A)

websites (e.g., Stack Overflow) to support software engineering activities is another

form of Crowdsourced SE since the knowledge was collected from crowd workers (La-

Toza and Van Der Hoek, 2015). For example, developers reuse source code from Stack

Overflow in their own projects (Wu et al., 2019)

Crowdsourced SE has gained great success (e.g., Finifter et al. (2013); Maillart

et al. (2017)). However, it is still a challenge to attract crowd workers to support

1
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Crowdsourced SE activities. For example, 64% of well-known and popular open

source projects rely on one or two contributors to manage most of their tasks (Avelino

et al., 2016), and almost 95% of open source projects are no longer maintained after a

year (Rich Sands, 2012). On Stack Overflow, 47.2% (8,023,388) of questions have yet to

receive an appropriate answer.1

Extrinsic incentives were introduced to help attract crowd workers to participate in

Crowdsourced SE activities (e.g., open source development and Stack Overflow con-

tributions). Prior studies in economics showed that the effects of extrinsic incentives

depends on various factors and the form of incentives is one of the most important

factors (Gneezy et al., 2011). There are two forms of extrinsic incentives, monetary and

non-monetary. The monetary extrinsic incentives are related to financial rewards (e.g.,

vulnerability bounties, issue bounties, and monetary prizes) and financial supports

(e.g., monetary donations), while the non-monetary extrinsic incentives are related

to reputation systems (e.g., reputation rewards, penalties, and bounties), gamification

(e.g., badges and privileges), and career rewards (e.g., potential career opportunities in

the future) (Katmada et al., 2016).

For monetary extrinsic incentives in Crowdsourced SE activities, prior work has

yielded valuable insights from investigating various practices of financial rewards for

crowdsourced software vulnerability discovery and crowdsourced software develop-

ment. However, there has been no in-depth studies of how to leverage monetary ex-

trinsic incentives for enhancing open source projects (e.g., addressing issues). Several

prior studies investigated monetary donations in open source projects from the per-

spective of donors. However, little work has been done from the perspective of oper-

ating open source projects.

1https://data.stackexchange.com/stackoverflow/query/968466

https://data.stackexchange.com/stackoverflow/query/968466
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For non-monetary extrinsic incentives in Crowdsourced SE activities, most prior

work studied them through the online technical Q&A website, Stack Overflow. These

prior studies examined the important role of reputation rewards and penalties, privi-

leges, badges, and career benefits for improving Stack Overflow and the crowd knowl-

edge that it hosts. However, prior studies didn’t examine the role of non-monetary

extrinsic incentives (e.g., reputation bounties) in the solving of questions.

1.1 Thesis Statement

In this Ph.D. thesis, we study the use of extrinsic incentives to support Crowdsourced

SE activities. In particular, we focus on two of the most successful and popular ex-

amples of Crowdsourced SE activities: open source development and Stack Overflow

contributions (e.g., answering questions). We examine the use of monetary extrinsic

incentives for addressing issues in and operating open source projects, and the use of

non-monetary extrinsic incentives by online technical Q&A websites.

More specifically, for monetary extrinsic incentives, we study the association

between issue bounties and the addressing likelihood of their associated issues across

several open source projects. Then, we study the use of monetary donations for

supporting the operation of open source projects on GitHub. Project maintainers

can leverage our study to better address issues and manage the budgets of their open

source projects. For non-monetary incentive, we study how do reputation bounties

(i.e., a non-monetary extrinsic incentive) facilitate the solving of technical questions,

so that developers can better leverage reputation bounties to get their question solved.

Therefore, we propose the following thesis statement:
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Thesis Statement: Studying the use of extrinsic incentives to support Crowd-

sourced SE activities can yield valuable insights, which can help practitioners better

leverage extrinsic incentives for solving development questions, addressing issues,

and managing the costs of operating their projects.

1.2 Thesis Overview

We now give a brief overview of the work presented in this Ph.D. thesis.

1.2.1 Chapter 2: Background

This chapter introduces background about Stack Overflow, GitHub, and extrinsic in-

centives in economics.

1.2.2 Chapter 3: Literature Survey

In this chapter, we survey the state of the art research on studying the extrinsic incen-

tives in Crowdsourced SE. We first introduce our process of literature selection, then

we discussed the surveyed literature along two dimensions:

1. Monetary extrinsic incentives: Prior work studied the financial rewards and

supports to support various Crowdsourced SE activities (e.g., crowdsourced

software vulnerability discovery).

2. Non-monetary extrinsic incentives: Prior work examined the importance

of non-monetary extrinsic incentives in maintaining the activities of online

technical Q&A websites.
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From the literature survey, we observed that extrinsic incentives are important in

supporting Crowdsourced SE activities. Open source development is one of the oldest

and best-known forms of Crowdsourced SE (LaToza and Van Der Hoek, 2015), however,

little work has been done on how to leverage extrinsic incentives for supporting open

source development.

1.2.3 Chapter 4: Studying the use of issue bounties for addressing is-

sues of open source projects on GitHub

Issues are essential in software projects. Users use issues to report bugs and request

new features. Project maintainers use issues to manage projects. Due to the voluntary

nature of open source projects, it is often hard to find a developer to work on particular

issues. To motivate developers to address an issue, one can propose an issue bounty

(i.e., a monetary reward) on the issue and the monetary reward will be paid out to the

developer who addresses the issue.

To understand the role of issue bounties in the issue addressing process of open

source projects, we studied issue bounties in GitHub open source projects. Our find-

ings show that in open source projects that never used issue bounties before, the issue-

addressing likelihood is higher for higher bounty values. While the value of issue boun-

ties is less important in projects where bounties are used more frequently. Our findings

suggest that bounty backers should consider proposing an issue bounty early and be

cautious when proposing small bounties on long-standing issues.
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1.2.4 Chapter 5: Studying the use of monetary donations for sup-

porting the operation of open source projects on GitHub

Monetary donations play a crucial role in the smooth operation of open source

projects,2 especially in supporting the operation of open source projects. However,

how donors make donations and how the received donations are spent have not been

examined in depth. With a better understanding of monetary donations in open

source projects, we can provide insights to project maintainers to help them operate

their projects. Our findings show that, in general, in an open source project, the

total donation amount from individual donors is more than corporate donors. We

also observed that non-engineering-related expenses (e.g., marketing expenses) take

up 54.0% of the total number of all expenses. We suggest that project maintainers

should not expect to receive a large amount of donations unless their project is a very

popular project and they should budget for a reasonable amount (e.g., 13% of the total

received donation amount) for non-engineering expenses when operating an open

source project.

1.2.5 Chapter 6: Studying the use of reputation bounties to assist in

the solving of questions on Stack Overflow

Stack Overflow is one of the most popular online technique Q&A websites where de-

velopers share and learn knowledge. There are millions of questions on Stack Overflow

while 47.2% (8,023,388) of the questions are not solved at all.3. It is difficult to get an

2https://opensource.guide/getting-paid/
3https://data.stackexchange.com/stackoverflow/query/968466

https://opensource.guide/getting-paid/
https://data.stackexchange.com/stackoverflow/query/968466
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answer to all questions. In order to maintain the activities of the Stack Overflow com-

munity, Stack Overflow introduced reputation bounties for users to get their unsolved

questions solved. Using reputation bounties, a user can offer reputation points as a

bounty on a question to attract the attentions of others. Other users earn reputation

points by solving such questions.

To understand the role of reputation bounties in solving questions, we conducted

quantitive studies on the association between reputations bounties and the solving-

likelihood, solving-time, and traffic of questions, respectively. Our findings show that

high-valued reputation bounties facilitate the question-solving process as they lead

to a higher solving-likelihood. However, bounties do not help expedite the question-

solving process. Our study suggests that users propose reputation bounties as soon as

possible to have a higher solving-likelihood for their questions.

1.3 Thesis Contribution

In this Ph.D. thesis, we studied monetary extrinsic incentives in open source projects

and non-monetary extrinsic incentives in online technical Q&A websites to provide

actionable suggestions to practitioners. The findings of our empirical studies highlight

the importance of extrinsic incentives in supporting Crowdsourced SE activities. In

particular, our main contributions are as follows:

1. Our work is the first work to study the association between issue bounties and

issue addressing-likelihood in the issue addressing process (in Chapter 4). We

studied the association between issue bounties and their addressing likelihood

across open source projects that have different bounty-usage frequencies. We
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also analyze the unclaimed issue bounties and identify three reasons for not

claiming issue bounties.

2. We study the usage of monetary donations in open source projects by looking at

how such donations are used to cover expenses across several projects (in Chap-

ter 5). Besides, we manually identify 11 expense types from 2,213 operating ex-

penses of open source projects. Project maintainers can leverage our study to

better manage their operating budgets for their open source projects.

3. Our work is the first work to study the association between reputation bounties

and Stack Overflow questions in terms of the solving-likelihood, solving-time,

and traffic, respectively (in Chapter 6). We show that while reputation bounties

are not a silver bullet for getting a question solved faster, they are associated with

a higher solving-likelihood of a question.



CHAPTER 2

Background of Stack Overflow, GitHub, and Extrinsic Incentives

in Economics

I
N this chapter, we provide a brief background of GitHub, Stack Overflow, and ex-

trinsic incentives.

2.1 Background on GitHub

GitHub hosts world’s largest open source community1 where millions of these projects

are hosted on it and millions of developers make contributions to these projects.

1https://github.com/open-source

9
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GitHub provides different features to enable developers to manage projects and

collaborate with each other.

The issue tracking system (i.e., ITS) on GitHub helps developers to manage the is-

sue reports of their project. Users and developers can report bugs or request new fea-

tures by posting an issue report on the issue tracking system. There are two statuses

of an issue report: “open” and “closed”. “Open” indicates that the issue report is still

active and is waiting to be addressed. “Closed” indicates that the issue report has been

closed. The most common reason for closing an issue report is that the issue has been

addressed and a report can be closed for other reasons (e.g., duplicated issue reports).

Users can attach free-text labels to issue reports to indicate the category of an issue re-

port. An issue report contains a title to summarize the issue and a detailed description

of the issue. Developers can discuss an issue report by leaving comments, which can

include code snippets, links, or images to improve the description.

2.2 Background on Stack Overflow

Stack Overflow is an online technical Q&A website, which has one of the largest soft-

ware developer communities in the world, with more than 50 million software devel-

opers using it every month. Users ask and answer questions on Stack Overflow to share

and learn knowledge. Each question may have many answers, but only one answer can

be accepted by the asker as the accepted answer. When a question gets an accepted

answer, the question is solved. Users can upvote or downvote answers and questions

to reflect their opinions. The score of a question or answer reflects the quality of the

question or answer. Users can also comment on or edit answers and questions to show

their opinions and make contributions.
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Stack Overflow uses several non-monetary extrinsic incentives, such as the point-

based reputation rewards, to motivate users to make high-quality contributions. For

example, a user gains reputation points if the user’s posts (i.e., questions or answers)

receive upvotes from others. The reputation of a user reflects the expertise (e.g.,

question-asking and answering-skills) of the user as perceived by the Stack Overflow

community. There are good reasons for users to have a good reputation on Stack

Overflow. For example, Stack Overflow profiles are sometimes used during the recruit-

ment process by software companies (Xu et al., 2020) as a measure of the technical

knowledge of a developer. Users can also propose bounties, using reputation points,

on their unsolved questions to attract more attention from the community. When

a reputation bounty question is solved by a user, the user receives the reputation

rewards.

In addition, Stack Overflow users get elevated privileges, such as the access to view

deleted questions, as their reputation grows.2 By making different contributions, users

can get different Stack Overflow badges, which also show the perceived expertise and

community respect of users. For example, by answering a question and receiving more

than 100 scores, a user will receive a “great answerer” badge.

2.3 Extrinsic Incentives in Economics

The extrinsic incentive is a recurring theme in economics. In the employment context,

there are many debates about the effects of extrinsic incentives on productivity. Some

prior studies showed that the extrinsic incentive is neutrally or negatively associated

with productivity (Kohn, 1993; Kunz and Pfaff, 2002; Gneezy et al., 2011; Kuvaas et al.,

2https://stackoverflow.com/help/privileges

https://stackoverflow.com/help/privileges
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2017). For example, Kohn (1993) observed that the monetary reward only succeeds at

temporary compliance and it is ineffective for better performance. The possible ex-

planation is that the extrinsic incentive reduces the intrinsic incentive, and indirectly

affects the performance negatively (Kohn, 1993; Lawler, 1998; Ryan and Deci, 2000).

However, some other prior studies showed that the extrinsic incentive is related to

positive productivity (Ryan, 1982; Ryan et al., 1983; Stewart et al., 1993; Eisenberger

et al., 1999; Gagné and Deci, 2005; Gerhart and Fang, 2015). Eisenberger et al. (1999)

and Gagné and Deci (2005) observed that under certain conditions (e.g., when the re-

wards are administered in an autonomy-supportive climate), extrinsic incentives can

enhance intrinsic incentives. Gerhart and Fang (2015) observed that the "pay for per-

formance" type of extrinsic incentives is central to organizational effectiveness.

In the non-employment context, there are no general observations on the effects

of extrinsic incentives and prior studies suggested that the effects depend on various

factors. For example, Camerer and Hogarth (1999) found that the types of tasks are

important. The monetary extrinsic incentive works for judgment and decision tasks

(e.g., the item recognition task). Ariely et al. (2009) observed that the monetary ex-

trinsic incentive is more effective in private activities than prosocial activities due to

the image concern. Mao et al. (2013a) observed that the effects of extrinsic incentives

are sensitive to different payment schemes (e.g., the incentive is designed for per task

or for time). Gneezy et al. (2011) observed that the effects of extrinsic incentives also

depend on the forms of incentives (e.g., monetary or non-monetary rewards). For ex-

ample, comparing to monetary rewards, blood donors are more likely to donate blood

when non-monetary rewards are provided because the extrinsic incentive reduces the
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image motivation (i.e., an individual’s tendency to be motivated partly by others’ per-

ception (Ariely et al., 2009)).

In Crowdsourced SE, there are different forms of extrinsic incentives (e.g., the repu-

tation bounty and the monetary donation) designed for different tasks (e.g., answering

development questions or addressing project issues). The use and the effects of extrin-

sic incentives in Crowdsourced SE need further study.



CHAPTER 3

Literature Survey

T
HIS Ph.D. thesis focuses on studying the usage of extrinsic incentives in

Crowdsourced SE. There are two types of extrinsic incentives, monetary

and non-monetary. In this chapter, we first introduce our literature selec-

tion process, then we discuss the related work along the aforementioned two types of

extrinsic incentives.

3.1 Literature selection

Our literature review focuses on papers that are published in major software engineer-

ing journals and conferences. Table 3.1 lists venues from which we started our litera-

ture review. We focus our survey on papers that were published in the last 10 years (i.e.,

14
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Table 3.1: Names of conferences and journals as starting venues of the literature review

Venue Type Venue Name Abbreviation

Journal IEEE Transactions on Software Engineering TSE
Journal ACM Transactions on Software Engineering and Methodology TOSEM
Journal Empirical Software Engineering EMSE
Journal Automated Software Engineering ASE
Journal Journals of Systems and Software JSS
Conference European Software Engineering Conference / ACM SIGSOFT

Symposium on the Foundations of Software Engineering
ESEC/FSE

Conference International Conference on Software Engineering ICSE
Conference International Conference on Automated Software Engineering ASE
Conference International Conference on Software Maintenance and Evo-

lution
ICSME

Conference International Conference on Software Analysis, Evolution, and
Reengineering

SANER

Conference International Conference on Mining Software Repositories MSR
Conference Conference on Human Factors in Computing Systems CHI

from 2010 to 2020). The methodology of our literature selection is based on a survey of

Crowdsourced SE from Mao et al. (2017). We follow an iterative process that combines

an online library search and a reference search in each iteration. For each iteration, we

first perform an online library search using the Google Scholar search engine. We con-

sider “extrinsic”, “incentive” and “incentives” as our initial search terms. The search is

for papers of which the full-text contains at least one term from the search term list.

Then we read the full-text of the searched papers to select papers that are relevant to the

topics of extrinsic incentives and Crowdsourced SE. After that, we perform a reference

search (snowballing) based on the selected paper to further identify relevant papers

that were not published in the starting venues. During each iteration, we keep extract-

ing the relevant terms and add them to our search term list. The literature selection is

completed when there is no new relevant papers are found and no new search terms

are observed in the latest iteration. Our final search terms are as follows: “bounty”,
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“bounties”, “incentives”, “incentive”, “extrinsic”, “financial”, “monetary”, “crowdsourc-

ing”, and “crowdsourced”.

Our literature review is organized along two dimensions regarding non-monetary

and monetary extrinsic incentives. We detail papers in each dimension below.

3.2 Monetary Extrinsic Incentives

Several studies have examined various practices of monetary extrinsic incentives in

different forms of Crowdsourced SE.

Vulnerability bounties in crowdsourced software security platforms. In Crowd-

sourced SE, a ‘vulnerability’ or a ‘bug’ bounty are monetary rewards for the discovery

of software security flaws. Many crowdsourced software security platforms offer Vul-

nerability Reward Programs (VRPs), commonly referred to as Bug Bounty Programs

(BBPs), for software vendors to propose vulnerability bounties and for bounty hunters

to receive compensations for their vulnerability discovery efforts.

Zhao et al. (2015) examined the role of vulnerability bounties in vulnerability dis-

covery activities by constructing a linear regression model to predict the number of

discovered vulnerabilities monthly. They observed significantly strong positive cor-

relation between the value of a bounty and the number of reported vulnerabilities.

Finifter et al. (2013) analyzed the VRPs for Chromium and Firefox. They observed that

the VRPs of both projects are more cost-effective than the cost of hiring full-time se-

curity researchers. Maillart et al. (2017) have a similar observation regarding the cost-

effective phenomenon on VRPs.

Zhao et al. (2017) and Maillart et al. (2017) analyzed the effect of different VRP poli-

cies from the HackerOne and BugCrowd platforms in an effort to improve VRPs. For
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example, Maillart et al. suggested that software managers dynamically adjust the price

of bounties according to the market situation (e.g., increase the monetary value of a

bounty when releasing a new version).

Zhao et al. (2014) investigated the characteristics of hunters in the Wooyun1 plat-

form, observing that the diversity of hunters improved the productivity of the vulner-

ability discovery process. Hata et al. (2017) conducted a quantitative and qualitative

user survey to understand the characteristics of vulnerability bounty hunters. They

observed that most hunters are not project-specific and that VRP managers should

strive to attract non-project-specific security specialists with reasonable bounties.

Prior vulnerability-bounty-related studies investigated vulnerability bounties from

the economic efficiency, pricing strategies, and characteristics of practitioners per-

spectives. Since vulnerability bounties are for detecting unknown software security

flaws, the findings from prior studies cannot generalize to the other Crowdsourced SE

activities or tasks where the tasks are already known.

Issue bounties in open source projects. Although issue bounties and vulnerability

bounties are both monetary bounties, the findings from vulnerability-bounty-related

studies cannot generalize to issue bounties, due to the different mechanisms between

the software vulnerability discovery process and the issue addressing process. Issue

bounties are proposed for already-known issues, and once a developer addresses such

known issues, the bounty backers can decide to reward the hunters or reject the con-

tributions. Issue bounties are widely used in open source projects. For example, prac-

titioners can propose bounties for issues in GitHub open source projects via the Boun-

tysource2 or the Bountify3 platforms.

1http://www.wooyun.org/, last accessed date: 2016-07-17
2https://www.bountysource.com/
3https://bountify.co/

http://www.wooyun.org/
https://www.bountysource.com/
https://bountify.co/
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Little work has investigated issue bounties. Kanda et al. (2017) conducted a pre-

liminary study on Bountysource issue bounties in GitHub open source projects. By

comparing the closing-rate and closing-time between bounty and non-bounty issues,

they observed that the closing-rate of bounty issues is lower than that of non-bounty

issues, and it takes longer for bounty issues to get closed than non-bounty issues. How-

ever, Kanda et al.’s findings are not generalizable due to the lack of control factors. For

example, the popularity of the projects (as a control factor) may potentially affect the

closing-rate of issues.

Monetary prizes in crowdsourced software development competitions. Topcoder4 is

one of the popular commercial crowdsourcing platforms that is built to support crowd-

sourced software development competitions. According to customers’ requirements,

Topcoder publishes software development challenges (e.g., software implementation

tasks) with monetary prizes. Developers can receive monetary prizes once they com-

plete the challenge and their solutions are accepted. Mao et al. (2013b) and Alelyani

et al. (2017) proposed empirical pricing models to propose the appropriate price for

challenges in TopCoder. Wang et al. (2019) conducted an exploratory study on the

strategic pricing and worker performance in TopCoder, identifying two pricing strate-

gies and developed an algorithm to analyze the impact of strategies on worker per-

formance. They observed that higher-priced tasks are associated with higher worker

performance.

Prior monetary-prize-related studies has yielded important results for predicting

the prices for TopCoder challenges. However, their findings cannot generalize to the

price prediction for other SE tasks in open source projects since the challenges in Top-

Coder are usually related to developing a complete software system, which is different

4https://www.topcoder.com/challenges

https://www.topcoder.com/challenges
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from completing a very specific SE task (e.g., answering a specific question or address-

ing a specific feature).

Monetary donations in open source projects. Monetary donations play an important

role in the smooth operation of open source projects.5 Krishnamurthy and Tripathi

(2009) investigated the factors that impact monetary donations in an open source soft-

ware community (e.g., Sourceforge)6 and observed that monetary donations are asso-

ciated with an increase in community involvement. For example, a donor who has a

longer association and participation in the community, is more likely to donate more

money.

Nakasai et al. (2017, 2018) studied monetary donations in the Eclipse community.

They analyzed Eclipse donations in terms of donor’s motivations and roles, observing

that donation badges and new releases can motivate donors to make monetary dona-

tions. They observed that Eclipse developers respond faster to the bug reports which

are reported by users that have donation badges.

Software foundations are non-profit organizations, aiming to provide the needed

fundings for open and collaborative software development. Software foundations are

important sources of donation for crowdsourced software engineering. Izquierdo and

Cabot (2018) studied the role (e.g., an advisory or life governance) of software foun-

dations in open source projects. They analyzed the openness and the influence of 18

foundations in the development of open source projects. They observed most of the

foundations’ missions are providing legal support and leading evangelization actions.

5https://opensource.guide/getting-paid/
6https://sourceforge.net/

https://opensource.guide/getting-paid/
https://sourceforge.net/
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Yukizawa et al. (2019) promoted new strategies to help open source projects at-

tract monetary donations. They observed that some phrases psychologically encour-

age donors to make monetary donations. For example, the soft phase “even a single

dollar helps” will increases donors’ willingness to make monetary donations.

Overney et al. (2020) conducted a mixed-method empirical study on the preva-

lence, outcomes, and impact of monetary donations in npm (i.e., Node Package Man-

ager) packages and GitHub open source projects. The authors observed that a small

fraction of npm packages and GitHub open source projects have monetary donations

and these packages and projects are more active, more mature, and more popular than

others. The authors conducted a time-series analysis on the effects of monetary dona-

tions in terms of project activities. The result showed that there is no strong evidence

of the impact of monetary donations on the activity level of a project.

Krishnamurthy (2006) studied the motivations of open source developers in terms

of intrinsic-extrinsic incentives, observing empirical evidence of monetary extrinsic

incentives motivating developers to contribute. Krishnamurthy et al. (2014) further

studied the acceptance of monetary rewards in open source software development.

They observed that intrinsic (e.g., the need for a creative task) and extrinsic (e.g., finan-

cial benefits) motivations positively influence the willingness of developers to accept

monetary rewards, while community motivation (e.g., contributing to a social com-

munity) negatively influences the willingness of developers to accept the monetary

rewards.
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Prior studies provided valuable insights on how to leverage monetary extrinsic in-

centives for crowdsourced software vulnerability discovery and crowdsourced soft-

ware development. However, there has been no in-depth studies of how to lever-

age monetary extrinsic incentives for evolving open source projects (e.g., address-

ing issues). Several prior studies investigated monetary donations in open source

projects from the perspective of donors. However, little work has been done from

the perspective of using monetary donations to operate open source projects.

3.3 Non-monetary Extrinsic Incentives

Katmada et al. (2016) studied the incentive mechanisms in crowdsourcing and iden-

tified several types of incentive mechanisms: reputation systems (e.g., reputation re-

wards and penalties), gamification (e.g., badges and privileges), social incentive mech-

anisms (e.g., compliments), career rewards (e.g., potential career opportunities in the

future), and financial rewards (e.g., monetary bounties). The reputation systems, gam-

ification, and career rewards mechanisms utilize non-monetary extrinsic incentives.

Most prior work studied non-monetary extrinsic incentives in Stack Overflow, one

of the most popular online technical Q&A websites. Stack Overflow combines a reputa-

tion system with gamification to motivate users to contribute. The reputation system

in Stack Overflow enables users to earn reputations points for their efforts (e.g., provid-

ing high quality questions or answers).7 With more reputation points, users can gain

more privileges (e.g., the voting feature).8 Users can also win community recognitions

(e.g., badges) through making contributions.9

7https://stackoverflow.com/help/whats-reputation
8https://stackoverflow.com/help/privileges
9https://stackoverflow.com/help/badges

https://stackoverflow.com/help/whats-reputation
https://stackoverflow.com/help/privileges
https://stackoverflow.com/help/badges
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The reputation rewards and penalties in Stack Overflow. The rewards and penalties

are based on users’ contributions, such as answering questions, editing questions or

answers. When the contributions of users are voted up by peers, the users will gain

reputation points, otherwise the users lose reputation points. Lotufo et al. (2012) con-

ducted a statistical analysis of the reputation rewards and penalties in Stack Overflow.

They observed that the reputation reward mechanism motivates users to edit their

peers’ questions or answers. They also observed the reputation penalty mechanism

improves users’ contribution quality effectively.

Reputation bounties in Stack Overflow. Users in Stack Overflow can use their rep-

utation points to offer bounties for the unsolved questions that they are interested in

and other users will try to solve the questions and receive the reputation points. Berger

et al. (2016) studied the response time of Stack Overflow questions that have reputation

bounties. They observed the negligible predictive power of text based features, (e.g.,

number of images and number of verbs that indicate action) in predicting whether a

bounty question will receive an answer within 2.5 days.

Privileges in Stack Overflow. Privileges are designed as an extrinsic incentives in the

gamification. In Stack Overflow, some features (e.g., the voting feature) are restricted

to some users who must gain access to such features. Lotufo et al. (2012) conducted

an empirical investigation of privileges in Stack Overflow. They analyzed users’ contri-

butions frequency before and after being awarded privileges, observing that rewarding

privileges are associated with an increased contribution frequency of users.

Badges in Stack Overflow. A badge is a widget used on a website, showing the per-

ceived expertise and community respect of a user. In Stack Overflow, users get badges

by completing specific contributions. For example, a “Yearling" badge indicating a user
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is an active member for a year, earning at least 200 reputation points. Grant and Betts

(2013) conducted an initial exploratory study of Stack Overflow user behaviors through

three badges. They observed that badges encourage users to edit questions for a higher

quality on both an individual and global level.

Wei et al. (2015) studied the effectiveness of reputation and badges in Stack Ex-

change, which is a network of online Q&A websites, of which Stack Overflow is a flag-

ship site. They conducted a quantitive study using regression models, observing that

reputation-ranking-related badges rather than reputation itself motivate user contri-

butions. Li et al. (2012) and Anderson et al. (2013) analyzed the impact of badges on

user engagement in Stack Overflow. They observed a “badge steering” phenomena,

where users make significantly more contributions after getting badges. Wang et al.

(2018c) further studied the impact of badges on the quality of contributions and ob-

served that users tend to game the rule of getting badges by contribute low quality

revisions (e.g., editing answers or questions) to gain revision-based badges. Yanovsky

et al. (2019) classified three groups of users that have different levels of reactions to-

wards the phenomena. They proposed a model to predict whether users will move to

a group that has a lower frequency and less intensity of contribution.

Halavais et al. (2014) studied social influences and badge acquisitions on Stack

Overflow. They constructed a user social network using the co-posting behavior of

users and analyzed the appearance of the general badges and the topically-constrained

(i.e., the tag) badges. They observed a weak relationship between social influence and

the badge adoption of a user.

Delayed career benefits in Apache projects and Stack Overflow. The delayed career

benefits is a type of career rewards, which involve the rewards from future employers,
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such as higher compensations or more attractive jobs. In Apache projects, developers

have different ranks and the rank is based on their contributions. Hann et al. (2002)

conducted a quantitive study on delayed career benefits in Apache projects observing

that the higher contribution-based rank of developers is associated with the higher

compensations in the future. Xu et al. (2020) studied the delay career benefits in Stack

Overflow. They conducted an empirical analysis of Stack Overflow and Stack Overflow

Careers (SOC), a software engineering oriented job matching website. For the same set

of Stack Overflow users, they compared the user contributions before and after a job

change happens in SOC. They observed a decrease in user contributions after users

find new jobs.

Non-monetary extrinsic incentives are important for online technical Q&A web-

sites, especially for maintaining active, valuable activities in Stack Overflow. How-

ever, there has been no in-depth studies of how do non-monetary extrinsic incen-

tives help in the solving of questions on online technical Q&A websites.



CHAPTER 4

Studying the Use of Issue Bounties for Addressing Issues of

Open Source Projects on GitHub

Due to the voluntary nature of open source projects, it can be hard to find a developer to work
on a particular task. For example, some issue reports may be too cumbersome and unexcit-
ing for someone to volunteer to do them, yet these issue reports may be of high priority to the
success of a project. To provide an extrinsic incentive for implementing such issue reports, one
can propose an issue bounty (i.e., a monetary extrinsic incentive), to the developer who address
that particular issue. In this chapter, we study issue bounties in open source projects on GitHub
to better understand how issue bounties can be leveraged to evolve such projects in terms of
addressing issue reports. We investigated 5,445 issue bounties for GitHub projects. These is-
sue bounties were proposed through the Bountysource platform with a total bounty value of
$406,425. We find that 1) in general, the timing of proposing bounties is the most important
factor that is associated with the likelihood of an issue being addressed. More specifically, is-
sue reports are more likely to be addressed if they are for projects in which bounties are used
more frequently and if they are proposed earlier. 2) The bounty value of an issue report is the
most important factor that is associated with the issue-addressing likelihood in the projects
in which no bounties were used before. 3) There is a risk of wasting money for backers who
invest money on long-standing issue reports. Based on our findings, we suggest that: 1) Back-
ers should consider proposing a bounty as early as possible and are cautious when proposing

25
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bounties on long-standing issue reports. 2) Backers of projects with no former bounty-usage
experience should consider proposing higher bounty values for issue reports.

An earlier version of this chapter is published in the IEEE Transactions on Software Engineering
Journal (TSE) (Zhou et al., 2020a).
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4.1 Introduction

A
monetary bounty is a monetary reward that is often used in the area of

software vulnerabilities. Prior studies examined the impact of bounties on

vulnerability discovery (Zhao et al., 2017; Hata et al., 2017; Finifter et al.,

2013). Finifter et al. (2013) suggested that using bounties as an extrinsic incentive to

motivate developers to find security flaws is more cost-effective than hiring full-time

security researchers.

Monetary bounties are now being used to motivate developers to address issue re-

ports, e.g., to fix bugs or to add features and we call such monetary bounties as is-

sue bounties. Open source software projects often use issue tracking systems (such as

BugZilla or GitHub Issues) to store and manage issue reports. For example, developers

or users can submit issue reports to report bugs or request new features, and wait for

these issues to be addressed. However, some issue reports may never be addressed.

For example, developers may avoid addressing issues that they consider too low prior-

ity, or difficult to implement. To encourage developers (or bounty hunters) to address

such issue reports, one or more backers can propose an issue bounty.

Bountysource1 is a platform for proposing issue bounties for open source projects

across multiple platforms (e.g., GitHub) which currently has more than 46,000 regis-

tered developers.2 Bounty backers can propose several issue bounties for the same is-

sue report via Bountysource. Although issue bounties are used in the issue-addressing

process, the role that bounties play in this process is not yet understood. For exam-

ple, it is unclear whether a bounty is associated with improving the issue-addressing

1https://www.bountysource.com
2https://blog.canya.com/2017/12/20/canya-acquires-majority-stake-in-bountysource-adds-over-

46000-users/
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likelihood in projects. By understanding this association, we could provide insights on

how to better leverage issue bounties to evolve open source projects, and on how to

improve the usability and effectivity of bounty platforms. To condense our writing, we

refer to an issue bounty as a bounty in this chapter.

In this chapter, we studied 3,509 issue reports with 5,445 bounties that were

proposed on Bountysource from 1,203 GitHub projects, with a total bounty value of

$406,425. First, we studied the basic descriptive views of bounty-related factors (e.g.,

the bounty usage frequency in a project) in a preliminary study. Our preliminary study

showed that 65% of bounties were proposed after the first week from the creation of

an issue report and the total bounty value of an issue report has a weak correlation

with issue-addressing likelihood. Given the fact that the other factors that related to

a bounty issue report (e.g., the number of comments) may have associations with

the issue-addressing likelihood of the bounty issue report, We calculated 26 studied

factors along 4 dimensions (i.e., the project, issue, bounty, and backer dimensions),

and used a logistic regression model to study the association between the studied

factors and the issue-addressing likelihood. Our preliminary study also showed that

the bounty-usage frequency varies across projects. Hence, we proposed a bootstrap-

derived data preprocessing method to reduce bias caused by such variance across

projects. We examined the following two questions:

RQ1: Are the studied factors associated with the issue-addressing likelihood of

bounty issue reports in GitHub projects?

The timing of proposing bounties is the most important factor that has a sig-

nificant relation with the issue-addressing likelihood. Issue reports are more

likely to be addressed if they are for projects in which bounties are used more
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frequently and if they are proposed earlier. In addition, it is important to adver-

tise bounties for bounty issue reports by tagging bounty labels. The total value of

bounties of a project and an issue also have a significant relation with the issue-

addressing likelihood.

RQ2: How does the association between the studied factors and the issue-

addressing likelihood change in projects with different bounty usage fre-

quencies?

In general, the timing of proposing bounties is the most important factor that has

a relation with the issue-addressing likelihood in projects that use bounties more

frequently. The total bounty value that an issue report has is the most important

factor that has a relation with the issue-addressing likelihood in the first-timer

projects, while it is not as important for projects in which bounties are more fre-

quently used.

We also manually identified the reasons why developers didn’t claim bounties (i.e.,

the cases in which bounty issue reports were addressed while the bounty remained

unclaimed) that are worth more than $100. We found that some developers addressed

an issue cooperatively, making it difficult to choose a single developer that would be

awarded the bounty. In addition, some developers are not driven by money to address

issues.

Based on our findings, we have several suggestions for bounty backers and the

Bountysource platform. For example, backers should be cautious when proposing

small (i.e., < $100) bounties on long-standing issue reports since the risk of losing the

bounty exists. Bounty platforms should consider allowing for splittable multi-hunter

bounties.
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The rest of this chapter is organized as follows. In Section 4.2, we present back-

ground on the Bountysource platform. In Section 4.3, we describe our data collection

process. In Section 4.4, we describe our preliminary study. In Section 4.5, we investi-

gate the association between the studied factors and the issue-addressing likelihood.

In Section 4.6, we we discuss the closed-unpaid bounty issue reports and the impli-

cations of our study. In Section 4.7 we discuss the threats to validity of our study. In

Section 4.8, we discuss related work. We conclude the chapter in Section 4.9.

4.2 Background

In this section, we briefly introduce the issue bounty platform, Bountysource.

Bountysource is a platform on which users can pledge a monetary extrinsic incen-

tive (an issue bounty) to address an issue report of an open source project. There exist

two roles on Bountysource: the bounty backer and the bounty hunter roles.

Bounty backers, which may be anonymous, are users or developers who propose

bounties for issue reports. A backer can set an expiration period for their bounty that

has a value of more than $100. When the bounty expires, the money is refunded to the

backer; otherwise, the bounty stays with the issue report until someone claims it. Note

that bounties that are smaller than $100 are not refunded if they remain unclaimed.

An issue report can have multiple bounties from one or more backers and a bounty

can only be proposed for one issue report.

Bounty hunters are developers who address issue reports that have bounties. If a

hunter works on an issue report, the hunter can attach certain information (i.e., the

estimated time of addressing, the code URL, or some comments) on Bountysource to

indicate the progress. However, a bounty hunter could also work on the issue report
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without notifying Bountysource. Once a developer claims to have addressed an issue

report, its bounty backer(s) can choose to accept (no response will be taken as an ac-

ceptance) or reject the claim. In this situation, backers have two weeks to make the

decision (accept or reject). If no backer explicitly rejects the claim, the bounties will be

paid to the developer automatically. Multiple bounty hunters can work on an issue re-

port at the same time, but the bounties of an issue can only be rewarded to one bounty

hunter. In particular, this is the bounty hunter who first claims the bounties while no

backer explicitly rejects the claim.

When an issue report is submitted by an issue reporter, one or more bounty backers

can propose bounty(ies) on the issue report. One or more developers of the issue report

can choose to become bounty hunters to address the issue report but only one bounty

hunter can get the bounty(ies).

Developers and users from more than 12 platforms (e.g., GitHub) propose boun-

ties for issue reports through Bountysource. In this study, we focus on GitHub issue

reports, since the majority of the bounties (see Section 4.3 for more details) that are

proposed on Bountysource are for GitHub issue reports. Figure 4.1 shows the work-

flow of the bounty processes between GitHub and Bountysource. The workflow of a

bounty starts with a bounty backer offering a bounty on Bountysource for a GitHub

issue report. The bounty backers pledge money to Bountysource (the money is held

by Bountysource) and they can choose to add bounty information to the GitHub issue

report. For example, tagging the issue report on GitHub with a bounty label (see the

example3 for details) to “advertise” the bounty, appending the bounty value to the ti-

tle of the issue report or mentioning the bounty in the discussion of the issue report in

3https://github.com/austinpray/asset-builder/issues?q=label%3Abounty
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Figure 4.1: The workflow of an issue bounty between GitHub and Bountysource

GitHub. When a bounty hunter starts working on an issue, they can update their work-

ing status on Bountysource. After the issue report is addressed, the bounty hunter can

submit a claim for the bounty on Bountysource and the backer will be notified by Boun-

tysource. Once the bounty backer accepts the solution, the bounty hunter receives the

money from Bountysource.

Based on the status of an issue report and whether a bounty is paid out, a bounty

issue report has the following three statuses:
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Figure 4.2: The distribution of Bountysource bounties across the supported ITSs

Closed-paid: the issue report is closed and the bounty has been successfully rewarded

to a bounty hunter. We defined such issue reports as successful bounty issue reports.

Open-unpaid: the issue report is open and the bounty is active. We defined such issue

reports as failed bounty issue reports.

Closed-unpaid: the issue report is closed but the bounty remains unclaimed. We de-

fined such issue reports as unclaimed bounty issue reports.

4.3 Data Collection

In this chapter, we focus on the bounties that are proposed through the Bountysource

platform since it is one of the most popular platforms for bounties for open source

projects. As explained in Section 4.2, Bountysource supports issue reports from several

ITSs (e.g., GitHub and Bugzilla). Figure 4.2 shows the distribution of Bountysource

bounties across its supported ITSs. The majority of the issue reports come from GitHub

(77.3%), hence we focus our study on the bounties that were proposed for GitHub issue

reports.
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Figure 4.3: An overview of data collection process of our study of issue bounties in
GitHub open source project

All information about the bounties is stored on Bountysource and all details about

issue reports and their corresponding projects are stored on GitHub. Hence, we col-

lected data for our study along three dimensions: the bounty, the issue report, and the

project.

Figure 4.3 presents an overview of our data collection process, which is broken

down as follows:

Step 1: We retrieved the bounty and issue information from Bountysource using its of-

ficial web API automatically.4 The bounty information includes the backers who pro-

posed the bounty, the proposed bounty value and the hunter who addressed the issue

report. In addition, we collected basic information about the GitHub issue reports such

as their id and URL.

Step 2: We retrieved the details of the issue reports, which are linked to Bountysource

bounties by using the URL and id that we retrieved in step 1, from GitHub using its

official web API automatically.5 For example, we collected the description of the issue

report, the creation date of the issue report, the comments that developers left under

the report, and the labels of the issue report.

4https://bountysource.github.io/
5https://developer.github.com/v3/
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Table 4.1: Dataset description of our study of issue bounties in GitHub open source
projects

Total number of bounties 5,445
Total number of claimed bounties 2,402
Total bounty value $406,425
Total number of bounty hunters 882
Total number of bounty backers 2,534
Total number of issue reports 3,509
Total number of issue reports with multiple bounties 795
Total number of projects 1,203

Step 3: We calculated the corresponding project’s bounty information for each

collected bounty issue report, such as the number of total bounty issue reports of a

project.

In total, we collected 5,445 bounties with a total value of $406,425, together with

their corresponding issue reports which were reported between Oct 19, 2012, and Oct

5, 2017. Since some bounty issue reports were just created when we collected the data,

we updated the status of the collected bounty issue reports after 200 days (i.e., Apr. 22,

2018) to have a more reliable status for these issue reports. We published our dataset

online.6 Table 4.1 describes our dataset.

We observed that 62.7% of the bounty issue reports are closed, while the boun-

ties in almost one-third of these closed issue reports remain unpaid with a value of

$41,856 in total. Figure 4.4 shows the distribution of bounty issue reports across the

three statuses. 37.3% of the bounty issue reports are failed (i.e., open-unpaid). Al-

though 62.7% of the bounty issue reports were closed, almost one-third of their boun-

ties were unclaimed (i.e., closed-unpaid). The total value of the unclaimed bounties

($41,856) is “frozen” in the Bountysource platform unless someone claims the bounty.

6https://github.com/SAILResearch/wip-18-jiayuan-bountysource-SupportMaterials
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Figure 4.4: The distribution of the possible statuses of bounty issue reports and their
corresponding cumulative bounty value

In the rest of the paper, when we discuss the issue-addressing likelihood, we only

refer to the bounty issue reports that are successful (i.e., closed and paid out) or failed

(i.e., still open). We do not take the issue reports where bounties were unclaimed into

consideration because the hunters might not be driven by the bounty in such issue

reports. We conducted a qualitative study of these closed-unpaid bounty issue reports

to better understand them in Section 4.6.1. When a bounty issue report is closed and

the bounty is paid out, we define this bounty issue report as addressed.

4.4 Preliminary Study

Motivation: We aim to understand the association between the issue-addressing like-

lihood of an issue report and the factors that are related to the bounties of the issue

report (e.g., the total value of bounties being proposed for an issue report) in different

projects. Therefore, in this section, we present basic descriptive views of such bounty-

related factors. From these statistics, we can get a basic view of the characteristics of

bounties, and of how bounties are used across projects.
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Approach: We first present the following basic descriptive statistics: (1) the distribu-

tion of the number of days between the reporting of an issue and its first bounty being

proposed (I_B_days_before_bounty); (2) the distribution of the total bounty value of

an issue report (I_B_total_value); (3) the distribution of the number of bounties that

a bounty issue report has (I_B_cnt); (4) the distribution of bounty issue reports that

have a bounty label (I_B_has_label). We also investigate how bounties are used across

projects. We present the distribution of the total number of bounties used in projects

(the bounty-usage frequency).

Results: 35% of the bounties were proposed within 7 days from the creation

of an issue report, while 30% of the bounties were proposed after more than

180 days. Figure 4.5 shows the empirical cumulative distribution function of

I_B_days_before_bounty. We observe that in 35% of the issue reports their first bounty

was proposed within seven days after their creation. Only 11% of the bounties were

proposed between 7 and 30 days after the creation of an issue report. 24% of the

bounties were proposed between 30 and 180 days and the remaining 30% of the

bounties were proposed after 180 days. The frequency with which bounties are

proposed is lower in the first seven days than later on. One possible explanation is

that bounty backers may wait and see if issues are addressed without a bounty. After
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Figure 4.6: The issue-addressing likelihood of the proposed bounty value ranges

waiting for a period of time without getting their issue addressed, bounty backers start

to propose bounties.

The distribution of I_B_total_value is skewed and the correlation between

I_B_total_value and the issue-addressing likelihood is weak. We observe that

the skewness and kurtosis values of the distribution of I_B_total_value are 13 and

236, respectively. The first, second, and third quartile values are $15, $30 and $100.

Figure 4.6 presents the issue-addressing likelihood of an issue report against the

bounty value of the issue report. We do not observe an obvious pattern between

them. We use Spearman’s rank correlation coefficient (Daniel et al., 1978) to calculate

the correlation between the bounty value and the issue-addressing likelihood is

surprisingly weak (0.14).

90% (i.e., 2,541) of the studied bounty issue reports only have one or two boun-

ties. We observe that 75% of the bounty issue reports only have one bounty and 15%

of the bounty issue reports have two bounties.
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Figure 4.7: The empirical cumulative distribution of the bounty-usage frequency of
projects. The bounty-usage frequency is the total number of used bounties in a project

We also observe that 56% (i.e., 1,568) of the bounty issue reports are explicitly

labeled as such.

More than half of the projects only used a bounty once, while two projects used

bounties very frequently (more than 100 times). Figure 4.7 shows the empirical cu-

mulative distribution of the bounty-usage frequency across projects. As shown in Fig-

ure 4.7, the distribution is skewed (with a variance of 57.02). 612 (66%) projects used a

bounty only once. 52 (6%) projects used bounties at least 10 times and only 9 projects

used a bounty more than 50 times. In order to better study the research questions,

we propose a bootstrap-derived data preprocessing method to reduce bias caused by

different bounty-usage frequency across projects in Section 4.5.
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4.5 A Study of the Use of Issue Bounties for Addressing

Issues of Open Source Projects on GitHub

In this section, we present our study of the use of issue bounties for addressing issues

of open source projects on GitHub. We first investigate which studied factors are asso-

ciated with the issue-addressing likelihood. Then, we investigate how the association

between the studied factors and the issue-addressing likelihood changes in projects

with a different bounty usage frequency. For each research question, we present the

motivation, the approach and the results for the research question.

4.5.1 RQ1: Are the studied factors associated with the issue-

addressing likelihood of bounty issue reports in GitHub

projects?

Motivation: Prior studies showed that bounty-related factors (e.g., the value of boun-

ties) have an association with various software development tasks, such as developing

new features (Krishnamurthy and Tripathi, 2006) and addressing security issues (Mail-

lart et al., 2017). However, little is known about how these factors are related to the

issue-addressing likelihood of bounty issue reports. In addition, factors that are re-

lated to a bounty issue report itself and its backers may have associations with the

issue-addressing likelihood of the bounty issue report. For example, an issue report

that attracts more attention (e.g., comments and participants) from the community
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Figure 4.8: An overview of the data preprocessing, model construction, and analysis steps of our study of issue boun-
ties in GitHub open source projects
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may have a higher likelihood of being addressed. Therefore, in this section, when ex-

amining the association between bounty-related factors and the issue-addressing like-

lihood of bounty issue reports, we also take the factors that are related to issue reports

and backers into consideration.

Approach: We construct logistic regression models to study the relationship between

the studied factors and the issue-addressing likelihood. Note that our goal of con-

structing models is not for prediction but for interpretation. The logistic regression

model is a robust and highly interpretable technique, which has been applied suc-

cessfully in software engineering studies, e.g., to predict the closure rate of GitHub is-

sues (Jarczyk et al., 2018), predict bugs (McIntosh et al., 2016; Palomba et al., 2017), and

classify the information that is discussed in GitHub issues (Arya et al., 2019).

Figure 4.8 shows the flow of our approach. Below, we elaborate on the studied fac-

tor, the processes of the data preprocessing, the model construction, and the analysis

of our models.

Studied factors: Through the process that is described in Section 4.3, we extracted 26

factors along the following 4 dimensions:

1. Issue report basic: Eight factors which estimate the length and the popularity of

an issue report.

2. Issue report bounty: Four factors which describe the bounty usage within a

bounty issue report.

3. Project bounty: Six factors which reflect the bounty usage within a project.

4. Backer experience: Eight factors which capture the bounty experience of the

backers of a bounty issue report.
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Table 4.2: The description and rationale for the factors in the Issue report basic and the Issue report bounty dimen-
sions. The factors which are marked with ‘*’ are time-dependent factors which are calculated at the time when the
bounty is proposed

Factor name Description Rationale

Issue report basic

I_content_len* The length of an issue report and its comments (in characters). These factors reflect the amount of sup-
portive information that an issue report
has. Issue reports with more supportive in-
formation may help developers to address
them (Treude et al., 2011; Asaduzzaman
et al., 2013; Ponzanelli et al., 2014a; Wang
et al., 2018a).

I_code_len* The total length of the code snippets in an issue report and its
comments (in characters).

I_code_proportion* The proportion of code in an issue report and comments (i.e.,
I _c o d e _l e n

I _c o n t e n t _l e n ).

I_link_cnt* The number of links in an issue report and its comments. The discussion activities reflect the popu-
larity of an issue report, which may have
a relationship with the issue-addressing
likelihood (Wang et al., 2018a).

I_img_cnt* The number of images in an issue report and its comments.
I_cmnt_cnt The number of comments that an issue report received.
I_participant_cnt* The number of participants in the discussion of an issue.
I_cmnt_per_day_mean* The mean number of comments per day for an issue report.

Issue report bounty

I_B_days_before_bounty* The number of days between the creation of an issue report and
its first bounty.

The timing of proposing bounties may
have a relationship with the issue-
addressing likelihood.

I_B_total_value The total bounty value of the issue report. A higher bounty may attract more develop-
ers.

I_B_cnt The number of bounties that a bounty issue report has. A higher number indicates that more back-
ers are interested in getting this issue ad-
dressed.

I_B_has_label Whether a bounty issue report is tagged with a bounty label. A bounty label could help draw atten-
tion from the community (i.e., because
the label acts as an advertisement), which
may have an association with the issue-
addressing likelihood.
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Table 4.3: The description and rationale for the factors in the Project bounty and the Backer experience dimensions.
The factors which are marked with ‘*’ are time-dependent factors which are calculated at the time when the bounty
is proposed

Factor name Description Rationale

Project bounty

P_B_I_cnt* The total number of issue reports with at least one bounty of a
project.

These five factors reflect the bounty ac-
tivity of the project. A different level of
activity may have a different association
with the issue-addressing likelihood in the
project.

P_B_paid_cnt* The total number of paid bounty issue reports of a project.
P_B_open_cnt* The number of open bounty issue reports of a project.
P_B_paid_proportion* The proportion of paid bounty issue reports of a project.
P_B_total_value* The total value of the bounties of a project.

P_B_usage_group The group of projects. Different groups of projects may have
different issue-addressing likelihoods (see
Section 4.4).

Backer experience

Backer_exp_B_median-
/sum/max_value*

The median/sum/max value of bounties which the backers of
this bounty have ever proposed in the past.

Bounties from a backer who has proposed
bounties often, or proposed high-value
bounties in the past may attract more at-
tention from developers.

Backer_exp_B_median-
/sum/max_cnt*

The median/sum/max number of bounties which the backers of
this bounty have ever proposed in the past.

Backer_role_any_insider* Whether any of the backers has ever contributed to the project. A backer who has ever interacted with the
project before may help the bounty attract
more attention from the community.

Backer_role_have_reporter* Whether the issue reporter is one of the backers for that issue re-
port.
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Table 4.2 and 4.3 summarizes the descriptions of and rationales behind the studied

factors. The factors which are marked with ‘*’ are time-dependent factors which are

calculated at the time when the bounty is proposed. For example, the I_content_len*

factor is the length (in characters) of an issue report and its comments when the first

bounty of the issue report was proposed.

Note that the factors in the project bounty, issue report basic, and backer experi-

ence dimensions cannot be changed by a backer who wants to propose a bounty and

we consider these factors as the confounding factors for which we want to control. The

bounty backers can control the factors in the issue report bounty dimension. For ex-

ample, a bounty backer can choose the timing of proposing a bounty on an issue report

(i.e., I_B_days_before_bounty), the bounty value (i.e., I_B_total_value), and whether to

add a bounty label to the issue report (i.e., I_B_has_label).

Data preprocessing: Figure 4.9 gives an overview of our data preprocessing approach.

We elaborate on each step below.

Project categorization: Given the variance of the bounty-usage frequency across

different projects, it is not advisable to study all the issue reports as one group when

we study the bounties at the issue report level. Therefore we categorize the projects

into the following three groups:

1. First-timer project: Projects which have only one bounty issue report.

2. Moderate project: Projects which have 2 to 50 bounty issue reports.

3. Frequent project: Projects which have more than 50 bounty issue reports.

It is important to study the bounties in the first-timer projects, since users of such

projects may not have former bounty experience. We grouped the projects that have



CHAPTER 4. STUDYING THE USE OF ISSUE BOUNTIES FOR ADDRESSING ISSUES
OF OPEN SOURCE PROJECTS ON GITHUB 46

Project Categorization

First-timer 
project group

Group projects by their 
bounty-usage frequency 

Moderate 
project group

Frequent  
project group

Bootstrap
Sampling

Bootstrap sample
1���� projects

Bootstrap sample
 one bounty issue report 

from each project

1,000 first-timer 
projects

1,000 moderate 
projects

1,000 frequent 
projects

1,000 bounty 
issue reports RI��
ƉUVW�WLPHU��
SURMHFW�JURXS

…

10
0 

sa
m

pl
es

10
0 

ite
ra

tio
ns

… …

1,000 bounty 
issue reports RI�
PRGHUDWH�
SURMHFW�JURXS

…

… …

1,000 bounty 
issue reports RI���
IUHTXHQW��

SURMHFW�JURXS

…

… …

3,000 bounty issue reports IRU�DOO�WKUHH�SURMHFW�JURXSV…

… …

RQ
2

RQ
1

Figure 4.9: An overview of the data preprocessing approach of our study of issue boun-
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more than 50 bounty issue reports as well since we assume that in such projects the

community is more familiar with the use of bounties. Note that we set the threshold

50 for moderate and frequent projects empirically. We performed a sensitivity analysis

on different thresholds (i.e., 40 and 60) and the results show that our findings still hold

(see Appendix A for more details).

After grouping the projects into the above mentioned three groups, we have 550

(59%) first-timer projects with 550 bounty issue reports, 374 (40%) moderate projects

with 1,717 bounty issue reports, and 9 (1%) frequent projects with 549 bounty issue

reports.

Bootstrap sampling: After grouping the projects into the three groups, we used a

bootstrap sampling approach to sample issue reports across projects in order to bal-

ance the data. We used bootstrap sampling to reduce the bias that is caused by the

unbalanced number of projects across the three groups. We first randomly sampled

1,000 projects from each group with replacement. Then we randomly sampled one

bounty issue report from each sampled project, to avoid a bias towards projects with

more issue reports than other projects in the same group. Hence, we sampled 1,000

bounty issue reports from each of the 3 project groups. To make our results more re-

liable, we repeated the sampling process 100 times with different random seeds. We

ended up with 100 samples with 3,000 issue reports each (1,000 issue reports for each

group). On average, 54.3% of the bounty issue reports were sampled during one itera-

tion of the bootstrap sampling process.

Data construction: Figure 4.8 shows an overview of our model construction approach.

The presence of correlated and redundant features greatly impacts the interpretability

of the generated models (i.e., multicollinearity) (Farrar and Glauber, 1967). Hence, we
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first removed correlated and redundant factors using the Spearman rank correlation

test and through redundancy analysis to avoid multicollinearity similar to prior stud-

ies (Rajbahadur et al., 2017; Wang et al., 2018b; He et al., 2015; Kabinna et al., 2018;

Gyimothy et al., 2005). We performed correlation and redundancy analysis instead

of other common and state-of-the-art dimensionality reduction techniques such as

PCA, since such techniques combine and transform the original features into princi-

pal components, which are no longer directly interpretable. First, we use the Spearman

rank correlation test to measure the correlation between factors and remove highly-

correlated factors (using a cut-off value of 0.7 (Kabinna et al., 2018; Sarle, 1990; Dor-

mann et al., 2013)). For each of the highly-correlated factors, we keep one factor in

our model. We performed a redundancy analysis to remove redundant factors (see

Appendix A for more details and the factors that were included in the models).

We ended up with three factors in the project bounty dimension, six factors in the

issue report basic dimension, four factors in the issue report bounty dimension, and

three factors in the backer experience dimension. We added non-linear terms in the

model to capture more complex relationships in the data by employing restricted cubic

splines (Harrell, 2006). Finally, we built logistic regression models based on 100 sam-

ples (3,000 issue reports with 1,000 issue reports for each group) and ended up with 100

models. We refer to these 100 models which are constructed to understand the global

relationship as the global model. See our Appendix A for more details about our model

construction.

Model analysis: For each logistic regression model, we used the Area Under the Re-

ceiver Operating Characteristic Curve (i.e., AUC) to evaluate the performance. The

AUC ranges from 0 to 1, with 0.5 being the performance of a random guessing model
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and a higher AUC meaning that the model has a higher ability to capture the relation-

ships between the explanatory factors and the response factor. To check whether the

models are not overfitted, we calculate their optimism values using a bootstrap-derived

approach. The optimism value ranges from 0 to 1. A small optimism value suggests

that a model does not suffer from overfitting, while an optimism of 1 indicates that

the model is 100% overfitting the dataset (see Appendix A for the calculation of the

optimism value).

To measure the explanatory power of each factor in the constructed model, we

computed its Wald χ2 value. A larger Wald χ2 value indicates a higher explanatory

power of the factor in the constructed model. To test whether a factor contributes a

statistically significant amount of explanatory power to the model, we further applied a

χ2-test to the calculated Waldχ2 values. In this study, we consider factors of which the

χ2-test has a p-value of less than 0.001 as significantly important. See our Appendix A

for more details about our model analysis.

In addition, to further understand how a factor influences the value of the response

variables, we plotted the estimated issue-addressing likelihood against a factor. Since

all models across 100 samples showed similar patterns of influence for the factors, we

randomly selected a sample as an example to build models and visualize the results

(see Figures 4.11, 4.12 and 4.13). The analysis allows us to further understand how a

factor affects the issue-addressing likelihood. We used the R rms package during the

construction and analysis of our models.

Results: Our models capture the relationship between the explanatory variables and

the response variable well, and have a reliable performance. The median AUC of

our global models is 0.74 (see Table 4.4), which indicates that our models have a good
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Table 4.4: The 5-number summary of AUC and optimism values of models in our study
of issue bounties in GitHub open source projects

Model Types Quantile

Min 1s t Median 3r d Max

Global
AUC: 0.72 0.73 0.74 0.74 0.75
optimism: 0.00 0.00 0.01 0.01 0.02

First-timer
AUC: 0.70 0.73 0.74 0.76 0.80
optimism: 0.00 0.00 0.01 0.02 0.04

Moderate
AUC: 0.66 0.68 0.70 0.71 0.74
optimism: 0.00 0.01 0.01 0.02 0.05

Frequent
AUC: 0.79 0.81 0.82 0.83 0.86
optimism: 0.00 0.01 0.01 0.02 0.04

ability to capture the relationship between the explanatory variables and the response

variable, and the low median optimism values (0.01) indicate that our models do not

overfit the dataset.

In the global view, the timing of proposing the bounties is the most important

factor that has a significant relation with the issue-addressing likelihood. Table 4.5

shows that the timing of proposing the bounties, the bounty-usage frequency of

projects, the bounty label of issue reports, the total value of the bounties of a project,

and the total bounty value of the issue report contribute a significant amount of

explanatory power to our models. The timing of proposing the bounties contributes

the most explanatory power by far, based on the Wald χ2 value.

Projects that use bounties more frequently have a higher bounty issue-

addressing likelihood. We observe a positive association between the issue-

addressing likelihood and P_B_usage_group in the global models. One possible

explanation is that projects with a higher bounty-usage frequency are more likely

to maintain documents to introduce how bounties work in such projects, so that
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Table 4.5: The results of the model analysis for four groups of models in our study of
issue bounties in GitHub open source projects. The NL indicates the non-linear term
and the D.F. indicates the degree of freedom

Global Model First-timer
Model

Moderate
Model

Frequent
Model

Factors Overall NL Overall NL Overall NL Overall NL

I_B_days_before_bounty
D.F. 4 3 4 3 4 3 4 3
χ2 172.30***35.71*** 26.83***4.79 43.59***7.44 51.67***10.47

P_B_usage_group
D.F. 2 - - -
χ2 35.08*** - - -

I_B_total_value
D.F. 2 1 2 1 2 1 2 1
χ2 31.19*** 29.80*** 34.00***0.28 3.07 2.97 13.67 9.99

I_code_proportion
D.F. 1 1 1 1
χ2 11.62 0.74 14.84*** 0.21

I_B_has_label
D.F. 1 1 1 1
χ2 33.08*** 4.16 6.99 0.022

Backer_exp_B_max_value
D.F. 3 2 3 2 3 2 3 2
χ2 16.21 16.14 1.95 0.80 1.36 1.32 22.86***21.87***

P_B_paid_proportion
D.F. 3 2 - 2 3 2 2
χ2 14.56 2.51 - 7.77 0.01 29.39***29.39***

P_B_total_value
D.F. 2 1 - 2 1 2 1
χ2 15.75*** 12.18*** - 1.44 0.34 13.86 10.99

I_img_cnt
D.F. 1 1 1 1
χ2 1.58 0.68 1.55 0.69

I_link_cnt
D.F. 1 1 1 1
χ2 0.09 3.09 0.02 2.60

I_content_len
D.F. 1 1 1 1
χ2 4.32 0.02 2.8 1.72

I_cmnt_perday_mean
D.F. 2 1 2 1 2 1 2 1
χ2 4.37 0.76 3.83 0.01 0.73 0.34 0.56 0.07

I_B_cnt
D.F. 1 1 1 1
χ2 0.433 2.54 1.48 8.39

I_cmnt_cnt
D.F. 1 1 1 1
χ2 0.49 0.00 1.55 7.34

Backer_role_any_insider
D.F. 1 1 1 1
χ2 1.96 7.92 1.71 7.60

Backer_role_have_reporter
D.F. 1 1 1 1
χ2 0.34 7.92 1.78 0.03

P-value of the χ2 test: ‘***’ < 0.001
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backers can gain more experience and background about proposing bounties (e.g., at

the proper time with a proper value) and the hunters react to bounties more actively

than in projects with a lower bounty-usage frequency. For example, the eslint project

maintains a document on how bounties work.7 The eslint project has 43 successful

(i.e., closed-paid) and only one failed (i.e., open-unpaid) bounty issue report.

To further test our assumption, we performed a qualitative study to investigate

whether projects that use bounties more frequently are more likely to have a bounty

document. We calculated the representative sample sizes (Cochran, 2007) and ran-

domly sampled 80 first-timer projects and 77 moderate projects as statistically rep-

resentative samples with a 95% confidence level and a 10% confidence interval. We

selected all nine frequent projects. Two researchers manually examined the GitHub

pages of each sampled project and checked whether the project has a document that

explains the bounty process. The Cohen’s Kappa is 0.83, which indicates a high level

of agreement. The proportions of projects that have bounty documents are 5% (4/80),

31% (24/77), and 89% (8 out of 9) in the first-timer, moderate, and frequent projects,

which suggests that projects that use bounties more frequently are more likely to have

a bounty document.

In general, issue reports for which bounties were proposed earlier have a higher

likelihood of being addressed. We observe a negative trend of the issue-addressing

likelihood as the time to propose a bounty increases, especially for the issue reports in

which bounties were proposed after 180 days. One possible explanation is that as time

7https://eslint.org/docs/developer-guide/contributing/working-on-issues
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Figure 4.10: The distribution of the number of days to close issue reports since bounties
were proposed across different time ranges

progresses, the risk of a report becoming obsolete exists, leaving the issue report un-

addressed even after a bounty is proposed. For example, an issue report8 that was cre-

ated on Feb 4, 2016 in the uappexplorer project requested a new feature for an Ubuntu

Phone Application. The owner of the application and another developer both showed

great interest in this issue. Because of the lack of time, the feature was never added. A

bounty of $5 was proposed9 after almost one year, on Jan 12, 2017. However, the issue

report was closed because Ubuntu Phone was no longer used making the issue report

obsolete. In addition, backers carry the risk of wasting their money by proposing

small bounties on such long-standing issue reports as such small amounts are not

refunded to the backer in case the bounty fails.

Another assumption for the lower issue-addressing likelihood of the issue reports

for which bounties were proposed later is that such issue reports are difficult to

address. To test our assumption, we studied the relationship between the issue-

addressing speed and I_B_days_before_bounty. Figure 4.10 shows the boxplot of the

8https://github.com/bhdouglass/uappexplorer/issues/69
9http://bit.ly/2Q3BIns
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number of days that were taken to close issues (i.e., days-to-close) against differ-

ent days-before-bounty. We observe that the issue reports in which bounties were

proposed later took longer to be addressed.

Issue reports with a bounty label have a higher likelihood of being addressed

than bounty issues without a bounty label. Whether a bounty issue has a bounty label

(i.e., I_B_has_label) is the third most important factor in the global model. Figure 4.11

shows that bounty issue reports with a bounty label have a higher likelihood of being

addressed. It is intuitive that a better exposure of the bounty can help attract more at-

tention from the community. Tagging an issue report with a bounty label is the most

direct way of advertising a bounty because the label will be shown in the ITS. In addi-

tion, developers can search for bounty issue reports easily using the bounty label.

Finally, I_B_total_value contributes significant explanatory power to the global

model and we suggest one to propose bounties with a value of $150. Figure 4.11

shows that the issue-addressing likelihood increases from 0.45 to 0.54 as the bounty

value increases from $5 to $150 and stays almost stable after $150. In other words,

the bounty value does not improve the issue-addressing likelihood further once the

bounty value is equal to $150. The P_B_total_value is a significantly important factor

in the global model, which indicates that the total amount of bounties that a project

has is also of significance. Figure 4.11 shows that the issue-addressing likelihood and

P_B_total_value has a negative relationship when the P_B_total_value is no more

than $2,500. After $2,500, the higher P_B_total_value, the higher the issue-addressing

likelihood.
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Figure 4.11: The plots show the relationship between the studied factors and the issue-
addressing likelihood for the global models. For each plot, we adjusted all factors ex-
cept the studied factor to their median value in the model and recomputed the issue-
addressing likelihood. The grey area represents the 95% confidence interval
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Summary: The timing of proposing bounties is the most important factor that

has a significant relation with the issue-addressing likelihood. Issue reports are

more likely to be addressed if they are for projects in which bounties are used more

frequently and if they are proposed earlier. In addition, it is important to adver-

tise bounties for bounty issue reports by tagging bounty labels. The total value of

bounties of a project and an issue also have a significant relation with the issue-

addressing likelihood.

4.5.2 RQ2: How does the association between the studied factors and

the issue-addressing likelihood change in projects with differ-

ent bounty usage frequencies?

Motivation: In Section 4.5.1, we investigate which studied factors are associated with

the issue-addressing likelihood. In addition, prior work shows that the impact of boun-

ties on the addressing of software security issues varies across projects (Maillart et al.,

2017). Similarly, in this section, we further investigate how the association between the

studied factors and the issue-addressing likelihood changes in projects with a different

bounty usage frequency. By understanding this association, we can provide insights for

the backers into how to better leverage bounties on getting their issue addressed. We

can also provide suggestions for the Bountysource platform to improve its system.

Approach: To understand how the association between bounties and the issue-

addressing likelihood changes in projects with a different frequency of using bounties,

we follow the same model construction and analysis approach as introduced in

Section 4.5.1. Instead of building models on the entire set of issue reports, we build
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ric and the issue-addressing likelihood for the first-timer models, the moderate models
and the frequent models in the selected sample. For each plot, we adjusted all factors
except the studied factor to their median value in the model and recomputed the issue-
addressing likelihood. The grey area represents the 95% confidence interval

logistic regression models on the bounty issue reports of each project group sepa-

rately (i.e., the first-timer projects, the moderate projects, and the frequent projects).

To condense our writing, we refer to the models for the first-timer, moderate, and

frequent projects as the first-timer, moderate, and frequent models, respectively.

Results: Our models capture the relationship between the explanatory variables and

the response variable well, and have a reliable performance. The median AUCs for

the first-timer, moderate, and frequent models are 0.74, 0.70, and 0.82, respectively

(see Table 4.4), which indicates that our models have a good ability to capture the rela-

tionship between the explanatory variables and the response variable. The low median

optimism values (i.e., 0.01 for all models) indicate that our models do not overfit the

dataset.

The timing of proposing bounties still plays a significantly important role in

all three categories of projects. Table 4.5 shows that I_B_days_before_bounty is

the most important factor (i.e., it contributes the highest explanatory power) in the
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Figure 4.13: The plots show the relationship between the I_B_total_value metric and
the issue-addressing likelihood for the first-timer models, the moderate models and
the frequent models in the selected sample. For each plot, we adjusted all factors ex-
cept the studied factor to their median value in the model and recomputed the issue-
addressing likelihood. The grey area represents the 95% confidence interval

moderate and the frequent models. In the first-timer model, I_B_days_before_bounty

is the second important factor. Figure 4.12 presents the relationship between the

issue-addressing likelihood and I_B_days_before_bounty for the first-timer, moderate,

and frequent models. We observe that I_B_days_before_bounty has the same negative

relationship with the issue-addressing likelihood in all three models. We also observe

that the frequent model has the highest issue-addressing likelihood compared with

the first-timer model and the moderate model when receiving bounties in the same

number of days-before-bounty, which indicates that proposing bounties earlier

will achieve the highest issue-addressing likelihood in projects which use bounties

frequently.

The total bounty value of an issue report is the most important factor that has

an association with the issue-addressing likelihood in the first-timer projects, while

it is less important in the projects where bounties are used more frequently. From

Table 4.5, we can see that I_B_total_value (i.e., the total bounty value of a bounty issue
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Figure 4.14: The distributions of the occurrences of three activities (i.e., the create pull
request, the report issue and the commit change) in each project group

report) is the most important factor in the first-timer model with a positive association

(see Figure 4.13) with the issue-addressing likelihood, while it is not a significantly im-

portant factor (the p-value is larger than 0.001) in the moderate and frequent models.

When comparing the ratio of the bounty value between successful and failed issue re-

ports among the first-timer, moderate, and frequent projects, we can see that the first-

timer projects have a larger ratio (2.5) than the moderate (2) and frequent projects (1.4).

This explains why the value of bounty is more important in the first-timer projects than

that in the moderate and frequent projects. The highest ratio in the first-timer projects

also indicates that developers may expect a better payout when addressing issues in

first-timer projects than in other projects.

Why do the first-timer projects have a larger ratio than moderate and frequent

projects? One possible assumption is that the first-timer projects may not be as ac-

tive as moderate and frequent projects, therefore backers would be required to pro-

pose bounties with higher values to attract enough attention from the community for

addressing issues. To investigate this assumption, we examined the frequency of var-

ious activities of the projects, in terms of the number of pull requests, issue reports,

and commits. Figure 4.14 shows the distributions of the occurrences of these three
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activities in each project group. Projects with fewer bounty issue reports are usually

less active (in terms of the number of pull requests, issue reports, and commits) than

projects with more bounty issue reports. Another possible explanation is that backers

in first-timer projects have no experience in proposing bounties and sometimes over-

estimate the value of addressing an issue report. In this situation, the overestimated

bounty issue reports may be more likely to attract more attention from the community

and get addressed.

For the frequent model, we observe a negative relationship between the issue-

addressing likelihood and the total bounty value. One possible explanation is that in

the frequent projects, where communities have more experience in using bounties,

backers are more likely to propose bounties with a well-estimated value. Therefore,

issue reports with bounties of higher value are more likely difficult to resolve and

have a lower issue-addressing likelihood. For the moderate model, we observe a weak

positive relationship.

Except for the bounty-related factors that we discussed above, we observed other

factors from the project bounty and the backer experience dimensions which are also

significantly important (i.e., the p-value of the χ2-test is less than 0.001) in frequent

models. In the backer experience dimension, the max value of bounties which the

backers of this bounty have ever proposed in the past (i.e., Backer_exp_B_max_value)

is significantly important in the frequent models, while it is not significantly impor-

tant in the other two models. In other words, the experience of backers is more im-

portant in projects that use bounties frequently than in those that use bounties less

frequently. We also observed that the proportion of paid bounty issue reports (i.e.,

P_B_paid_proportion) plays a significant role in the frequent models, while its role is
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not significant in the other two models. In addition, it has a positive association with

the issue-addressing likelihood of bounty issue reports. In short, the project bounty

and the backer experience dimensions are more important in frequent models than in

another two models.

In the issue report basic dimension, the proportion of code in an issue report (i.e.,

I_code_proportion) is important in moderate models.

Summary: In general, the timing of proposing bounties is the most important fac-

tor that has a relation with the issue-addressing likelihood in moderate and fre-

quent projects. The total bounty value that an issue report has is the most impor-

tant factor that has a relation with the issue-addressing likelihood in the first-timer

projects, while it is not as important for projects in which bounties are more fre-

quently used.

4.6 Discussion

In this section, we first study the unclaimed bounty issue reports. Then we highlight

the implications of our findings.

4.6.1 Studying the unclaimed bounty issue reports

In Section 4.4, we observed that in 19.7% of the bounty issue reports the bounties were

unclaimed claimed (i.e., closed-unpaid). In these cases, the issue reports were closed

but the bounties remained unclaimed. It seems that money was not the driver that

motivated developers to address these issues. To understand the possible reasons be-

hind this phenomenon, we manually studied all 692 not-claimed bounty issue reports

(with a total bounty value of $41,856). Because the “closed” status of an issue report
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does not necessarily mean that the issue was addressed (e.g., a report may have been

a duplicate of another issue report), it is difficult to automatically identify whether an

issue in the closed issue report was addressed. Therefore, we need to manually exam-

ine the closed-unpaid bounty issues reports to filter out the reports that were closed

for another reason than the issue being addressed.

21.8% (479 out of 2,200) of the addressed bounty issue reports were not paid out.

We identified that 479 out of the studied 692 bounty issue reports were closed because

the issues were addressed. Such cases are interesting since the developers could have

claimed the bounty but they did not. We manually examined the discussion for these

479 issue reports. We identified 19 cases in which developers gave an explanation for

not claiming the bounty. We grouped the explanations as follows:

The developer is not driven by money. In 7 out of 19 cases a developer refused to claim

the bounty because they were not motivated by money to address the issue. For exam-

ple, one developer was against the bounty because they felt that the issue-addressing

process should be driven by the interests of the community rather than money. A con-

tributor of the Brython project, refused the bounty because he wanted to keep Brython

free from monetary motivations: “What is this ‘bounty’ thing? Needless to say, I refuse

that anybody (me included, of course) gets paid for anything related to Brython.”10 In

addition, he also asked backers to remove all bounties within the Brython project al-

though he respected prior paid bounties. There were five bounty issue reports in the

Brython project and four bounty issue reports that were addressed without claiming

the bounty.

The developer is afraid of sending the wrong message. Krishnamurthy and Tripathi

(2006) pointed out that financial incentives may cause confusion in the community

10http://bit.ly/2OTYx0x



CHAPTER 4. STUDYING THE USE OF ISSUE BOUNTIES FOR ADDRESSING ISSUES
OF OPEN SOURCE PROJECTS ON GITHUB 63

because the financial incentives may drive a project’s own product development cycle

away from what is in place. We observed that developers expressed similar concerns. A

developer of the Facebook/HHVM project, explained that: “That’s very generous of you,

but I can’t accept a bounty for doing my job. :-P It would be a conflict of interest, and I

worry it sends the wrong message about how we prioritize issues from the community.”11

The issue report was addressed by more than one developer. We found nine cases

where bounties ended up unclaimed because an issue report was addressed by mul-

tiple developers cooperatively and they felt inappropriate to claim the bounty by one

developer. For example, the issue12 was addressed by two developers and because a

bounty cannot be split into two parts, no one claimed it.

4.6.2 The implications of our findings

Backers should consider proposing a bounty as early as possible and be cautious

when proposing small bounties on long-standing issue reports. The timing of

proposing a bounty is an important factor that is related to the issue-addressing like-

lihood. In Sections 4.5.1 and 4.5.2, we showed that issue reports for which bounties

were proposed earlier are more likely to be addressed. Additionally, we observed

that issue reports for which bounties were proposed earlier are more likely to be

addressed faster. Backers benefit from the higher issue-addressing likelihood and

faster issue-addressing speed by proposing bounties earlier.

In Section 4.5.1, we also noticed a drop (i.e., from 53.2% to 30.1%) of the issue-

addressing likelihood when backers proposed bounties for long-standing (i.e., more

11http://bit.ly/2OZw1uw
12http://bit.ly/2PrMiHV
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than half a year) issue reports. This drop might be due to such issue reports having be-

come obsolete or being hard to address. Since bounties with a value of less than $100

will not be refunded to the backers if the issue report remains unaddressed, we sug-

gest that backers be cautious when proposing small bounties on long-standing issue

reports.

Backers should consider proposing a bigger bounty in first-timer bounty-

projects. Although the issue-addressing likelihood is only 37.4% for projects with no

bounty-usage experience, the first-timer model in Section 4.5.2 shows that the bounty

value of an issue report is the most important factor in the first-timer projects, as the

issue-addressing likelihood is higher for higher bounty values. The high ratio (2.5)

of the bounty value of successful bounty issue reports to the bounty value of failed

bounty issue reports also supports this finding. We suggest that backers of projects

with no bounty-usage experience propose higher bounty values for issue reports.

Bounty platforms should allow for splittable multi-hunter bounties. In addition

to a voluntary nature, open source projects have a collaborative nature. Some issues

are hard for a developer to address alone. Hence, we encourage developers to work

together, especially for issue reports which have a high bounty value (as these issue re-

ports are often harder to address). However, the current bounty workflow only allows

one bounty hunter to claim the bounty, which goes against the collaborative nature

of open source. It may also drive the developers, who want to collaboratively address

the issue, away because not every participant will get a reward at the end. Therefore,

bounty platforms should consider adding the ability for a bounty to be split across mul-

tiple hunters to encourage developers to work together on difficult bounty issues.
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Bounties should be transferable. The total value of all addressed-unpaid boun-

ties ($43,256) is “frozen” in Bountysource. In addition, the median number of days

between the closing date of the issue report and the date of collecting our data is 372.5

(Figure 4.10), which means that more than half of the bounties from the unclaimed

bounty issue reports were unclaimed for at least one year. By manually examining

these 479 addressed-unpaid bounty issue reports, we found 31 cases in which someone

reminded the bounty hunter to claim the bounty, however, the reminder was ignored.

By reassigning these unclaimed bounties to other issue reports, a larger value could

be created for these “stale” bounties. For example, Bountysource can suggest and en-

able backers to assign their long-standing unclaimed bounties to another unaddressed

issue report, which has many comments (i.e., people care about it), to encourage de-

velopers to address the issue report. Interestingly, we also found suggestions from de-

velopers who did not want to receive the bounty but suggested the bounty backers

transferring the bounty to other issue reports or to the project as a kind of funding.

4.7 Threats to Validity

In this section, we discuss the threats to the validity of our results.

Threats to external validity are related to the generalizability of our findings. We

studied only bounty issue reports from GitHub and Bountysource. Future research

should study issue reports from other bounty platforms, issue tracking systems and

open source projects to determine whether our findings are generalizable to other

types of issue reports (e.g., from commercial platforms), other bounty platforms and
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projects. Although our models have a high explanatory power, there might be addi-

tional factors that relate to the likelihood of an issue being addressed. Future studies

should investigate more factors.

Threats to internal validity relate to the experimenter bias and errors. One threat

is that we rely on manual analysis to identify the addressed-unpaid issues and to iden-

tify why developers did not claim a bounty in Section 4.6.1, which may introduce bias

due to human factors. To mitigate the threat of bias during the manual analysis, two

researchers conducted the manual analysis and discussed conflicts until a consensus

was reached. We used Cohen’s kappa (Gwet et al., 2002) to measure the inter-rater

agreement and the value is 0.86, which indicates a high level of agreement.

There are many additional factors which may have an association with our obser-

vations, e.g., the type of a project. Since there is no clearly defined project type for a

project in GitHub, we would need to manually identify the project type (which would

introduce a bias as well). Future studies should consider this factor if the type of a

project can be clearly defined.

Another threat is that we regarded all currently open issue reports as failed ones,

which may introduce bias, since some issue reports could be worked on by one or more

hunters at the time we collected our data. However, it is not possible to distinguish be-

tween bounties which are worked on or actual failed bounties, since it is not mandatory

for a hunter to update their progress on an issue report. A similar threat occurs when

we regarded all currently closed issue reports with unclaimed bounties as unclaimed

bounty issue reports. To alleviate this threat, we updated the status of our studied is-

sue reports and the status of bounties after 200 days since the first time of our data

collection. In other words, only the issue reports that remain unsolved for more than
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200 days are regarded as failed ones, and only the closed issue reports with bounties

remaining unclaimed for more than 200 days are regarded as unclaimed bounty issue

reports in this study.

Threats to construct validity concern the relation between theory and observa-

tion. One threat relates to the project categorization in Section 4.5, in which we used

50 bounty issue reports as a threshold to distinguish whether a project uses bounties

moderately or frequently. To alleviate this threat, we redid the analysis of Section 4.5

with other thresholds for bounty-usage frequency (i.e., 40 and 60). The results show

that our findings still hold (see Appendix A for more details).

Threats to conclusion validity concern the relation between the treatment and the

outcome. One threat is caused by the statistical tests that we performed. To allevi-

ate the threat, we used non-parametric tests that do not make an assumption about

the underlying data distribution. Another threat is that there may exist confounding

factors that bias our conclusion. To alleviate this threat, we constructed multi-factor

models to control for confounding factors.

4.8 Related Work

In this section, we discuss related work in the research area of improving the issue-

addressing process.

Issue addressing is an essential activity in the life cycle of software development

and maintenance. Therefore, a large amount of research was done to improve the



CHAPTER 4. STUDYING THE USE OF ISSUE BOUNTIES FOR ADDRESSING ISSUES
OF OPEN SOURCE PROJECTS ON GITHUB 68

issue-addressing process. One group of studies focused on providing insights into im-

proving the issue-addressing process in aspects of the quality of issue reports, the effec-

tiveness of developers and automated bug localization and fixing. For example, Bet-

tenburg et al. (2008) and Hooimeijer and Weimer (2007) analyzed the quality of bug

reports (i.e., a type of issue report) and provided some guidelines for users to gener-

ate high-quality reports so that developers can address issues more efficiently. Ortu

et al. (2015) analyzed the relation between sentiment, emotions, and politeness of de-

velopers in comments with the needed time to address an issue. They found that the

happier developers are, the shorter the issue-addressing time is likely to be. Zhong and

Su (2015) performed an empirical study on real-world bug fixes to provide insights and

guidelines for improving the state-of-the-art of automated program repair. Soto et al.

(2016) performed a large-scale study of bug-fixing commits in Java projects and pro-

vided insights for high-quality automated software repair to target Java code. A num-

ber of studies helped developers locate the buggy code in projects using information

retrieval techniques (Zhou et al., 2012; Saha et al., 2013; Wang and Lo, 2016; Wang et al.,

2014a; Wang and Lo, 2014; Wang et al., 2011).

There is not much research to study how to leverage bounties for improving the

issue-addressing process. The work of Kanda et al. (2017) is closest to ours. They stud-

ied GitHub and Bountysource data but studied only 31 projects (compared to 1,203

in our study). They compared the closed-rate and closing-time between bounty issue

and non-bounty issue reports. Their results showed that the closing-rate of bounty is-

sue reports is lower than that of non-bounty issue reports, and it takes longer for the

bounty issue reports to get closed than non-bounty issue reports.
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Different from prior studies, we perform an empirical study to understand the rela-

tionship between bounties and the issue-addressing process. We provide insights into

how to better use bounties to improve the efficacy of the issue-addressing process.

4.9 Chapter Summary

In this chapter, we studied 5,445 bounties with a total value of $406,425 from Boun-

tysource along with their associated 3,509 issue reports from GitHub to study the re-

lationship between the bounty (e.g., timing of proposing a bounty, bounty value, and

bounty-usage frequency) and the issue-addressing likelihood. We found that:

1. The timing of proposing bounties is the most important factor that is related to

the issue-addressing likelihood. Issue reports are more likely to be addressed

with a faster addressing-speed if bounties are proposed earlier.

2. In first-timer bounty-projects, the issue-addressing likelihood is higher for

higher bounty values and in these projects, backers should consider proposing

a relatively bigger bounty.

3. Backers should be cautious when proposing small bounties on long-standing is-

sue reports as they risk losing money without getting their issue addressed.

Our findings suggest that backers should consider proposing a bounty early and

be cautious when proposing small bounties on long-standing issue reports. Bounty

platforms should allow the dividing of bounties between hunters, and the transferring

of bounties to other issue reports.



CHAPTER 5

Studying the Use of Monetary Donations for Supporting the

Operation of Open Source Projects on GitHub

Operating an open source project requires not only intrinsic motivation (e.g., the joy of par-
ticipation) but also extrinsic motivation (e.g., financial incentives). Almost 95% of open source
projects are no longer maintained after a year. Nowadays, although monetary donations start
to play an important role in operating open source projects, there is little knowledge about the
characteristics of donors and the usage of monetary donations. A better understanding of the
characteristics of monetary donations, donors, and the usage of monetary donations in open
source projects is needed to provide insights to the stakeholders of open source projects to
help them better operate their projects. In this chapter, we study the monetary donations that
are received through the Open Collective platform (i.e., an online crowdfunding platform) to
support open source projects, to understand the characteristics of these monetary donations,
their donors, and the usage of these monetary donations. To do so, we investigated 225 GitHub
open source projects that received 54,889 monetary donations with a total value of $2,537,281
through the Open Collective platform. We find that: 1) In general, corporate donors tend to
donate more money than individual donors in a single donation. However, in a collective, the
total donation amount from individual donors is more than corporate donors, suggesting the
importance of individual donors. Moreover, individual donors are more likely to redonate to
the same collective compared to corporate donors. 2) Non-engineering-related expenses take

70



CHAPTER 5. STUDYING THE USE OF MONETARY DONATIONS FOR SUPPORTING
THE OPERATION OF OPEN SOURCE PROJECTS ON GITHUB 71

up to 54.0% of the total number of all expenses that are filtered against donation. For instance,
“Web services”, “marketing”, and “travel” expenses are the three most frequent and costly non-
engineering-related expense types. For engineering-related expenses, the most frequent ex-
penses are related to development and maintenance. Interestingly, we also observed that 18%
of the engineering expenses were spent to propose bounties for addressing issues with a me-
dian cost of $95 per proposed bounty. We further analyze the differences between individual-
supported collectives (i.e., collectives where more than 80% of their donation amount is from
individual donors) and corporate-supported collectives (i.e., collectives where more than 80%
of their donation amount is from corporate donors). We observed that corporate-supported
collectives tend to receive a higher donation amount than individual-supported collectives.
They have no significant difference in terms of popularity (e.g., the number of pull requests) of
their associated GitHub projects.

An earlier version of this chapter is under review at the Empirical Software Engineering Journal
(EMSE) (Zhou et al., 2019).
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5.1 Introduction

O
PEN source projects are widely used by many companies, government

agencies, and individuals. A prior study (Androutsellis-Theotokis et al.,

2011) shows that 65% out of 1,313 surveyed companies relied on open

source projects to expedite application development. However, operating open source

projects is a challenging task. Operating open source projects (e.g., fixing bugs and

maintaining documentation) requires a significant amount of effort from developers.

However, “Who can afford to do professional work for nothing? What hobbyist can

put 3-man years into programming, finding all bugs, documenting his project and

distribute for free?”, as Bill Gates once noted.1 In other words, we cannot expect all

developers to be willing to volunteer for maintenance tasks (Steinmacher et al., 2018).

As a result, 64% of well-known and popular open source projects rely on one or two

contributors to manage most of their tasks (Avelino et al., 2016) and almost 95% of

open source projects are no longer maintained after a year (Rich Sands, 2012).

Monetary extrinsic incentives are an important extrinsic motivator for developers

to sustain open source projects (Atiq and Tripathi, 2016). The monetary donation is a

form of monetary extrinsic incentives and more. More and more individuals and cor-

porations make monetary donations to open source projects. For instance, the Linux

Foundation plans to provide 10 million dollars to support open source projects on

Community Bridge.2 More than 6 million dollars donations have been made through

1https://genius.com/Bill-gates-an-open-letter-to-hobbyists-annotated
2https://www.linuxfoundation.org/press-release/2019/03/the-linux-foundation-

launches-new-communitybridge-platform-to-help-sustain-open-source-communities/

https://genius.com/Bill-gates-an-open-letter-to-hobbyists-annotated
https://www.linuxfoundation.org/press-release/2019/03/the-linux-foundation-launches-new-communitybridge-platform-to-help-sustain-open-source-communities/
https://www.linuxfoundation.org/press-release/2019/03/the-linux-foundation-launches-new-communitybridge-platform-to-help-sustain-open-source-communities/
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the Open Collective platform,3 an online platform that hosts the funding for more than

500 open source projects.

Nowadays, monetary donations play an important role in the smooth operation

of open source projects.4 However, how donors make monetary donations to open

source projects and how the received donations are spent have not been examined in

depth. With a better understanding of such questions, we can provide insights to the

stakeholders of open source projects to help them better operate their projects. For

instance, the stakeholders of an open source project can have a better estimation of

the donations that they probably could receive and the potential donors. It also can

help stakeholders estimate their budgets for operating an open source project more

sensibly. To condense our writing, we refer to monetary donations as donations in this

chapter.

Open Collective platform is one of the most popular donation platforms and it is

famous for making every donation and expense transparent. People who share the

same mission to collect donation can set up their collectives on Open Collective Plat-

form. In this chapter, we study 225 GitHub open source projects that set up collectives

on the Open Collective platform for collecting donations. These collectives received

54,889 donations from 7,071 individual and 877 corporation donors, with a total value

of $2,537,281. 84.6% (i.e., $2,192,439) of the received donations have been spent on

various operational activities (e.g., development and maintenance). To condense our

writing, we refer to collectives that are associated with open source projects as collec-

tives in this chapter.

We examine the following questions:

3https://opencollective.com/
4https://opensource.guide/getting-paid/

https://opencollective.com/
https://opensource.guide/getting-paid/
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RQ1: What are the characteristics of donors and their donations?

In general, corporate donors tend to donate larger amounts (with a median value

of $25) than individual donors (with a median value of $5). However, in a collec-

tive, the total donation amount from individual donors ($833 in median) is more

than corporate donors ($550 in median), which highlights the importance of in-

dividual donors (i.e., the value of working to attract more individual donors to

one collective) Moreover, individual donors are more likely to redonate to a col-

lective than corporate donors.

RQ2: What are the received donations spent on?

Non-engineering-related expenses represent 54.0% of all the expenses. “Web

services”, “marketing”, and “travel” are the three most frequent and costly non-

engineering-related expense types. For instance, 47% of marketing expenses are

used for making stickers. For engineering-related expenses, the most frequent

expenses are related to development and maintenance. Interestingly, we observe

that 18% of the engineering expenses were spent to payout bounties for address-

ing issues with a median cost of $95.

From the aforementioned two research questions, we observed different character-

istics between individual and corporate donors and different usages of expenses across

collectives. To further understand the differences between individual-supported col-

lectives (i.e., collectives where more than 80% of their received donation amount is

from individual donors) and corporate-supported collectives (i.e., collectives where

more than 80% of their received donation amount is from corporate donors), we in-

vestigate:
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RQ3: What are the differences between individual-supported collectives and

corporate-supported collectives?

Corporate-supported collectives tend to receive a higher total and monthly

donation amount than individual-supported collectives. However, corporate-

supported collectives have no significant difference in terms of the popularity

of their associated GitHub projects. Both individual-supported collectives and

corporate-supported collectivesare likely to spend funds on a small variety of

expense types (e.g., engineering and web services).

Our findings suggest that the stakeholders of GitHub open source projects should

try to attract more individual donors since they will donate more money overall and

more steadily than corporate donors. Collectives should not expect to receive a large

amount of funds overall from donations (e.g., over $10,000) unless their projects are

very popular (e.g., more than 9,000 issue reports) and are mainly supported by corpo-

rations. Projects should budget for a reasonable amount (e.g., 13% of total funds) of

non-engineering expenses (e.g., marketing and traveling).

Chapter Organization. The rest of this chapter is organized as follows: Section 5.2

presents background information about the Open Collective platform. Section 5.3 de-

scribes our data collection process. Sections 5.4 presents the results of our research

questions. Section 5.5 studies interesting examples of donations and discusses the im-

plications of our study. Section 5.6 discusses threats to the validity of the observations

of our study. Section 5.7 introduces related work. Finally, Section 5.8 concludes the

chapter.
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Figure 5.1: An example of the collective of an open source project

5.2 Background

In this section, we briefly introduce the monetary donation platform, Open Collective.

Open Collective,5 Patron,6 and Salt7 platforms are examples of online platforms for

crowdfunding to support the operation of open source projects. The Open Collective

platform is one of the most popular platforms. The platform facilitates a transparent

mechanism for managing donations tracking their usage (i.e., expenses), which en-

ables each donation and expense transaction transparent. In other words, it enables

us to collect various information about donations, e.g., the corresponding donors and

the usage of these donations. Hence, we study the donations that are collected on the

Open Collective platform.

We provide below a brief background of the Open Collective platform along the

following three dimensions: collective, donor, and how the platform works.

Collective: A collective is a group of people sharing the same mission to collect do-

nations. People can set up their collectives on the Open Collective platform which is

free of charge. There are many types of collectives according to their missions, such

as ones for supporting open source projects, meetups, and non-profits organizations.

5https://www.opencollective.com
6https://www.patreon.com
7https://salt.bountysource.com

https://www.opencollective.com
https://www.patreon.com
https://salt.bountysource.com
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For example, the WWCode Toronto collective8 is to support a non-profit organization

aiming at inspiring women to succeed in technology careers, and the Babel collective9

is created to support the Babel open source project. Collectives that are associated

with open source projects can choose to add their associated GitHub repository link

to the official homepage of their Open Collective (see Figure 5.1). We focus on collec-

tives that are associated with open source projects. We introduce how we identify such

collectives in Section 5.3.

Members of a collective can submit their expenses to a collective for their contri-

butions or for reimbursements. When an expense is submitted, the expense will be

labeled with a specific expense type to represent the main purpose of the expense. Un-

fortunately there is no uniform definition for expense types across collectives. Hence,

we manually relabeled the expense types and Table 5.1 shows the definition of the re-

labeled 11 expense types along with corresponding examples. We elaborate on our re-

labeling process in Section 5.4.2. After an expense is submitted, administrators of the

collective receive a notification and they need to decide whether to approve or reject

the expense.

Donor: There are two types of donors: individual and corporate donors10. Donors can

choose to donate one-off, monthly, or yearly. Donations can be made through a credit

card, a gift card, or the balance of their collectives or organizations. Since October 06,

2017, donors can attach a brief message to their donations to explain the rationale for

their donations.
8https://opencollective.com/wwcodetoronto
9https://opencollective.com/babel

10https://docs.opencollective.com/help/about/terminology

https://opencollective.com/wwcodetoronto
https://opencollective.com/babel
https://docs.opencollective.com/help/about/terminology
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Table 5.1: The different types of expenses along with corresponding examples

Expense Type Explanation of expenses Examples from actual expense descriptions

Engineering Implementing new features,
addressing reported bugs,
and maintenance related
costs.

“App development in October”, “Community
maintenance”, and “April 2018: Documenta-
tion updates”.

Web services Web hosting and SaaS (i.e.,
Software as a service) sub-
scription costs.

“GoDaddy domain name cost”, “Heroku
Hosting costs for July 2015”, and “Canny.io
annual subscription”.

Design Website design costs. “Roots Website Redesign (Concept, Colors,
First Designs)”, “Open Source Design Rollup-
Banner”, and “Fiverr - Convert PSD design to
HTML/JS BS4”.

Donation Donating to other collec-
tives.

“Donation to the Python Software Founda-
tion”, and “Donation expanse for obfusca-
tor.io domain”.

Food & Beverage Food and drink expenses for
meetings or events.

“Food for the team meeting in Amsterdam”,
“Pizza for PDXNode Hack Night”.

Legal Bookkeeping, accounting,
and brand registration costs.

“Brand registration”, “Watson & Associates
- Bookkeeping - March 2018”, “Watson &
Associates - Quarterly Accounting - January
2018”.

Marketing Advertisement and related
costs (e.g., stickers, business
cards) for attracting more
users.

“New Logo Design”, “Stickers for the con-
ference”, and “Printing signage and business
cards”.

Travel Meeting and attending
events (e.g., conferences)
related costs (e.g., trans-
portation, accommodation).

“Train for Vue.js conference”, “Conference
travel reimbursements for Q4 2018”, and
“Airbnb for Vue Sprint in Poland”.

Team Expenses for team activities
(e.g., team t-shirts and video
games).

“Core team T-shirts”, “Mailing custom t-
shirts to contributors”, and “destiny 2 digital
deluxe edition”.

Supplies & Materi-
als & Office

Office supplies and equip-
ment costs.

“Mac USB hub”, “Postage and Envelopes”,
and “Raspberry Pi Zero W + Case”.

Other Others expenses. “Emergency expenses”, “Portuguese transla-
tions from Urb-i”, and “Transfering collective
to EU host”.
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Figure 5.2: The transaction flow for donating or paying an expense on the Open Col-
lective platform

The workflow of the Open Collective platform: The Open Collective platform plays

the role of an agency between collectives and donors. The platform provides a pay-

ment processing service through several payment processors, such as Stripe11 and Pay-

pal,12 so that donors can make donations conveniently. The platform also provides a

fiscal sponsorship service by connecting several fiscal hosts, which help collectives to

store their funds, generate invoices, and pay expenses, so that collectives do not need

to create their own legal entity and bank account.

Figure 5.2 shows the transaction flows of donations and expenses. The colorful

coins refer to the different types of fees that are charged for different transactions.

When a donor makes one donation, the platform will charge a 5% service fee (i.e., the

yellow coin) then the funds will go through a payment processor to a fiscal host. A

payment processor will charge a payment processing fee (i.e., the blue coin), which is

around 3%. After that, the fiscal host will host the funds and charge a hosting fee (i.e.,

11https://www.stripe.com
12https://www.paypal.com

https://www.stripe.com
https://www.paypal.com
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Figure 5.3: Examples of a donation and an expense transaction records from the Babel
collective

the red coin). The hosting fee varies across fiscal hosts. For example, the Open Col-

lective Foundation fiscal can host US-based charity projects and the fee is 5% for each

donation.13 When a submitted expense is approved, the expense will be paid from the

platform to the expense submitter. During this transaction, only the payment process-

ing fee will be charged. In general, the total service fee for a donation or an expense

in 8% to 13% of the total amount of transaction.14 For example, Figure 5.3 shows an

expense transaction and a donation transaction along with their corresponding fees

in detail.

The platform supports six currencies (e.g., USD, CAD, and EUR)15 and all transac-

tions (i.e., donations and expenses) within the platform are visible to the public.

5.3 Data Collection

The Open Collective platform publishes its dataset16 in the CSV format. The dataset

consists of 804 collectives and their donation and expense records ranging from Jan.

13https://docs.opencollective.com/help/hosts
14https://docs.opencollective.com/help/collectives#how-much-does-it-cost
15https://docs.opencollective.com/help/product/currencies
16http://drive.opencollective.com

https://docs.opencollective.com/help/hosts
https://docs.opencollective.com/help/collectives#how-much-does-it-cost
https://docs.opencollective.com/help/product/currencies
http://drive.opencollective.com
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23, 2015 to Jan. 31, 2019. The dataset also includes the donation messages from Oct.

06, 2017, to Apr. 12, 2019.

Because we wish to study donations and expenses that are for open source projects,

we only focus on the collectives that are associated with open source projects. Hence,

we filter out collectives, such as WWCode Toronto, that are not associated with open

source projects. We automatically extracted 418 collectives that have GitHub repos-

itory addresses in the descriptions. For the rest 386 collectives that do not provide

GitHub repository addresses in their descriptions, we checked for their GitHub reposi-

tory by manually searching the associated projects through Google. If a GitHub repos-

itory exists for a collective, we collect the address for that collective. We found an-

other 102 collectives that have GitHub repositories. In total, we collected 520 collec-

tives which are associated with open source projects.

We observe that some collectives receive a large total donation amount of dona-

tions from a small number of donors. We also observe that some collectives only re-

ceived very few donations in total. For example, the docker.io collective only received

one donation with an amount of $6. To reduce the bias that is introduced by collectives

with a low donation frequency or a low donation amount in total, we use a threshold-

based approach to further select proper collectives by following a prior study (Miura

et al., 2016). We selected collectives in terms of the number of donors and the total

donation amount for each collective. Figures 5.4 and 5.5 present the number of col-

lectives against different number of donors and total donation amount of a collective.

We selected collectives with more than five donors and more than $100 total donation

amount. We ended up with 43.3% (225 out of 520) of the collected collectives. Our
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Figure 5.4: The number of collectives under different thresholds of the number of
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Figure 5.5: The number of collectives under different thresholds of donation amount

selection criteria ensure that the studied collectives are active ones which are used by

open source projects for their operation.

Since donors can make donations in six different currencies, we convert all curren-

cies into United States Dollar (USD) using the daily exchange rate provided by OANDA

to better conduct our study in terms of donation and expense amounts.17

17https://docs.opencollective.com/help/product/currencies, https://www.oanda.com/
fx-for-business/exchange-rates-api/daily-average-exchange-rates

https://docs.opencollective.com/help/product/currencies
https://www.oanda.com/fx-for-business/exchange-rates-api/daily-average-exchange-rates
https://www.oanda.com/fx-for-business/exchange-rates-api/daily-average-exchange-rates
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Table 5.2: Dataset description of our study of monetary donations in GitHub open
source projects

Period Nov. 23, 2015 to Jan. 31, 2019

Number of collectives 225
Number of expenses 2,213
Total amount of expenses $2,192,439
Number of donations 54,889
Total amount of donations $2,537,281
Number of donors 7,446
Number of donation messages 589

Finally, our studied dataset contains 225 collectives, 7,446 donors, 54,889 do-

nations with $2,537,281 donation amount, and 2,213 expenses with a total value of

$2,192,439. Table 5.2 gives an overview of our dataset.

5.4 A Study of the Use of Monetary Donations for Sup-

porting the Operation of Open Source Projects on

GitHub

In this section, we present the result of our study of the use of monetary donations

for supporting the operation of open source projects on GitHub. We first study the

characteristics of donors and their donations. Then, we study the characteristics of

expenses. Finally, we study the differences between individual-supported collectives

and corporate-supported collectives. For each research question, we present the mo-

tivation, the approach and the results for the research question.
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5.4.1 RQ1: What are the characteristics of donors and their dona-

tions?

Motivation: As we introduced in Section 5.2, there are two types of donors – individual

and corporate donors. A corporate donor represents a legal entity instead of an indi-

vidual. Due to their different nature, these two types of donors may exhibit different

donation characteristics. For example, a corporate donor may make donations more

frequently with higher amounts than an individual donor. Additionally, it is interest-

ing to know the characteristics of donations within a collective. For instance, what is

the proportion of the donations that are contributed by these two types of donors, and

whether donors across these two types of donors tend to redonate to the same collec-

tive. With a better understanding of the characteristics of donors and their donations,

the stakeholders (e.g., operators) of a collective can have a better estimation of the do-

nations that they would typically receive and the potential types of donors that they

might be able or wish to attract.

Approach: First, we compare the donation amount in terms of different donation styles

(i.e., one-off, monthly, or yearly donations), then we compare the amounts and fre-

quencies of donations that are made by individual and corporate donors among all

collectives. We employ the Wilcoxon rank-sum test (Bauer, 1972) to measure whether

or not the differences between individual and corporate donors are statistically signifi-

cant. We calculate Cliff’s delta d effect size (Long et al., 2003) to quantify the magnitude

of the differences of the amount and frequency of donations between the two types of

donors.

To further evaluate the likelihood of a donor redonating to a collective, we employ

the sticky metric from a prior study (Yamashita et al., 2016). The value of the sticky
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Figure 5.6: The boxplot of donation amounts for different donation styles. Note that if
we distribute the yearly amount into each month, it comes to $4.2

metric reflects the proportion of donors that donated in the prior period an redonate

in the current period for the same collective. Similar to the prior study, we measure the

retention of donors of a collective by calculating the proportion of donors that donated

in the prior six months and still donate in the recent six months.

Then we study donors and their donations at the collective level. To do so, we first

calculate the proportion of individual and corporate donors within each collective, and

compare the proportion of individual and corporate donors across collectives. We also

calculate the proportion of the total amount of the donations that were contributed by

these two types of donors in each collective, and compare the distributions of donation

amount proportion across collectives. We use the Wilcoxon rank-sum test and Cliff’s

delta d effect size to measure the significance and magnitude of distribution of these

two types of donors.

Results: Donors tend to donate more money in a one-off style. Figure 5.6 shows

the boxplot of donation amount for different donation styles. The median donation

amount for “yearly”, “monthly”, and “one-off” is $50, $5 and $20, respectively. Note
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Figure 5.7: The distribution of donation amount for different donor types

that if we distribute the yearly amount into each month, it comes to $4.2. We perform

the Wilcoxon rank-sum test and Cliff’s delta test to measure the differences between

distributions of donation amount for “one-off” and “monthly” donation types. The

result shows that two distributions are significantly different with a large Cliff’s delta

effect size, indicating that donors tend to donate more when they choose to make a

one-off donation.

Corporate donors tend to donate significantly more money (a median of $25) in

a single donation than individual donors (a median of $5). Figure 5.7 shows distri-

butions of donation amount for individual donors and corporate donors. Corporate

donors made donations with a median amount of $25, which is five times that of the in-

dividual donors’ median amount. The Wilcoxon rank-sum test shows that there exists

a significant difference between these two distributions with a medium Cliff’s delta d

effect size. The largest donation was made in Jan. 17, 2019, with an amount of $250,000

by the corporate donor Modus Create, which is a company aiming at digital transfor-

mation such as cloud migration. The median of the donation frequency for individual
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Figure 5.8: The distribution of the proportion for the individual and corporate donors
across collectives

donors and corporate donors are both 3. There is no significant difference between the

donation frequency distributions for individual and corporate donors .

There are significantly more individual donors (a median number of 14) than

corporate donors (a median number of 3) in a collective. In general, the total dona-

tion amount from individual donors is significantly higher than that from corporate

donors in a collective. Figure 5.8 shows the distributions of the proportion for indi-

vidual and corporate donors in a collective. It is obvious that the number of individual

donors is more than corporate donors in a collective. The median proportion of in-

dividual donors across all the studied collectives is 85% and that of corporate donors

is 15%. The results of the statistical test show that individual donors are significantly

more than corporate donors with a large effect size in one collective.
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Figure 5.9: The distribution of the proportion of the donation amount from individual
donors and corporate donors across collectives

Figure 5.9 shows the distributions of the proportion of total donation amounts from

individual and corporate donors in a collective. The median proportion from individ-

ual donors is 63% and that of a corporate donors is 33%. Across collectives, the me-

dian donation amount from individual and corporate donors are $833 and $550, re-

spectively. Our observation highlights the importance of individual donors. Although

the donation amount of an individual donor is less than a corporate donor, the total

contribution from individual donors is significantly more than corporate donors. For

example, 94.8% (3,917 out of 4,132) total donation amount in the ImageSharp18 col-

lective is from individual donors and the median donation amount of the individual

donors is $5, which is smaller than the donation amount for corporate donors ($20).

18https://opencollective.com/imagesharp

https://opencollective.com/imagesharp
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Figure 5.10: The distribution of sticky value for individual and corporate donors for
each collective

Individual donors are more likely to continue to redonate to the same collec-

tive to which they previously donated compared to corporate donors. Figure 5.10

shows the distributions of the sticky value of individual donors and corporate donors.

The median sticky value for individual donors is 0.60, while that of corporate donors

is 0.33. The Wilcoxon rank-sum test shows that there exists a significant difference

between these two distributions with a small Cliff’s delta d effect size, indicating indi-

vidual donors are more likely to redonate than corporate donors. In addition, to un-

derstand if such repeat donors are usually active in making donations, we examine the

frequency of donations for such donors. Figure 5.11 shows the donation frequency of

individual donors and corporate donors. In median, the repeat individual donors do-

nate 10.5 times and repeat corporate donors donate 9.5 times, which is much more

active than the average level of the donation frequency of donors, i.e., 4 and 5.2 for

individual and corporate donors, respectively.
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Figure 5.11: The distribution of donation frequency for individual and corporate
donors who are sticky to a collective

Summary: In general, corporate donors tend to donate larger amounts (with a me-

dian value of $25) than individual donors (with a median value of $5). However, in

a collective, the total donation amount from individual donors ($833 in median) is

more than corporate donors ($550 in median), which highlights the importance of

individual donors (i.e., the value of working to attract more individual donors to one

collective) Moreover, individual donors are more likely to redonate to a collective

than corporate donors.

5.4.2 RQ2: What are the received donations spent on?

Motivation: Operating (i.e., developing and maintaining) open source projects

encounters various types of expenses (e.g., development cost and website hosting

cost). It is challenging to estimate the various expenses for operating an open

source project.19 Therefore, a study of the types of expenses for operating open source

19https://thenewstack.io/survey-open-source-programs-are-a-best-practice-among-large-
companies/
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projects would be of great value to the leader and stakeholders of open source projects.

In this RQ, we first provide an overview of the types of expenses across collectives.

Then we further analyze the non-engineering-related and engineering-related ex-

penses, respectively. A better understanding of the cost of operating such projects can

help open source project stakeholders estimate their budgets more sensibly.

Overview of engineering-related and non-engineering-related expenses

Approach: To provide an overview of the types of expenses across collectives, we first

calculate the number of collectives that have expenses and no expense, respectively.

Then we further compare the monthly expense amount across collectives between two

families of expenses – non-engineering-related expenses and engineering-related ex-

penses. We use a collective’s median monthly expense amount to represent its monthly

expense amount.

To identify the engineering-related and non-engineering-related expenses, we

manually examine the expenses and the labels of each expense. These labels are pro-

vided by users when submitting expenses. We observed 15 expense labels (namely, the

food, beverage, supplies and material, office, team, design, web services, engineering,

marketing, communications, travel, donation, legal, fund, and other) by users from

139 collectives that have expenses. After examining the expenses and their labels, we

observed some original expenses are labeled inaccurately due to the following three

reasons:

1. Expenses have different labels, while their purposes are similar. For example,

the description of an “office” type expense is “mac usb hub”, and the description

of a “supplies and materials” type expenses is “hardware renewal”. However, the
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purposes of both expenses are the same, buying supplies and materials. There-

fore, for consistency, these two expenses should be tagged with the same label.

2. Expenses have the same label, while purposes are different. For example,

the descriptions of three “communication” type expenses are “travel to Poland

sprint” (i.e., onsite meeting), “MailChimp email service” (i.e., the web commu-

nication service), and “community maintenance” (e.g., triage issues). However,

“travel to Poland sprint” is for traveling, “MailChimp email service” is for SaaS,

a type of web service, and “community maintenance” relates to maintenance.

For consistency, these three types of expense labels should be labeled with three

labels.

3. Expenses have the wrong labels. We also observed that some expenses were la-

beled with wrong labels. For example, the expense with a description “project

maintenance and enhancement” should be labeled with “engineering” rather

than “design”.

In order to reduce the bias from these inaccurate labels when analyzing different

types of expenses, two researchers manually relabeled all expenses using the existing

original expense types provided by users. Note that we merged type “office” type into

type “supplies and materials” since they share a similar purpose. For the “communi-

cation” type expenses, we split and merged them into three other expense types, re-

spectively. Then we removed the “communication” expense type. The expenses that

were for the onsite meeting (e.g., “Berlin Meetup Organizer Costs”) were merged into

“travel” type expenses, the expenses that related to web communication services were

merged into “Web services” type expenses, and the expenses that were for mainte-

nance were merged into “engineering” type expenses. Finally, we ended up with 12
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Figure 5.12: The distribution of total received expense amount for the collectives with
expenses and the ones without expenses

expense types. Table 5.1 shows the explanations and examples for these expense types.

Cohen’s Kappa is 0.91, which indicates a high level of inter-rater agreement.

We consider all expenses of type “Engineering” as engineering-related expenses

and the rest of types of expenses as the non-engineering-related expenses.

Results: Overall, 38.2% (86 out of 225) collectives have no expenses. The possible ex-

planation is that such collectives do not receive enough donations to pay the expenses.

Figure 5.12 shows the distributions of the total received donation amount for the col-

lectives that have expenses and ones without expenses. The median amount of the

received donations for the collectives without expenses and collectives with expenses

are $824.5 and $3,504, respectively. The Wilcoxon rank-sum test shows that the dif-

ference between these two distributions is statistically significant and non-negligible

(i.e., Cliff’s delta d is medium).

Non-engineering-related expenses occur more frequently than engineering-

related expenses. However, the amount of engineering-related expenses are higher
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Figure 5.13: The distribution of collectives’ median monthly expense amount that were
used for engineering-related versus non-engineering-related expenses

than non-engineering-related expenses. 75.0% (104 of 139) of the collectives with

expenses have non-engineering-related expenses, which is higher than the proportion

of collectives that have engineering-related expenses (55.4%). Such non-engineering-

related expenses take up 45.6% (i.e., 665 out of 1,459) of all expenses. In terms of the

expense amount across all collectives, 87.0% (median) of the total expense amount

is spent on engineering-related expenses and 13.0% (median) of the total expense

amount is spent on non-engineering-related expenses. Figure 5.13 shows the dis-

tribution of median monthly expense amount of a collective for engineering-related

and non-engineering-related expenses across collectives. The median amount of

engineering-related expenses is $500 and that of non-engineering-related expenses

is $54.75. The Wilcoxon rank-sum test shows that the difference between these two

distributions is statistically significant with a large Cliff’s delta d effect size, indicating

that collectives spent significantly more funds on engineering-related expenses than

non-engineering-related expenses.
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We perform further analysis on the engineering-related and non-engineering-

related expenses and elaborate on the results in the following sections.

Non-engineering-related expenses

Approach: To study how collectives spent money on non-engineering-related ex-

penses, we first analyze how frequently a non-engineering-related expense type is

spent across collectives. For each non-engineering-related expense type, we calculate

the number of collectives that have ever spent money on this type. Then for each

collective, we calculate the proportion of the amount of each type of non-engineering-

related expenses.

To further understand the purpose of non-engineering-related expenses and how

widely such purpose is applied across collectives, we calculate the frequency of words

appearing in expense descriptions. More specifically, we count a word only once even

if it appears more than one time in the description of a collective.

We perform preprocessing on the raw description of expenses before analyzing

them. We perform tokenization, stemming, and stop word removal on the raw de-

scription of each expense. We use the tokenizers20 R package for tokenization and

stemming. To remove stop words, we not only remove the stop words listed in the

stopwords21 R package, but also consider the collective names as stop words and re-

move them. To reduce any potential bias due to the synonym words, we also replace

synonyms or short forms manually. For instance, we replace “development engineer-

ing” with “development” and “bounty program” with “bounty”.

20https://cran.r-project.org/web/packages/tokenizers/index.html
21https://cran.r-project.org/web/packages/stopwords/index.html
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Results: “Web services”, “marketing”, and “travel” are the three most frequent and

costly expense types among the nine non-engineering-related expense types. Dif-

ferent collectives use their received donations for different purposes. For example,

the Storybook collective used all received donations on marketing. Figure 5.14 shows

that “web services”, “marketing”, “travel”, and “supplies & materials” are the four most

widely used expense types. Especially, 29% (65) collectives have “web services” ex-

penses and 19% (43) collectives have “marketing” expenses. Figure 5.15 shows the

distribution of cost proportions of non-engineering-related types of expenses across

collectives. We observe that ‘web services”, “marketing”, and “travel” still are the top

three non-engineering-related expense types with the highest median cost proportion.

However, the median cost proportion of “supplies & materials” is low (i.e. 5%). Over-

all, “web services”, “marketing”, and “travel” are the three most common and costly

non-engineering-related expense types.
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Figure 5.16 shows the collective-level frequency of the top five frequent words for

“web services”, “marketing”, and “travel” expenses, respectively. From the figure, we

observe some possible purposes for “web service” expenses such as the registration or

renewal of domain name, service, server hosting, or digital license renewal. Possible

purposes for “marketing” expenses were the making stickers (from stickermule.com),

designing logos, or hosting onsite events (e.g., meetups). Interestingly, 47% of mar-

keting expenses are for making stickers. Possible purposes for “travel” expenses were

for developer on offsite activities (e.g., conferences and summits), transportation fees

(e.g., flight, train, and lyft), and accommodation fees (e.g., hotel).

Engineering-related expenses

Approach: To study the purpose of engineering-related expenses, we applied the same

text preprocessing process on the expense descriptions. We calculate the word fre-

quency for the words of expense descriptions. We assume that such frequent words

reflect the purposes of engineering expenses. Table 5.3 presents the top 10 most fre-

quent words (in stemmed form) appearing in the engineering-related expenses. We

notice that except for the stemmed words “support” and “contribut” (marked with *)

that are vague, the other eight stemmed words represent a software engineering task.

Note that we consider an expense to involve a software engineering task if the expense

description contains task-related words. For example, if an expense description con-

tains the frequent words “development” and “documentation”, we consider this ex-

pense to involve two tasks that are related to development and documentation.

In some cases, one expense could be associated with several purposes (i.e., one ex-

pense description may contain more than one of the frequent words in Table 5.3) and



CHAPTER 5. STUDYING THE USE OF MONETARY DONATIONS FOR SUPPORTING
THE OPERATION OF OPEN SOURCE PROJECTS ON GITHUB 99

Table 5.3: The top 10 most frequent stemmed words and a corresponding example of
expense for each of these words. The stemmed words which are marked with a ‘*’ are
not that specific, however, the other eight stemmed words can be mapped to software
engineering tasks

Freq. (%) Stemmed word Example

268 (40.3%) develop “App development in October”.
97 (14.6%) mainten “Community Maintenance”.
72 (10.8%) contribut* “Contribution to webpack”.
68 (10.2%) bounti “Bug Bounty claim $100”.

55 (8.1%) issu “Work on PR #805 (issue #787)”.
51 (7.7%) document “Documentation on webpack”.
40 (5.8%) support* “General Support”.
33 (5.0%) communic “Development and Communication”
24 (3.6%) releas “v0.19.0 Release”
16 (2.3%) test “JHipster VueJS - Add entity client unit tests”

we do not know the cost portion for each purpose. For example, we cannot estimate

the cost of maintenance and development cost for a $3,500 expense, with the descrip-

tion that says “Maintenance & Development 10/2017”. Hence, we focus on expenses

that have only one single purpose (i.e., only contain one of the frequent words that are

listed in Table 5.3) when analyzing the cost of a specific purpose of an expense. For ex-

ample, for a $100 expense, with the description that says “Webpack development”, we

consider the development cost to be $100. After filtering out the expenses with more

than one purpose, we ended up with 349 expenses. According to the most frequent

words in Table 5.3, we estimate the cost of the eight software engineering tasks that are

mentioned in these 349 expenses.

Results: 40% (268) engineering-related expenses involved development tasks (i.e.,

expenses that mention the word “develop”) and the median cost of such expenses

is $650. Table 5.3 shows the development tasks that are involved in most of the ex-

penses (40%). Development tasks also co-occur with other software engineering tasks
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Table 5.4: The frequency and five-number summary of the expense amount for the
most frequent eight software engineering tasks. Note that we cannot estimate the ex-
pense amount for the “communication” task since it is always mentioned with other
tasks in the same expense description

Purpose (Stemmed word) Freq. Quantile value of corresponding expense amount

Min. 1s t Qu. Median Mean 3r d Qu. Max.
Development (develop) 147 10 300 650 1,352 1,470 10,000
Bounty (bouti) 67 10 100 100 107 100 200
Maintenance (mainten) 48 50 178 500 1,654 1,400 9,000
Issue (issu) 34 20 293 465 493 690 1230
Documentation (document) 25 50 398 975 771 1,063 1,318
Release (releas) 15 50 100 120 289 375 1,000
Testing (test) 13 50 90 180 339 600 1,180
Communication (communic) 0 0 0 0 0 0 0

in the same expense. For the 268 engineering expenses that involved development,

121 of them mention other software engineering-related tasks (e.g., maintenance and

documentation) as well. For example, the description of an expense says: “develop-

ment and docs update in Nov”. Table 5.4 shows that, in the expenses that are for devel-

opment, the median expense amount is $650, which is the second-highest compared

with that of the other tasks abovementioned.

18% of engineering expenses are due to a bounty or a specific issue (see Table 5.3).

Both of the two stemmed words “bounti” and “issu” are related to the task of address-

ing issues. For the bounty expenses, collective maintainers first propose bounties on

some issue reports of their GitHub projects, to motivate developers to address these

issues (Zhou et al., 2020b). After a developer addresses the issues, they submit an ex-

pense to claim the associated bounty. For issue expenses, developers first address the

issue, then submit an expense to claim compensation for their effort.

The median cost for addressing one bounty issue is between $95 and $100, while

for some specific issues, the cost can be as high as $930. There are 10 collectives with
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expenses that are related to bounties. Table 5.4 shows that the median cost of a bounty

expense is $100 and the median cost for an issue expense is $465. Every bounty ex-

pense is proposed for addressing one issue, while an issue expense may represent the

cost of addressing several issues. For example, the description of an issue expense says:

“worked on issues #524, #549, #564, #558, #556”. Hence, we manually extracted 85 is-

sues by using the identified issue id (e.g., #54) from 24 (out of 34) issue expenses. And

we estimated the expense amount for each specific issue by the amount of the expense

divided by the number of issue ids in the expense. The calculated median issue ex-

pense amount is $95, which is close to the median bounty expense amount.

14% (97) of the engineering expenses involve maintenance tasks and the median

cost of such expenses is $500. Table 5.3 shows that maintenance is the second most

frequently mentioned word among engineering expenses. Table 5.4 shows that 48 en-

gineering expenses are only for maintenance tasks and the median expense amount is

$500. Documentation is a maintenance-related task. Table 5.4 shows that the median

cost of documentation-related expenses is the highest at $975.

Summary: Non-engineering-related expenses represent 54.0% of all the expenses.

“Web services”, “marketing”, and “travel” are the three most frequent and costly

non-engineering-related expense types. For instance, 47% of marketing expenses

are used for making stickers. For engineering-related expenses, the most frequent

expenses are related to development and maintenance. Interestingly, we observe

that 18% of the engineering expenses were spent to payout bounties for addressing

issues with a median cost of $95.
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5.4.3 RQ3: What are the differences between individual-supported

collectives and corporate-supported collectives?

Motivation: In Section 5.4.1, we observed different characteristics between individual

and corporate donors. In this section, we investigate the differences between collec-

tives that are mainly supported by individual donors (i.e., individual-supported col-

lectives) and those that are mainly supported by corporate donors (i.e., corporate-

supported collectives). For simplicity, we refer individual-supported and corporate-

supported collectives as to Ind_Collectives and Corp_Collectives, respectively. For ex-

ample, do Ind_Collectives and Corp_Collectives receive different donation amounts?

Do they spend their funds differently? With a better understanding of the differences

between Ind_Collectives and Corp_Collectives, the stakeholders of collectives could

have a better expectation of their potential donors and expenses.

Approach: In order to categorize Ind_Collectives and Corp_Collectives, we consider

the collectives in which more than 80% of their donation amount are from individual

donors as Ind_Collectives and collectives in which more than 80% of their donation

amount are from corporate donors as Corp_Collectives. We do so to ensure the collec-

tives that we selected are primarily supported by either individual donors or corporate

donors.

We first study the differences between Ind_Collectives and Corp_Collectives in

terms of the received total donation amount. Because different open source projects

set up their collectives for receiving donations at different times and with different

frequencies, we use the average received monthly donation amount (referred as to

monthly-donation-amount) of a collective to represent its general received monthly

donation amount. To determine whether the monthly-donation-amount between
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two types of collectives is statistically significant, we use the Wilcoxon rank-sum test

and Cliff’s delta d effect size.

Then we further compare these two groups of collectives in terms of the popular-

ity of their associated projects on GitHub. For example, the more watches of an open

source project has, the more users are interested in that project. We collected seven

project-related metrics (namely, the number of issues, pull requests, watches, forks,

contributors, stars, and commits) from GitHub to reflect the popularity of an open

source project in GitHub.

Finally, we study the usage of different expense types for Ind_Collectives and

Corp_Collectives. Similar to prior work (Hassan, 2009), we employ Shannon’s entropy

to quantify the usage of expenses for each collective in terms of the expense amount

across different expense types. The expense entropy of a collective quantifies the

distribution of the expenses across the different expense types in a collective. A low

entropy value for a collective indicates that the collective spent most of its funds on

a small number of expense types. For example, if a collective’s entropy is zero, the

collective only spent funds on one specific expense type. A high expense entropy

value for a collective indicates that the collective does not have a concentration for

spending funds on specific expense types. For example, the expense entropy of a

collective is one, indicating the collective spent funds on all occurrence expense types

of the collective equally.

Results: The monthly-donation-amount and total donation amount of Corp_Collectives

are significantly higher than those of Ind_Collectives. Figure 5.17 shows the distri-

bution of the monthly-donation-amount for Ind_Collectives and Corp_Collectives.

The median amount is $343 for Corp_Collectives, while $79 for Ind_Collectives. The
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Figure 5.17: The distribution of monthly-donation-amount for Ind_Collectives and
Corp_Collectives

Wilcoxon rank-sum test shows that there is a significant difference between them

with a large Cliff’s delta effect size, indicating the collectives driven by corporate

donors received significantly more funds than the collectives driven by individual

donors monthly. The median received donation amount of Ind_Collectives and

Corp_Collectives are $5,094 and $1,406, respectively. The Wilcoxon rank-sum test

shows that distributions of the total received donation amount are significantly

different between Ind_Collectives and Corp_Collectives with a medium Cliff’s delta

effect size. Figure 5.18 shows the proportion of Ind_Collectives and Corp_Collectives

under different ranges of total received donation amount. We observed that there are

more Corp_Collectives than Ind_Collectives in the range that have larger received total

donation amount. For example, when looking at the collectives with a total donation

amount larger than $10,000, 80% (24 out of 30) of them are Corp_Collectives. In other

words, Corp_Collectives are much more likely to get a large amount of donations

(i.e., $10,000 compared with Ind_Collectives).
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There is no significant difference between Ind_Collectives and Corp_Collectives

in terms of the popularity of their associated GitHub projects. The Wilcoxon-

rank test shows that there is no significant difference between Ind_Collectives and

Corp_Collectives in terms of the number of issues, pull requests, watches, forks, con-

tributors, stars, and commits of their associated project on GitHub. In general, there

is a positive correlation between the total donation of a project and its popularity.

We compute the correlation between total received donation amount and seven

project-related metrics (i.e., the number of issues, pull requests, watches, forks, con-

tributors, stars, and commits) using Spearman’s rank correlation coefficient (Daniel

et al., 1978). The correlations are 0.435, 0.404, 0.404, 0.386, 0.370, 0.339, and 0.260,

respectively. The number of issues has the highest correlation with the total received
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Figure 5.19: The frequency for expense entropy of Ind_Collectives and
Corp_Collectives

donation amount of an open source project, indicating that the more issues in a

project the higher the likelihood that project will receive higher donation amounts.

Both Ind_Collectives and Corp_Collectives are likely to spend funds on a small

group of specific types of expenses (e.g., engineering and web services). Figure 5.19

shows that the expenses of Ind_Collectives and Corp_Collectives have a similar pattern

in terms of expense entropy. The entropy of 41 (59%) of the collectives is no more than

0.1, indicating those collectives spent funds on a very small group of specific expense

types. In particular, 9 Ind_Collectives and 12 Corp_Collectives only spent funds on

the engineering expense. Figure 5.20 shows the frequency of the most costly expense

types in the 41 Ind_Collectives and Corp_Collectives with an entropy of no more than

0.1. We observed that the type of engineering is the most costly expense type in 45%

(9 out of 20) Ind_Collectives and 71.4% (15 out of 21) Corp_Collectives. Except for the
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engineering expense, the web services expense is the main expense type for six of the

Ind_Collectives.

Summary: Corp_Collectives tend to receive a higher total and monthly dona-

tion amount than Ind_Collectives. However, Corp_Collectives have no significant

difference in terms of the popularity of their associated GitHub projects. Both

Ind_Collectives and Corp_Collectives are likely to spend funds on a small variety

of expense types (e.g., engineering and web services).

5.5 Discussion

In this section, we first discuss the rejected expenses, a successful case of bounty ex-

penses, payment options of donors and the purposes of donation. Then we highlight

the implications of our findings.
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5.5.1 Rejected expense submissions

168 expense submissions were rejected in our data set. To analyze the rationale for

such rejections, we first manually identified and filtered out 35 invalid rejected expense

submissions which were done for testing the Open Collective platform’s expense rejec-

tion feature. Then we analyzed the 133 remained rejected expenses.

“Donation” expenses are more likely to be rejected. 42% of the “donation” ex-

penses were rejected (i.e., a collective donating to another collective). In 13 collectives,

19 expenses were proposed as “Donation” type and eight of the 19 expenses were re-

jected.

There exists several users who submit fraudulent expenses. Before filtering

out any rejected expenses, we identify 37 users whose expenses are always rejected.

Some rejected expense amounts are large and the descriptions are meaningless.

For example, a user wassana-homchuen submits three expenses to Webpack with

the same value of $58,902 in one day with meaningless descriptions, i.e., “Available

balance:”, “http://www.90minlive.com”, and “azuer”. The user japan-hunter had

similar behaviors to Webpack. Besides, both of these two user accounts were created

on the date they submitted their expenses. We suspect that these two users want to

“steal” donations from Webpack.

5.5.2 A successful case of bounty expenses

Bounty is a type of monetary incentive in open source projects. Users can propose

bounties to motivate developers to complete tasks, which can be a bug-fixing task or a

documentation task. In Section 5.4.2, we observed that bounty is a frequent purpose

of expenses in engineering-related expenses. We observed that three collectives (i.e.,
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the Buttercup, Boostnote, and JHipster collectives) proposed bounties on issue reports.

These bounties were paid out using the received donations of their corresponding col-

lective. In total, there are 68 expenses related to a bounty with 91% of them being

done in the JHipster collective. Especially, 77% (i.e., 62 out of 81) of the expenses in

the JHipster collective were done to cover the costs of a bounty. The administrators

of the JHipster collective explained that, with the growing user number, bounties were

introduced to help manage the growing larger and more complex situation.22 With a

well-designed bounty rule23 and the financial support from donations, 90.3% (i.e., 62

out of 67) bounty issue reports were addressed, which is much higher than the average

addressing rate (i.e., 43.0%) of bounty issue reports (Zhou et al., 2020b).

5.5.3 Payment options for donors

Donors can make donations using Stripe, PayPal, credit card, debit card, and gift card.

Stripe is the most popular payment processor for donors. 97.2% donations are made

through Stripe,24 which is an online payment processors. The gift card is a suggested

payment method but still not a popular one. Comparing with donating through credit

cards or prepaid cards, the gift card is a more flexible payment method for corpora-

tions. By using gift cards, corporations can let their employees choose the collective

that they might wish to support. Besides, we find that the median donation amount

of gift cards is $20 which is higher than the median donation amount (i.e., $5) by other

payment methods. Although the use of a gift card is officially recommended by the

22https://medium.com/open-collective/jhipsters-bounty-system-and-how-it-saved-
the-project-cc118888f642

23https://www.jhipster.tech/bug-bounties/
24https://stripe.com/

https://medium.com/open-collective/jhipsters-bounty-system-and-how-it-saved-the-project-cc118888f642
https://medium.com/open-collective/jhipsters-bounty-system-and-how-it-saved-the-project-cc118888f642
https://www.jhipster.tech/bug-bounties/
https://stripe.com/
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Figure 5.21: The word cloud of the top 10 frequent words from donation messages left
by donors

Open Collective platform officially,25 only 1.2% of the donations were made using gift

cards.

5.5.4 Purposes of donation

43% of the donation messages express their gratitude to collectives. There are 41,471

donations after Oct. 6, 2017, of which only 584 of them had a donation message. Fig-

ure 5.21 visualizes the frequency of the top 10 frequent words in the redonation mes-

sages. We observed that the top three frequent words are “thank”, “work”, and “great”.

43% (i.e., 256 out of 589) of the messages contain either one of them. These three words

are used to express gratitude to the collectives, e.g., “Thanks for doing great work”.

Especially we found six messages which express their appreciation to collectives for

special release versions, for example, “GitExtension 3.0 release congrats”. We also ob-

served that the keyword “keep” in 11% (i.e., 64 out of 589) messages and this keyword

expresses encouragements from donors, for example, “Keep going! Awooooo”. Besides

25https://docs.opencollective.com/help/backers-and-sponsors/gift-cards

https://docs.opencollective.com/help/backers-and-sponsors/gift-cards
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Figure 5.22: The relationship between the total received donation amount of collec-
tives and the number of issues of their associated GitHub projects. The donation
amount is $10,000 when the number of issues reaches 9,000

all these good words, we also observed a few cases which using the message for a suc-

cessful donation contains an advertisement. For example, the contents of the six mes-

sages are about an online casino website.

5.5.5 Implications

Collectives should consider attracting more individual donors. In Section 5.4.1, we

found that in general corporate donors donate more funds than individual donors in

a single donation, but individual donates more money than corporate donors in total

for a collective. One possible explanation is that individual donors tend to donate to

a collective more consistently than corporate donors. This observation shows the im-

portance of individual donors. Hence, the stakeholders of collectives should consider

attracting more individual donors over corporate donors.
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Collectives should not expect to receive a large amount of donations unless their

associated projects are very popular and their projects are mainly supported by cor-

porations. Figure 5.22 shows the trend of received donation amount of collectives

against the number of issues of the in-associated open source projects. We observe that

when the number of issues of a project reaches 9,000, the received donation amount is

$10,000. However, the likelihood of a GitHub project to reach such level of popularity

is low. The mean and median number of issue requests of GitHub projects for different

languages vary from 2.0 to 64.4 and 1 to 25, respectively (Bissyandé et al., 2013). Hence,

collectives may not receive many donations from the community unless their projects

are very popular. In addition, we observe that Corp_Collectives are much more likely to

get a large amount of donations (i.e., $10,000) compared with Ind_Collectives. There-

fore, our findings suggested that collectives may not receive a large amount of funds

from donations unless their projects are very popular and have corporations to sup-

port them.

Projects should budget for a reasonable amount (e.g., 13% of total funds) of non-

engineering expenses when operating an open source project (e.g., marketing and

travel). In Section 5.4.2, we observe 13% of the total expense amount is spent on non-

engineering-related expenses. In Section 5.4.2, we show that 75.0% (104 of 139) of the

collectives with expenses have non-engineering-related expenses and such expenses

take up 45.6% (i.e., 665 out of 1,459) of their total expenses. In other words, non-

engineering expenses are quite common in open source projects. For instance, two

types of very frequent non-engineering expenses are marketing and travel. Therefore,

we suggest that open source projects should allocate a reasonable amount of budgets

for such non-engineering expenses.
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5.6 Threats to Validity

Open source project donation is an area which is rapidly becoming a crucial area with

the strong industrial support and involvement (GitHub, 2019). This study is the first

step in such an area. Threats to external validity are related to the generalizability of

our findings. Since we focus on open source projects on the Open Collective platform,

our results might not generalize to other platforms. Future work is needed to explore

the generality of our observations.

Threats to internal validity relate to the experimenter’s bias and errors. One

threat to internal validity is that we manually identified GitHub repositories of 102

studied collectives in Section 5.3, which may introduce bias due to human factors.

Another internal validity is that we manually relabeled expenses types for expenses

in Section 5.4.2 which may introduce bias. To mitigate the threat of bias during

the manual analysis, two researchers conducted the manual analysis and discussed

conflicts until a consensus was reached. We used Cohen’s kappa (Gwet et al., 2002) to

measure the inter-rater agreement. Before discussing differences, the Cohen’s kappa

coefficients are 0.94 for GitHub repositories identification and 0.91 for expense type

relabeling, both indicating a high level of agreement.

One threat to the internal validity of our study is that we choose 80% as the thresh-

old to tag a collective as being an individual or corporate supported collective. To al-

leviate this threat, we conducted a sensitivity analysis with a higher threshold of 90%.

Our findings still hold for the higher threshold level.
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5.7 Related Work

In this section, we discuss prior work that is related to our study. We focus on prior

work in the research area of understanding and improving the sustainability (e.g., the

quality and the maintainability) of open source software projects

Keeping open source projects sustainable is a challenging task. Therefore, re-

searchers performed a significant number of studies on this topic to understand the

sustainability of open source projects (Gamalielsson and Lundell, 2014; Valiev et al.,

2018; Coelho and Valente, 2017; Eghbal, 2016). Valiev et al. (2018) performed an em-

pirical study to understand the relationship between the sustainability of a project and

its surrounding projects (i.e., dependent projects or projects on which it depends) in

the ecosystem. They showed that the number of project ties and the relative position

in the dependency network has a significant impact on the sustainability of a project.

Coelho and Valente (2017) investigated the reasons why modern open source projects

fail and they found that failures are due to various reasons (e.g., lack of interest and

time, low maintainability, and conflicts among developers). Eghbal (2016) reported

the risks and challenges that are associated with maintaining open source projects,

and argued that open source projects still lack a reliable and sustainable source of

funds.

A number of prior studies studied the sustainability of open source projects from

the angle of contributors (Lee et al., 2017; Ye and Kishida, 2003; Avelino et al., 2016;

Canfora et al., 2012; Pinto et al., 2016). For example, Avelino et al. (2016) found that

65% of their studied projects rely on one or two developers to survive. Lee et al. (2017)

studied the motivations, and barriers that are experienced by the one-time code con-

tributors. They found that the main motivation for one time contributors is to fix bugs
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that impeded their work. Such one-time contributors did not plan on becoming long

term contributors due to various barriers, e.g., entry difficulties and lack of time. Ye

and Kishida (2003) investigated the motivation of developers to participate in open

source projects and found that the desire to learn is one of the major motivation and

they also provided insights to improve the sustainability of open source projects based

on their findings, e.g., creating a friendly environment and culture for newcomers to

learn from the community. To help newcomers, Canfora et al. (2012) proposed an ap-

proach to identify and recommend mentors in software projects by mining data from

mailing lists and version control systems. Steinmacher et al. (2016) proposed a portal,

namely FLOSScoach, to support newcomers to open source projects.

In our study, we provide insights on how projects used their donated funds and find

that development and web services expenses are the major expenses for open source

projects.

5.8 Chapter Summary

In this chapter, we studied 225 open source software projects that collected a total do-

nation amount of $2,537,281 through the Open Collective platform. We first analyzed

how donors make donations and how collectives use these donated funds. We found

that:

1. In general, corporate donors tend to donate more funds than individual donors

for an individual donation, while the total donation amount from individual
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donors is more than corporate donors in a collective, which suggests the in-

fluence of individual donors. Moreover, individual donors are more likely to

redonate to a collective compared to corporate donors.

2. Non-engineering-related expenses take up 54.0% of the total number of all

expenses. “Web services”, “marketing”, and “travel” are the three most frequent

and costly non-engineering-related expense types. For engineering-related

expenses, the most frequent expenses are related to development and mainte-

nance.

3. Corp_Collectives are more likely to receive a larger total donation amount than

Ind_Collectives collectives.

Our findings suggest that open source projects should try to attract more individual

donors. Projects should not expect to receive a large amount of donations unless they

are very popular and are mainly supported by corporations. Projects should budget

for a reasonable amount of non-engineering expenses (e.g., marketing and traveling).



CHAPTER 6

Studying the Use of Reputation Bounties to Assist in the Solving

of Questions on Stack Overflow

Online technical question and answer (Q&A) websites provide a platform for developers to
share knowledge with each other, and learn knowledge to support software engineering activ-
ities. Stack Overflow is the most prominent example of such websites. With the rapidly in-
creasing number of questions on Stack Overflow, it is becoming difficult to get an answer to
all questions and as a result, millions of questions on Stack Overflow remain unsolved. In an
attempt to motivate users to solve such unsolved questions, Stack Overflow introduced a rep-
utation bounty system to motivate users to solve such questions. In this reputation bounty
system, users can offer reputation points in an effort to encourage users to answer their ques-
tion. In this chapter, we study 129,202 bounty questions that were proposed by 61,824 bounty
backers. We observe that bounty questions have a higher solving-likelihood than non-bounty
questions. This is particularly true for long-standing unsolved questions. For example, ques-
tions that were unsolved for 100 days for which a reputation bounty is proposed are more likely
to be solved (55%) than those without reputation bounties (1.7%). In addition, we studied the
factors that are important for the solving-likelihood and solving-time of a bounty question. We
found that: (1) Questions are likely to attract more traffic after receiving a reputation bounty
than non-bounty questions. (2) Reputation bounties work particularly well in very large com-
munities with a relatively low question solving-likelihood. (3) High-valued reputation bounties
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are associated with a higher solving-likelihood, but we did not observe a likelihood for expe-
dited solutions. Our study shows that while reputation bounties are not a silver bullet for get-
ting a question solved faster, they are associated with a higher solving-likelihood of a question
in most cases. As questions that are still unsolved after two days hardly receive any traffic, we
recommend that Stack Overflow users propose a reputation bounty as soon as possible after
those two days for the reputation bounty to have the highest impact.

An earlier version of this chapter is published in the Empirical Software Engineering Journal
(EMSE) (Zhou et al., 2019).
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6.1 Introduction

O
NLINE technical Q&A sites have become essential for software developers

to share and learn knowledge. Developers can post questions on such

Q&A sites and receive answers from other developers. Stack Overflow1 is

the most prominent example of such a Q&A site. As of Oct. 2017, Stack Overflow has

more than 16.8 million questions, 25.9 million answers, and 9.7 million users.2

Stack Overflow has become an important source on which developers rely to solve

various software engineering problems (Ahasanuzzaman et al., 2018; Wu et al., 2018).

For example, developers post questions on Stack Overflow about their programming

problems, in the hope of receiving helpful responses. However, with the rapid increase

of the number of questions on Stack Overflow, solving all the questions has become a

challenge for the community. Although many of the questions on Stack Overflow are

solved quickly (the median waiting time is less than one hour (Wang et al., 2018b)),

47.2% (8,023,388) of the questions are not solved at all.3

Some crowdsourcing knowledge marketplaces, such as Fenda (China)4 and Whale

(US)5, introduced monetary extrinsic incentives to motivate users to make contribu-

tions (Jan et al., 2017). In contrast, Stack Overflow uses a non-monetary extrinsic in-

centive in the form of point-based reputation to motivate users to make a contribution

(e.g., answering questions or revising posts). To motivate users through such a point-

based reputation, Stack Overflow introduced a reputation bounty system. Through

1https://stackoverflow.com/
2https://data.stackexchange.com/
3https://data.stackexchange.com/stackoverflow/query/968466
4https://fd.zaih.com/fenda
5https://techcrunch.com/2016/10/31/justin-kan-launches-video-qa-app-whale/

https://stackoverflow.com/
https://data.stackexchange.com/
https://data.stackexchange.com/stackoverflow/query/968466
https://fd.zaih.com/fenda
https://techcrunch.com/2016/10/31/justin-kan-launches-video-qa-app-whale/
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this reputation bounty system, bounty backers can offer reputation points by propos-

ing a bounty for the user who answers a question. Although bounties have been used

since January 2009,6 the association between bounties and the solving-likelihood and

solving-time of a question have never been examined. By understanding this associa-

tion, we could provide insights on how to better leverage reputation bounties to solve

questions. To condense our writing, we refer to a reputation bounty as a bounty in this

chapter.

In this chapter, we perform a large-scale analysis of the bounties on Stack Over-

flow by studying 129,202 bounty questions that were proposed by 61,824 bounty back-

ers. We first conduct a preliminary study in which we uncover that bounty questions

have a higher solving-likelihood than non-bounty questions. We show that bounties

work particularly well for solving long-standing unsolved questions, and for solving

questions in very large communities with a relatively low question solving-likelihood.

In addition, we study in depth which factors are important for the solving-likelihood

and solving-time of bounty questions. Finally, we study the impact of bounties on the

traffic to questions. We structure our study by answering the following three research

questions:

RQ1: What are the important factors that are associated with the solving-likelihood

of a bounty question?

The number of answers before the proposal of a bounty and the value of a bounty

are the most important factors that impact the solving-likelihood of a bounty

question. In addition, the solving-likelihood of bounty questions is higher in

larger communities where the question solving-likelihood of answerers is higher.

6https://stackoverflow.blog/2009/01/27/reputation-bounty-for-unanswered-
questions/

https://stackoverflow.blog/2009/01/27/reputation-bounty-for-unanswered-questions/
https://stackoverflow.blog/2009/01/27/reputation-bounty-for-unanswered-questions/
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RQ2: What are the important factors that are associated with the solving-time of a

bounty question?

The number of (unaccepted) answers to a question before a bounty is proposed

has the strongest association with the likelihood of a bounty question solving

fast. A higher-valued bounty does not help a bounty question to get solved faster.

The activity level of potential answerers and the question solving-likelihood of

the potential answerer communities have a strong association with the solving-

time of a bounty question.

RQ3: What is the association between bounties and the traffic of questions?

Questions are likely to attract more traffic after receiving a bounty than non-

bounty questions, particularly for questions that receive a bounty with a value

of at least 400.

Our study shows that while bounties are not a silver bullet for getting a question

solved fast, they are associated with a higher solving-likelihood in most cases. As ques-

tions on Stack Overflow generally are not solved at all if they remain unsolved after two

days, we recommend that users post their bounty as soon as possible after these two

days.

Chapter Organization. The rest of this chapter is organized as follows: Section 6.2

presents background information about the reputation bounty system of Stack Over-

flow. Section 6.3 describes our data collection process. Section 6.4 describes our pre-

liminary study. Sections 6.5 presents the results of our research questions. Section 6.6

and discusses special cases of bounties and the implications of our study. Section 6.7

discusses threats to validity of our observations. Section 6.8 introduces related work.

Finally, Section 6.9 concludes the chapter.
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A user asks 
D�question

A user proposes a bounty (50~500)
The bounty is active for 7 days

The user can award the bounty

3 rd 4 th 10th 11th

Figure 6.1: The life cycle of a reputation bounty on Stack Overflow

6.2 Background

6.2.1 The Reputation Bounty System of Stack Overflow

Stack Overflow has a reputation bounty system that allows users to offer reputation

points for any user that would produce an accepted answer to a question, in an effort

to draw more attention from users across the site. Figure 6.1 shows the life cycle of a

reputation bounty. When a user asks a question, anyone can propose a bounty on that

question after two days, thereby becoming a bounty backer. A question can only have

one active bounty at any time. In other words, one cannot propose another bounty on

a question if the question already has an active bounty at that moment. Note that when

a bounty is proposed, the reputation points that are offered in the bounty are removed

immediately from the bounty backer’s reputation (and are never refunded even if the

question remains unsolved at the expiry of the bounty).

Users can propose a bounty with a value between 50 and 500 reputation points,

in 50-point increments. A bounty can be active for a maximum of seven days. While

a bounty is active, the bounty question is labeled with a special tag that highlights its

associated bounty value. The question itself is highlighted in the “featured” tab on the
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Special tag

Featured tab

Figure 6.2: A screenshot of Stack Overflow’s “featured" tab which highlights bounty
questions

Stack Overflow homepage (see Figure 6.2) to help draw attention from the community

towards that question.

A bounty can be awarded to an answer by the bounty backer one day after it was

proposed. If the bounty backer does not explicitly award the bounty, it will be automat-

ically awarded one day after the expiry date of the bounty. The rules for the automated

awarding of bounties are:7

1. If the bounty backer is the original question asker, the bounty will be awarded to

the answer that was accepted while the bounty was active.

2. An answer that was created after the bounty was offered which has more than one

vote (but was not accepted) will be awarded half of the bounty value. If there are

multiple answers that meet this criterion, the bounty is awarded to the earliest

answer.

3. If no answer meets the above two criteria the offered reputation points are dis-

carded.
7https://stackoverflow.com/help/bounty

https://stackoverflow.com/help/bounty
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When a bounty question gets an answer which is awarded the bounty, we define

the bounty question as solved. Note that the awarded answer can also be an answer

which is not accepted by the question asker.

6.3 Data Collection

StackExchange (Stack Exchange, 2017) provides a Stack Exchange Data Dump,8 which

is composed of a set of XML files that contain data about all questions, answers, tags,

votes, and user histories of Stack Overflow. We use the following files from this set:

1. Posts.xml contains data about posted questions and answers.

2. PostNotices.xml contains the reasons for offering each bounty.

3. Votes.xml contains data about activities, such as the date on which a question

was upvoted. Votes.xml also contains bounty activity information. For example,

the creation and closure date of a bounty, the bounty value, the id of the related

user who proposed or won the bounty, and the id of the related question or an-

swer.

4. Users.xml contains data about users, such as the user id, the creation date of their

accounts, and their reputation at the time of the data archival.

Figure 6.3 gives an overview of our data collection process. We first downloaded the

data dump of Aug. 27, 2017. Because the last major change to the reputation bounty

system of Stack Overflow was made on Sep. 23, 2011,9 we only study bounties that

8https://archive.org/details/stackexchange
9https://stackoverflow.blog/2011/09/23/bounty-reasons-and-post-notices/

https://archive.org/details/stackexchange
https://stackoverflow.blog/2011/09/23/bounty-reasons-and-post-notices/
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Figure 6.3: An overview of our data collection process for the study of reputation boun-
ties

were proposed between Sep. 23, 2011 and Aug. 27, 2017. Then we collected the data

as follows:

1. We first retrieved the bounty activity information from Votes.xml. Then we re-

trieved the posts and users that are associated with the selected bounties accord-

ingly.

2. We crawled the history of reputation activities from each user’s profile page on

Stack Overflow,10 and we traced back their reputation activities to the moment

of proposing a bounty.

We observed that for some bounty questions, the available data about the life cycle

of the bounty is incomplete. For example, the question “How to detect which one of the

defined font was used in a web page?”11 only shows when the bounty was rewarded,

but not when it was created. After removing the bounty questions with an incomplete

bounty life cycle from our data, our dataset contains 129,202 bounty questions, which

involved 61,824 bounty backers who proposed bounties, and 12,359,663 non-bounty

questions. Table 6.1 gives an overview of our studied dataset.

10https://stackoverflow.com/users/userid?tab=reputation
11https://stackoverflow.com/questions/845/

https://stackoverflow.com/users/userid?tab=reputation
https://stackoverflow.com/questions/845/
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Table 6.1: Dataset description of our study of reputation bounties on Stack Overflow

Period Sep. 23, 2011 to Aug. 27, 2017

Number of bounty questions 129,202
Number of expired bounties 44,635
Number of bounty backers 61,824
Number of non-bounty questions 12,359,663

There exist several ‘special’ cases of bounties, in which the bounty was used for a

purpose other than getting a question solved. To avoid bias in our study, we treat the

following cases separately:

1. Bounties that were proposed to reward existing answers. Such bounties can be

filtered easily as the bounty was created with the reason “Reward existing an-

swer”.

2. Bounties that were automatically awarded by Stack Overflow. A bounty that was

awarded automatically does not reflect that the bounty backer is satisfied with

the answer.

3. Bounties that were proposed while the question already had an accepted answer.

For example, a bounty was offered with the purpose of drawing attention to a

question on April 14, 2012.12 However, the bounty was eventually awarded to

the answer that was already given on April 6, 2012.

We discuss the first case in more detail in Section 6.6. In the second case, we cannot

distinguish whether the bounty question was actually solved, as the rewarded answer

is not necessarily a solution to the question. The third case is difficult to recognize

automatically, as we cannot distinguish between whether the bounty backer wanted to

12https://stackoverflow.com/posts/10038098/revisions

https://stackoverflow.com/posts/10038098/revisions
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reward the existing answer, or was looking for additional answers. Hence, we remove

bounties of these types and their associated questions from our dataset. Note that we

keep all unsolved bounty questions for which the bounty expired. After separating the

special bounty cases, our dataset contains 79,093 bounty questions.We published our

data online.13

6.4 Preliminary Study

In this section, we first present basic descriptive statistics about bounties. Then, we

discuss the impact of bounties on the solving-likelihood of bounty questions across

Stack Overflow tags.

6.4.1 Basic descriptive statistics of bounties on Stack Overflow

We present basic descriptive statistics about bounties from the following perspectives:

(1) the solving-likelihood of a question, (2) the number of days between the creation

of a question and the proposal of its first bounty (i.e., the days-before-bounty metric),

(3) the solving-time of a bounty question after the bounty is proposed, and (4) the

bounty value. From these statistics, we get a basic overview of bounties on Stack Over-

flow.

Results: In general, bounty questions have a higher solving-likelihood than non-

bounty questions. The solving-likelihood of bounty questions is 65.5% which is 30%

higher than that of non-bounty questions (i.e., 48.9%). Especially for the questions

with more than one bounty, the solving-likelihood is 92.0%.

13https://github.com/SAILResearch/supportmaterial-18-jiayuan-SO_bounty/tree/
master/data_model

https://github.com/SAILResearch/supportmaterial-18-jiayuan-SO_bounty/tree/master/data_model
https://github.com/SAILResearch/supportmaterial-18-jiayuan-SO_bounty/tree/master/data_model
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Figure 6.4: (a) The proportion of bounty questions and (b) the solving-likelihood of
bounty questions across different values of the days-before-bounty metric

Long-standing unsolved questions with bounties are more likely to be solved

than those without bounties. Prior work (Anderson et al., 2012) showed that ques-

tions either get solved very quickly, or not at all. Figures 6.4a and 6.4b show the

proportion and solving-likelihood of bounty questions for different values of the

days-before-bounty metric. 69% of the bounties were proposed within one week

while only 10% of the bounties were proposed after 100 days since the creation of a

question. However, the solving-likelihood for such“late bounty questions” is around

55% (i.e., 2,605 out of 4,776 questions). In comparison, only 104,831 out of 6,321,124

(1.7%) of the non-bounty questions that were unsolved 100 days after their creation

were solved afterwards. Hence, long-standing unsolved questions with bounties are

more likely to be solved than those without bounties.. The time after which a bounty

is proposed is related the solving-likelihood: 25% of the bounties were proposed three

days after the creation of the question, which is the earliest date on which it is allowed

to propose a bounty. The solving-likelihood of these bounties is the highest (i.e., 71%).
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Figure 6.5: The distribution of the solving-likelihood (a) and the solving-time (b) of
bounty questions across different bounty values. The bars are marked with different
shades to indicate the levels of solving-likelihood that we distinguished.

Bounty questions with higher-valued bounties have a higher solving-likelihood.

However, higher bounty values are not associated with expedited solutions. Fig-

ure 6.5a shows the solving-likelihood of bounty questions across different bounty val-

ues. In general, the solving-likelihood increases as the bounty value increases. In par-

ticular, there is a large difference in solving-likelihood (62.9% vs. 88.1%) between the

lowest and highest bounty values (50 and 500).

We grouped the bounty values into three groups (showed by different shades in

Figure 6.5a) that correspond to partitions of 10% of the solving-likelihood (i.e., 60% to

70%, 70% to 80% and 80% to 90%) for our study in Section 6.5.3.

Figure 6.5b shows the solving-time of bounty questions for different bounty val-

ues. Counter-intuitively, we do not observe a clear association between the bounty

value and the solving-time. The correlation between the solving-time and value is -

0.02 which indicates a weak association.
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Figure 6.6: The distribution of the solving-likelihood (a) and solving-time (b) of the
tags of bounty questions. Each data point in the distribution represents one tag.

The solving-likelihood and the solving-time of a bounty question varies across

tags. When posting a question, the question asker can assign one or more tags to

the question to attract more targeted traffic. However, some of these tags are more

popular than others. To reduce the bias caused by tags which have only a few bounty

questions, we only consider the tags which have more than five bounty questions for

the following two figures. Figures 6.6a and 6.6b show the frequency of tags in terms

of the solving-likelihood and solving-time of bounty questions, respectively. We ob-

served that the solving-likelihood and solving-time of bounties vary across tags. For

example, the solving-likelihood of bounty questions with the applescript-studio tag is

70%, while the solving-likelihood of questions with the xcode9-beta tag is 40%. In the

remainder of this section, we look in more detail into the impact of bounties on the

solving-likelihood of bounty questions across tags.
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Summary: Bounty questions have a higher solving-likelihood than non-bounty

questions. Bounties appear to work especially well for long-standing unsolved

questions. Bounty questions with a higher bounty value have a higher solving-

likelihood. However, there is no association between a bounty’s value and its

solving-time, which implies that a higher bounty value does not expedite the solv-

ing of a bounty question.

6.4.2 The Association between Bounties and the Solving-likelihood

of Bounty Questions across Tags

Figure 6.6a shows that the solving-likelihood of bounty questions differs across tags. In

this section, we study how bounties impact the solving-likelihood of bounty questions

across answerer communities (i.e., tags) of different sizes and with varying question

solving-likelihoods. The population of answerers within a community indicates the

size of the community.

Approach: We first grouped all tags by their size (size-based) and question solving-

likelihood (community-quality-based). Then we used a bootstrap sampling approach

to sample tags and questions in each group in order to ensure the statistical stability

of our observations. Finally, we studied the solving-likelihood of questions across the

size-based and community-quality-based groups. Figure 6.7 gives an overview of our

approach. We detail each step below.

Step 1: Tag categorization. Since the answerer population for tags ranges from 1 to

386,885, we grouped the tags into four size-based groups according to the order of mag-

nitude of their answerer population. We created the community-quality-based groups



CHAPTER 6. STUDYING THE USE OF REPUTATION BOUNTIES TO ASSIST IN THE
SOLVING OF QUESTIONS ON STACK OVERFLOW 132

Tag Categorization

Group 1

Group tags by defined 
criteria

Group n

Bootstrap
Sampling

Bootstrap sample
5,000 bounty questions from each group

10
0 

sa
m

pl
es

10
0 

ite
ra

tio
ns

Data Analysis

Visualization Wilcoxon 
rank-sum test

Cliff’s delta 
effect size

Group 2

5,000 bounty 
questions 
(group 1)

…
… …

5,000 bounty 
questions 
(group 2)

…
… …

5,000 bounty 
questions 
(group n)

…
… …

… …

… …

Figure 6.7: Overview of our approach for studying the relation between bounties and
the solving-likelihood of bounty questions across tags



CHAPTER 6. STUDYING THE USE OF REPUTATION BOUNTIES TO ASSIST IN THE
SOLVING OF QUESTIONS ON STACK OVERFLOW 133

by grouping the tags according to their solving-likelihood for non-bounty questions in

intervals of 0.25. To summarize, the tags were grouped based on the following criteria:

Criteria for size-based categorization:

• Small: The answerer population of a tag is smaller than 1,000.

• Moderate: The answerer population of a tag is between 1,000 and 10,000.

• Large: The answerer population of a tag is between 10,000 and 100,000.

• Very large: The answerer population of a tag is larger than 100,000.

Criteria for community-quality-based categorization:

• Micro: The non-bounty question solving-likelihood of a tag is less than 0.25.

• Small: The non-bounty question solving-likelihood of a tag is between 0.25 and

0.50.

• Medium: The non-bounty question solving-likelihood of a tag is between 0.50

and 0.75.

• High: The non-bounty question solving-likelihood of a tag is more than 0.75.

Table 6.2 shows the distribution of tags across the size and skill-based groups. To

reduce the bias that is caused by the unbalanced number of tags and questions across

groups, we employed bootstrap sampling.

Step 2: Bootstrap sampling. We applied a bootstrap sampling approach to sample

bounty questions of each size and skill-based group. We first randomly sampled 5000
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Table 6.2: The distribution of 20,180 bounty-related tags across the size and skill-based
groups

Size-based Categorization

Group Name #Tags #Questions

Small 16,540 47,457
Moderate 3,182 78,519
Large 439 94,320
Very Large 19 62,607

Community-quality-based Categorization

Group Name #Tags #Questions

Micro 904 1,416
Small 10,507 114,567
Medium 8496 166,339
High 273 582

tags from each group with replacement. Then we randomly sampled one bounty ques-

tion from each sampled tag, to reduce the bias towards tags with more bounty ques-

tions. Hence, we sampled 5,000 bounty questions for each group. To ensure the statis-

tical robustness of our results, we repeated our bootstrap sampling process 100 times

with different random seeds. We ended up with 100 samples and for each sample, there

are 20,000 bounty questions for the size-based groups and 20,000 for the skill-based

groups (5,000 bounty questions for each group).

Step 3: Data analysis. For each sample, we calculated the solving-likelihood across the

size and skill-based groups. To compare the differences between two distributions, we

used the Wilcoxon rank-sum test (Bauer, 1972), which does not require the distribution

to be normally distributed. We also performed the Bonferroni correction (Bonferroni,

1936) to correct the p-values for multiple comparisons. Furthermore, we applied Cliff’s

delta d effect size (Long et al., 2003) to quantify the magnitude of the differences. We

use the following thresholds for d (Romano et al., 2006): |d | ≤0.147 (negligible); 0.147

< |d | ≤0.33 (small); 0.33 < |d | ≤0.474 (medium); 0.474 < |d | ≤1 (large).

Results: The solving-likelihood of bounty questions is higher than that of non-

bounty questions across all size-based tag groups. Figure 6.8 shows the distribution

of the solving-likelihood of bounty and non-bounty questions across the size-based
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Figure 6.8: The distribution of the median solving-likelihood across the size-based and
skill-based tag groups for the 100 studied samples for bounty and non-bounty ques-
tions

tag groups. For all size-based groups, the solving-likelihood of bounty questions is

significantly higher than that of non-bounty questions (with a large effect size). The

solving-likelihood of both bounty and non-bounty questions increases as the size of

the tag group gets larger. A possible explanation is that a large community has more

answerers, so there is a higher chance of someone solving the bounty.

The solving-likelihood of bounty questions is higher than that of non-bounty

questions that are asked in communities with a lower question solving-likelihood.

Figure 6.8 shows the distribution of the solving-likelihood of bounty and non-bounty

questions across the community-quality-based tag groups. The solving-likelihood of

bounty questions is higher than that of non-bounty questions that are asked in dif-

ferent community-quality-based groups except the ‘High’ group. A possible explana-

tion is that as the solving-likelihood in the ‘High’ group is already very high (80%), it is

hard to improve – the unsolved questions may be too hard or unclear to answer. We

also observe a few tag outliers in which the solving-likelihood of bounty questions is
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lower than that of non-bounty questions while still having many bounties. For exam-

ple, the “flash-builder” tag has 50 bounty questions although the solving-likelihood of

its bounty questions is 0.26, which is much lower than its non-bounty questions (i.e.,

0.53). One possible reason is that the bounty questions under this tag are very specific

and require specific knowledge, which not many people possess.

Summary: The solving-likelihood of bounty questions is higher than that of non-

bounty questions, especially in very large communities with relatively low question

solving-likelihood.

In the next sections, we build logistic regression models to further study the im-

portant factors that are associated with the solving-likelihood and solving-time of a

bounty question.

6.5 A Study of the Use of Reputation Bounties to Assist in

the Solving of Questions on Stack Overflow

In this section, we present our study of the use of reputation bounties to assist in the

solving of questions on Stack Overflow. We first study the important factors that are

associated with the solving-likelihood and solving-time of a bounty questions. Then,

we study the association between bounties and the traffic of questions. For each re-

search question, we present the motivation, the approach and the results for the re-

search question.
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6.5.1 RQ1: What Are the Important Factors that Are Associated with

the Solving-likelihood of a Bounty Question?

Motivation: In our preliminary study, we observed an association between the

solving-likelihood of a bounty question and two bounty-related factors (i.e., the

bounty value and the days-before-bounty metric). We also noticed that the solving-

likelihood of bounties differs across tags. There may be other factors that impact the

solving-likelihood of a bounty question. For example, longer bounty questions with

code snippets may have a higher solving-likelihood. In this section, we use a model

to study other factors that may have a relation with the solving-likelihood of bounty

questions. With a better understanding of this relationship, we can provide insights

into how to better leverage bounties to improve the solving-likelihood of questions.

Approach: We built a logistic regression model to study the relationship between the

studied factors and the solving-likelihood of bounty questions. The logistic regression

is a robust and highly interpretable technique, which has been applied successfully

in several software engineering-related problems (Wang et al., 2018b; McIntosh et al.,

2016). The primary goal of our model is not to determine whether a bounty question

will be solved, but to better understand the relationship between each factor and the

likelihood of a bounty question being solved. We are the first to study the relation be-

tween the studied factors and the solving-likelihood of a bounty question, hence we

expect future work to expand on our studied factors. In the following subsections, we

elaborate on the studied factors, the details of the model construction, and the analysis

of our model.

Studied factors: We study factors along the following dimensions:
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Table 6.3: The description of and rationale for the factors that we used in our logistic
regression model for the solving-likelihood of bounty questions. The factors which are
marked with ‘*’ are calculated at the time when the bounty is proposed and the factors
which are marked with ‘**’ are calculated considering only the data one month before
the bounty is proposed

Factor name Description Rationale

The Question Dimension

Q_url_num The number of URL links in the content of a
question.

These factors reflect the amount of support-
ive information that a question has. Ques-
tions with more supportive information may
help potential answerers in solving (Treude
et al., 2011; Asaduzzaman et al., 2013; Pon-
zanelli et al., 2014a; Wang et al., 2018a).

Q_codesnippet_num The total number of code snippets in the
content of a question.

Q_body_len The length of the content of a question (in
characters).

Q_code_len The total length of the code snippets the con-
tent of a question (in characters).

Q_code_proportion The proportion of code the content of a ques-
tion (i.e., Q _c o d e _l e n

Q _b o d y _l e n ).

Q_answer_score * The total score of all answers of a question. These factors reflect the popularity of a ques-
tion and its answers. Popular questions may
attract more attention.

Q_answer_num * The number of answers that a question re-
ceived.

Q_score * The score of a question.
Q_favorite_num * The favourite count of a question.

The User Dimension

U_backer_reputation * The reputation of the backer who proposed
the bounty.

A backer with a high reputation may indicate
that the backer is a knowledgeable user and
the question may be of high quality (Pon-
zanelli et al., 2014a; Wang et al., 2018a).

U_asker_answer_num ** The number of prior answers of the question
asker.

A question, which is asked by an asker whose
prior activity is high, may be of high quality.

U_asker_question_num ** The number of prior questions of the ques-
tion asker.

The Bounty Dimension

B_days_before_bounty The number of days between the creation of
a question and the proposing of a bounty for
it.

The timing of proposing a bounty may have
a relationship with the solving-likelihood.

B_value The value of a question’s bounty. A higher bounty may attract more potential
answerers.

B_solving_likelihood_min-
/max/mean/median *

The min/max/mean/median solving-
likelihood of bounty questions for a ques-
tion’s tags.

The Tag Dimension

T_age_min/max/mean/sum The min/max/mean/sum age in days of a
question’s tags.

Older tags may have a larger community and
more potential answerers to solve questions

T_question_num_min/max-
/mean/sum **

The min/max/mean/sum number of ques-
tions of a question’s tags.

These factors reflect the community size of
the tags of a question. A larger community
size may have more potential answerer to
solve questions (Wang et al., 2018a).

T_answerer_num_min/max-
/mean/sum **

The min/max/mean/sum number of an-
swers of a question’s tags.

T_solving_likelihood_normal-
_min/max/mean/median *

The min/max/mean/sum age of a question’s
tags.

These factors reflect the question-solving
skill level of answerers of a bounty ques-
tion’s associated communities. Questions
that have communities with highly skilled
answerers are more likely to be solved.
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1. Question: Nine factors which reflect the quality of a question and the activities

that are related to the question.

2. User: Three factors which reflect the reputation of the bounty backer and the

question asker.

3. Bounty: Six factors which describe the usage (e.g., the value) of bounties of the

question and its associated tags.

4. Tag: 16 factors which reflect the community of a bounty question in terms of the

age, the answerer population and the question-solving skills of the answerer (i.e.,

the non-bounty question solving-likelihood).

We have 34 factors in total. Table 6.3 shows the description of and rationale for the

34 studied factors. These factors are explanatory variables of our model.

Model construction: Similar to prior studies (Rajbahadur et al., 2017; Wang et al.,

2018b; McIntosh et al., 2016), we first removed correlated and redundant factors

to avoid multicollinearity. Then we conducted a redundancy analysis to remove

redundant factors to avoid multicollinearity (see Section 4.5). Finally, we ended up

with seven factors in the question dimension, three factors in the user dimension, five

factors in the bounty dimension, and seven factors in the tags dimension. We built

a logistic regression model, which enables us to examine the impact of one or more

variables on a response variable while controlling for other variables. Then we added

non-linear terms in the model to capture the more complex relationship in the data

by employing restricted cubic splines (Harrell, 2006). The non-linear factor will be

assigned additional degrees of freedom (i.e., D.F.). See our Appendix 6.4.2 for more

details about our model construction.
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Model analysis: We used the Area Under the ROC Curve (i.e., AUC) to evaluate the

performance of the logistic regression model and calculated their optimism values us-

ing a bootstrap-derived approach to check whether the model are not overfitted (see

Section 4.5).

To understand the impact of each factor in the model, we computed the Wald χ2

value (i.e., the importance of a factor) and the statistical significance (p -value) of each

factor (see Section 4.5). See our Appendix 6.4.2 for more details about our model anal-

ysis. We also applied a Bonferroni correction (Bonferroni, 1936) to correct the p-values

for multiple comparisons. We plot the estimated bounty question solving-likelihood

against a factor (see Figure 6.9). The analysis allows us to further carefully examine

how each factor affects the solving-likelihood. We hold the other factors at their me-

dian values when exploring one factor. We used the R rms package during the

Results: Our model explains our dataset well and has a reliable performance. Ta-

ble 6.4 shows the result of the performance analysis of our model. Our model obtains

a median AUC of 0.708, which indicates that the model explains the relationship be-

tween the studied factors and the solving-likelihood well. In addition, the low opti-

mism of the AUC value (i.e., 0.001) suggests that our model does not suffer from over-

fitting.

A question that received more answers before a bounty was proposed has a

higher solving-likelihood, especially when the question has more than 3 answers

before the proposal of the bounty. Table 6.4 shows the Wald’s χ2 value of the studied

factors. The Q_answer_num factor (i.e., the number of answers that a question

received before a bounty is proposed) contributes the most explanatory power to
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Table 6.4: The result of our logistic regression model for understanding the relationship
between the studied factors and the bounty question solving-likelihood. The factors
are ordered by their importance (i.e., overall Wald’s χ2 value) in the model. We also
show the non-linear (NL) Wald χ2 value. We only show factors of significant impor-
tance (i.e., the p -value of the χ2 value is less than 0.002 (i.e., 0.05/22)) to our model.
See our Appendix 6.4.2 for the full table

Factors Solving-likelihood
Model

AUC 0.708
AUC optimism 0.001

Factors Overall NL

Q_answer_num
D.F. 1
χ2 1348.604

B_value
D.F. 9
χ2 597.668

T_solving_likelihood_normal_min
D.F. 4 3
χ2 473.843 7.921

B_days_before_bounty
D.F. 1
χ2 382.611

T_answerer_num_sum
D.F. 2 3
χ2 359.326 108.199

T_solving_likelihood_normal_max
D.F. 3 2
χ2 349.808 54.763

B_solved_likelihood_median
D.F. 4 3
χ2 164.312 128.110

B_solved_likelihood_min
D.F. 3 2
χ2 106.017 104.622

T_age_min
D.F. 1
χ2 64.624

Q_codesnippet_num
D.F. 1
χ2 50.250

B_solved_likelihood_max
D.F. 3 2
χ2 44.900 41.039

Q_body_len
D.F. 1
χ2 29.932

T_age_max
D.F. 1
χ2 21.996

Q_url_num D.F. 1
χ2 17.373

U_asker_answer_num
D.F. 1
χ2 12.798
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the model. Figure 6.9 shows the relationship between the bounty question solving-

likelihood and Q_answer_num. Q_answer_num has a positive relationship with

the solving-likelihood. Once a question has more than three answers, the solving-

likelihood of the question is at least 0.9, while the solving-likelihood for questions

without an answer is 0.59. One possible explanation is that answerers may benefit

from the prior answers of a question. The more prior answers the question has, the

more potential solvers are likely to benefit from those answers. For example, the

poster of the accepted answer to a question14 mentioned that “The answer by Yacoby

can be extended further.” In other words, the accepted answer was based on a prior

answer.

The bounty value and the timing of proposing a bounty are important factors

that are associated with the solving-likelihood of a bounty question. Table 6.4 shows

that B_value (i.e., the bounty value) and B_days_before_bounty are the second and

fourth most important factors in the model. In Figure 6.9, we observed a positive

relationship between the bounty value and the bounty question solving-likelihood.

One possible explanation is that higher bounties attract more attention to a question,

thereby increasing the solving-likelihood.

Figure 6.9 also shows a negative relationship between B_days_before_bounty and

the solving-likelihood of a bounty question, which indicates that a question for which

a bounty is proposed earlier may have a higher likelihood of being solved. We also

noticed that after 365 days, the bounty question solving-likelihood drops drastically.

We suggest bounty backers to consider proposing bounties earlier. In Section 6.5.3,

14https://stackoverflow.com/questions/1809670/how-to-implement-serialization-in-
c

https://stackoverflow.com/questions/1809670/how-to-implement-serialization-in-c
https://stackoverflow.com/questions/1809670/how-to-implement-serialization-in-c
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Figure 6.9: The relationship between the five most important factors and the bounty
question solving-likelihood in the logistic regression model. For each plot, we set all
the factors except the studied factor to their median value in the model while varying
the studied factor. The grey area represents the 95% confidence interval. The B_value
uses a dot plot instead of a line plot because it is an ordinal variable, as B_value is be-
tween 50 and 500 (with an interval of 50), while the other variables are natural numbers
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we further study the interesting relationship between the timing of a bounty and the

attention (or traffic) that it draws to a question.

The associated communities of a bounty question have a significant relation-

ship with its solving-likelihood. The solving likelihood of a tag for non-bounty

questions reflects the question-solving skill level of answerers in the community

of that tag. Table 6.4 shows that T_solving_likelihood_normal_min plays the third

most important role in the model which means that the lowest question-solving

skill level of answerers in the associated communities of a bounty question has a

significant impact on the solving-likelihood of the bounty question. Table 6.4 also

shows that T_answerer_num_sum (i.e., the total answerer population of the associated

communities of a bounty question) plays the fifth most important role in the model.

In other words, the number and question solving-likelihood of the answerers in the

communities in which a bounty question is asked have an important impact on the

solving-likelihood of a question.

In addition, Figure 6.9 shows that T_solving_likelihood_normal_min and

T_answerer_num_sum both have a positive relationship with the solving-likelihood of

a bounty question. Hence, bounty questions that are asked in small communities, or

communities in which the answerers have a relatively low question solving-likelihood,

are less likely to be solved.

Summary: The number of answers before the proposal of a bounty and the value

of a bounty are the most important factors that impact the solving-likelihood of a

bounty question. In addition, the solving-likelihood of bounty questions is higher

in larger communities where the question solving-likelihood of answerers is higher.
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Table 6.5: The 5-number summaries for the solving-times of the fast-solved and slow-
solved bounty questions

Question Type Quantile solving-time (days)

Min 1s t Median 3r d Max

Fast-solved 0.00 0.02 0.04 0.08 0.14
Slow-solved 4.60 5.35 6.07 6.67 8.06

6.5.2 RQ2: What Are the Important Factors that Are Associated with

the Solving-time of a Bounty Question?

Motivation: In Section 6.4, we observed that the solving-time of bounty questions

varies across tags while the bounty value has no relation with the solving-time. In

this section, we study which other factors are related to the solving-time of a bounty

question. With a better understanding of this relationship, we can provide insights

into how to use a bounty to speed up the process of getting a bounty question solved.

Approach: Similar to Section 6.5.1, we built a logistic regression model to study the re-

lationship between the studied factors and the likelihood of a bounty question being

solved fast. Similar to prior studies (Wang et al., 2018b; Tian et al., 2015), we sorted

the solved bounty questions by their solving-time (in days) in ascending order and

labeled the top 20% questions as fast-solved bounty questions, and the bottom 20%

as the slow-solved bounty questions. Table 6.5 shows the 5-number summaries for

the solving-times for fast-solved and slow-solved bounty questions. In the following

subsections, we explain the additional studied factors compared to solving-likelihood

model and the model construction. We analyzed our model for the solving-time in the

same way as discussed in Section 6.5.1.
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Table 6.6: The description of and rationale for the additional factors that we studied
in our logistic regression model for the likelihood of a bounty question being solved
fast. The factors marked with ‘**’ are the time-dependent factors which are calculated
considering only the activity within a month before the bounty was offered

Factor name Description Rationale

U_answerer_answer_num ** The number of answers that the
answerer posted previously.

A previously active answerer
may answer questions
faster (Wang et al., 2018a).U_answerer_question_num ** The number of questions that the

answerer posted previously.

U_answerer_question_score-
_max/median/sum

The max/median/sum scores of
the answerer’s prior questions.

These factors indicate the
question solving and asking-
skills of an answerer and may
influence the solving-time of a
question (Wang et al., 2018a).

U_answerer_answer_score-
_max/median/sum

The max/median/sum scores of
the answerer’s prior answers.

Additional studied factors: We studied 8 factors in the user dimension in addition to

the 34 factors that we included in our solving-likelihood model in Section 6.5.1. These

eight factors (i.e., Table 6.6) reflect the activity and the question solving-likelihood of

answerers whose answers were awarded with bounties. These eight new factors are not

included in the model in Section 6.5.1 since they are related to the answer and answerer

of a question, which would not be available for the unsolved bounty questions that we

studied in Section 6.5.1. Hence, our model for the solving-time contains 42 factors in

total. Also note that we cannot include unsolved questions in our model since such

questions would not have a solving-time.

Model construction: We applied the same correlation and redundancy analysis for

these 42 factors as discussed in Section 6.5.1 to remove correlated and redundant fac-

tors. Finally, we ended up with seven factors in the question dimension, seven factors

in the user dimension, five factors in the bounty dimension and seven factors in the

tags dimension). We also used the same approach as in Section 6.5.1 to add degrees of

freedom to non-linear factors.
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Table 6.7: The result of our logistic regression model for understanding the relationship
between the studied factors and the likelihood of a bounty question being solved fast.
The factors are ordered by their importance (i.e., overall Wald’s χ2 value) in the model.
We also show the non-linear (NL) Wald χ2 value. We only show factors which are of
significant importance (i.e., the p -value of the χ2 is less than 0.002 (i.e., 0.05/26)) in
our model. See our Appendix 6.4.2 for the full table

Factors Solving-time Model

AUC 0.817
AUC optimism 0.002

Factors Overall NL

Q_answer_num
D.F. 1
χ2 2032.150

U_answerer_answer_num
D.F. 3 2
χ2 581.880 361.452

T_solving_likelihood_normal_min
D.F. 3 2
χ2 391.171 76.639

T_age_max
D.F. 1
χ2 317.732

T_solving_likelihood_normal_max
D.F. 1
χ2 243.640

B_days_before_bounty
D.F. 1
χ2 173.308

Q_code_proportion
D.F. 1
χ2 144.062

Q_favorite_num
D.F. 1
χ2 74.265

Q_body_len
D.F. 2
χ2 58.913

T_age_sum
D.F. 1
χ2 45.573

T_answerer_num_sum
D.F. 1
χ2 42.458

Q_codesnippet_num
D.F. 1
χ2 15.294

B_solving_likelihood_max
D.F. 1
χ2 14.696
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Figure 6.10: The relationship between the studied factors and the likelihood of a
bounty question getting solved fast in the logistic regression model. For each plot, we
set all the factors except the studied factor to their median value in the model while
varying the studied factor. The grey area represents the 95% confidence interval

Results: Our model explains our dataset well and has a reliable performance. Ta-

ble 6.7 shows the results of the performance analysis of our model. Our model has a

high median AUC of 0.817 which indicates that the model explains the relationship be-

tween the studied factors and the likelihood of being solved fast well. In addition, the

low optimism of the AUC values (i.e., 0.002) suggests that our model does not overfit

the dataset.

The number of answers that a question received before a bounty was pro-

posed (i.e., Q_answer_num) is the most important factor to get a bounty question

solved fast. Table 6.7 shows the Wald’s χ2 value of the studied factors. Similar to
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the solving-likelihood model in Section 6.5.1, Q_answer_num contributes the most

explanatory power to the solving-time model. Figure 6.10 shows the relationship

between Q_answer_num and the likelihood of solving a bounty question fast. The

more answers that a question received before a bounty was proposed, the faster it was

solved. In addition, the likelihood of a bounty question getting solved fast increases

sharply as the number of previously posted answers goes from zero to three answers.

After three answers, the likelihood of getting solved fast remains equally high. A

possible explanation is similar to the one in Section 6.5.1. More answers may contain

useful information that help other answerers to provide an acceptable answer to the

question.

The activity level of the answerer has a positive relationship with the likelihood

of solving a bounty question fast. U_answerer_answer_num is the second most im-

portant factor in the model and has a positive relationship with the likelihood of get-

ting a bounty question solved fast (see Figure 6.10). This finding is similar to what we

observed in our prior work (Wang et al., 2018b), which is that the activity level of an-

swerers is the most important factor that impacts the speed of a question getting solved

on Stack Overflow.

Higher bounty values are not associated with faster solving of questions. The

value of a bounty (i.e., B_value) is of low importance in our model. This might be due

to various reasons. For instance, it might take longer to solve high-valued bounty ques-

tions due to them being harder or less popular.

The question solving-likelihood of associated communities have a significant

impact on the likelihood of solving a bounty question fast. The lowest question-

solving skill level of the associated communities (i.e., T_solving_likelihood_normal_min)
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plays the third important role in the model. The T_solving_likelihood_normal_min

has a positive relationship with the likelihood of a bounty question getting solved fast.

Summary: The number of (unaccepted) answers to a question before a bounty is

proposed has the strongest association with the likelihood of a bounty question

solving fast. A higher-valued bounty does not help a bounty question to get solved

faster. The activity level of potential answerers and the question solving-likelihood

of the potential answerer communities have a strong association with the solving-

time of a bounty question.

6.5.3 RQ3: What Is the Association between Bounties and the Traffic

of Questions

Motivation: In the previous sections, we found that the popularity of a question (e.g., in

terms of the number of existing answers) and the size and question solving-likelihood

of the community in which the question is asked (e.g., in terms of the solving-likelihood

of questions with a certain tag) are strongly associated with the solving-likelihood and

solving-time of a question. These findings suggest that it is beneficial to attract more

traffic to a question. In this section, we conduct an empirical study of the association

between a bounty and the traffic to the bounty question.

Approach: A bounty in Stack Overflow will be active for a maximum of seven days.

Therefore, we only measure the traffic for seven days after the bounty was proposed.

We use the following metrics to capture the traffic of a question:

1. The number of new answers to a question.

2. The number of new comments on a question.
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3. The number of new edits of answers to a question.

To understand how bounties impact the traffic to a question, we compared the traf-

fic between bounty and non-bounty questions. If the traffic of bounty questions is sig-

nificantly higher than that of non-bounty questions, it suggests that bounties may help

to attract more traffic to a question.

The traffic of a question could be impacted by several conditions under which the

question was asked, such as the content of the question, the related tags, and the cre-

ation time of the question. Ideally, we can compare bounty and non-bounty ques-

tions that share the same conditions. However, due to the richness of the metadata of

the questions on Stack Overflow, it is very hard to find a perfect match for the bounty

questions automatically. Therefore, we use a sample-based method to identify a set of

questions that share similar conditions as a bounty question, and we use the median

value of their traffic metrics to represent the traffic of non-bounty questions.

Figure 6.11 gives an overview of our approach for calculating the traffic metrics of

bounty and non-bounty questions. The details of each step are explained below.

1. For each bounty question, we calculate its seven-day traffic metrics since the

bounty was proposed. In other words, if the bounty was proposed on the m t h

day after the creation of the question, we calculate the traffic from day m to m+7.

2. We extract all N tags of the bounty question. For each tag, we randomly sam-

ple 100 questions from the non-bounty questions that are associated with the

tag (without repetition). After this step, we have N ∗ 100 sampled non-bounty

questions.
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Figure 6.11: An overview of our approach for computing the traffic of bounty and non-
bounty questions

3. For each sampled non-bounty question, we calculate the seven-day traffic be-

tween m and m +7 in the same way as we do for the bounty question.

4. We use the median value of each traffic metric of the sampled non-bounty ques-

tions to represent the traffic of the corresponding non-bounty questions.

After calculating the traffic metrics for all bounty questions and their similar non-

bounty questions, we categorized them into groups based on the days-before-bounty

metric to study the impact of this metric on the traffic as prior studies (Hanrahan et al.,

2012; Wang et al., 2018b). We define the time-based groups as follows:

1. [3, 3]: the bounty is proposed on the third day after the question was created (i.e.,

the earliest allowed by Stack Overflow – see Section 6.2.1).

2. [4, 7]: the bounty is proposed at least four and at most seven days after the ques-

tion was created.

3. [8, 30]: the bounty is proposed at least 8 and at most 30 days after the question

was created.
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4. [31, 365]: the bounty is proposed at least 31 and at most 365 days after the ques-

tion was created.

5. [366,∞): the bounty is proposed at least 365 days after the question was created.

We then compared the traffic between bounty and non-bounty questions as de-

scribed above across these groups.

To study the impact of the bounty value on traffic, we compared the traffic metrics

of bounty questions across different bounty values. We categorized bounty questions

into three groups based on their bounty value as identified in Section 6.4. The bounty-

value-based groups are as follows:

1. Small (bounty): the question has a bounty value that ranges from 50 to 150.

2. Moderate (bounty): the question has a bounty value that ranges from 200 to 350.

3. Large (bounty): the question has a bounty value that ranges from 400 to 500.

To compare the differences of the traffic metrics between bounty and non-bounty

questions, we used the Wilcoxon rank-sum test and Cliff’s delta effect size as explained

in Section 6.4.2.

Results: Questions are likely to attract more traffic than non-bounty questions after

they receive a bounty. Figure 6.12 shows the seven-day traffic for bounty and non-

bounty questions. For the same time-based group, the traffic of bounty questions is

always higher than that of non-bounty questions. For each time-based group, the sta-

tistical tests show that the differences in the traffic between bounty and non-bounty

questions are significant with large effect sizes. The results indicate that bounty helps
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Figure 6.12: The distributions of the traffic metrics (i.e., the number of new answers,
new comments and new edits) for bounty and non-bounty questions across different
values of the days-before-bounty metric

attract new traffic. For example, the question15 was created on Nov 27, 2009, and re-

ceived five answers before the bounty was proposed on Jan 28, 2015. After proposing

the bounty, 12 new answers were created. An interesting additional observation is that

non-bounty questions receive hardly any traffic after 2 days. This observation is a con-

firmation of the finding in prior work that a question that is not solved fast, is unlikely

to be solved at all (Anderson et al., 2012).

To ensure that the above finding is not biased by the popularity of bounty questions

(e.g., bounty questions may attract more traffic in general compared to non-bounty

questions), we also calculated the (absolute) difference in traffic to a question before

and after proposing the bounty. To calculate this difference, we subtracted the value

of the traffic metrics before proposing the bounty from the seven-day traffic values

after proposing the bounty. Figure 6.13 shows the distributions of these differences.

Figure 6.13 shows that the median difference is always at least zero, and in most groups

larger than zero for the number of new answers and new comments. These differences

15https://stackoverflow.com/questions/1809986/

https://stackoverflow.com/questions/1809986/
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Figure 6.13: The distributions of the (absolute) difference in traffic to a question before
and after proposing a bounty. The difference (delta) metrics are calculated by subtract-
ing the value of a traffic metric before the bounty was proposed from the seven-day
traffic metric value (i.e., after - before)

indicate that the traffic to a bounty question increased in most cases after the proposal

of a bounty.

Questions with bounties that are proposed early are more likely to have more

comments than questions with bounties that are proposed later. Figure 6.12 shows

the distribution of traffic metrics across the time-based groups. We can observe that

proposing a bounty earlier is not correlated with a higher number of new answers

and edits, but it is correlated with a higher number of new comments. We used the

Wilcoxon rank-sum test and Cliffs delta d to measure the differences in the traffic met-

rics between each pair of adjacent time-based groups. We also performed a Bonfer-

roni correction (Bonferroni, 1936) to correct the p-values for multiple comparisons.

All pairwise comparisons show that the differences are significant (i.e., the p-value <
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Figure 6.14: The distributions of the traffic metrics (i.e., the number of new answers,
new comments and new edits) for bounty and non-bounty questions across different
bounty value groups. The red dot is the median value of the corresponding distribution

0.05/4) with a non-negligible effect size in terms of the number of comments, suggest-

ing that the number of comments is positively correlated with the timing of proposing

a bounty.

A higher-valued bounty is more likely to attract more traffic to a question, es-

pecially when the bounty value is over 400. Figure 6.14 shows the distributions of

the traffic metrics of bounty questions across the bounty-value-based groups. We ob-

served that a question with a higher-valued bounty is more likely to attract more traffic.

More specifically, a question with a large bounty (i.e., with a bounty value of at least

400) attracts more answers than ones with a small bounty (i.e., with a bounty value

of 150 or less). Similar trends hold for the number of new comments and edits. Our

statistical test results show that the differences between each pair of adjacent bounty-

value-based groups are significant. Moreover, the effect size of the differences between

the small bounty and large bounty groups are at least small for all the traffic metrics,

indicating that a large bounty is more likely to attract additional traffic to a question.
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Summary: Questions are likely to attract more traffic after receiving a bounty than

non-bounty questions, particularly for questions that receive a bounty with a value

of at least 400.

6.6 Discussion

In this section, we first discuss bounties for rewarding existing answers. Then, we look

into the differences between unsolved and solved bounty questions, the important fac-

tors for solving-likelihood of non-bounty and bounty questions. We also discuss the

implications of our findings.

6.6.1 Bounties for Rewarding Existing Answers

3% of the bounties were proposed to reward an existing answer. In addition to the

main purpose of getting a question solved, we observed (from the user-posted reason

for the bounty) that 3,894 out of 129,202 (3%) bounties were proposed to reward an

existing answer. We refer to this type of bounty as a bonus bounty. The median answer

score (i.e., the number of upvotes from users) of the answers that were awarded a bonus

bounty is 8, while the median score for the other answers, and for accepted answers

on Stack Overflow is only 1. In other words, the rewarded existing answers appear to

be of a higher quality than the average answer on Stack Overflow.

Bounty backers who proposed bonus bounties are usually users with a high repu-

tation. The median number of reputation points of the bounty backers who proposed

a bonus bounty is 4,570, which is six times higher than the reputation points of other

bounty backers (i.e., 706). Such backers are usually much “richer” (i.e., have a larger

amount of reputation points) than other backers. Moreover, bonus bounties tend to be
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larger than non-bonus bounties. While the median value is 50 for both types of boun-

ties, the mean value of a bonus bounty is 113 while the mean value of a non-bonus

bounty is 82, which indicates that bonus bounties tend to have a higher value. Finally,

55% of the backers of bonus bounties are not the asker of the bounty question (vs. only

15.7% for non-bonus bounties).

6.6.2 Remain-Unsolved vs. Solved Bounty Questions

There are 44,635 bounty questions of which the bounties expired with no awarded an-

swers. We observed that 64.4% (28,754) of those questions were never solved after that

(i.e., remain-unsolved bounty questions). To compare the differences between remain-

unsolved and solved bounty questions, we sampled 100 (out of 28,754) bounty ques-

tions which had no accepted answer at the time of collecting our data, and 100 (out

of 79,093) bounty questions which were solved as the two statistically representative

samples with a 95% confidence level and a 10% confidence interval. Two researchers

(including myself and a collaborator) manually and independently labeled the cate-

gories of these 200 bounty questions into the categories that were defined by Treude

et al. (2011) (see Table 6.8). They discussed conflicts until a consensus was reached.

The Cohen’s kappa (Gwet et al., 2002) value to measure the inter-rater agreement of this

labeling is 0.66 before resolving the conflicts. Note that in our study, some questions

have multiple categories. When we calculated the Cohens Kappa, we did not consider

partial agreements, instead we consider the labeled categories of a question from two

raters in agreement only when their categories were exactly the same. For example,

if a question was assigned categories c1 and c2 by rater 1 and categories c2 and c3 by



CHAPTER 6. STUDYING THE USE OF REPUTATION BOUNTIES TO ASSIST IN THE
SOLVING OF QUESTIONS ON STACK OVERFLOW 159

Table 6.8: The question categories and examples as defined by Treude et al. (2011).
Note: this table is reprinted from Treude et al. (2011)

Name Definition Example

How-to Questions that ask for instruc-
tions.

How to crop image by 160 degrees
from center in asp.net?

Discrepancy Some unexpected behavior that
the person asking the question
wants explaining.

getElementById() returns null
even though the element exists?

Environment Questions about the environ-
ment either during development
or after deployment.

Setting Environment Variables in
Rails 3 (Devise + Omniauth)?

Error Questions that include a specific
error message.

Getting an ambiguous redirect er-
ror.

Decision help Asking for an opinion. Should I use JSLint or JSHint
JavaScript validation?

Conceptual Questions that are abstract and
do not have a concrete use case.

Content-Disposition: What are
the differences between “inline”
and “attachment”?

Review Questions that are either implic-
itly or explicitly asking for a code
review.

Is my file struts.xml is it correct?

Non-
functional

Questions about non-functional
requirements such as perfor-
mance or memory usage.

Where to store global constants in
an iOS application?

Novice Often explicitly states that the
person asking the question is a
novice.

How to use WPF Background
Worker?

Noise Questions not related to pro-
gramming.

Apple Developer Program.

Other Questions that are other than the
above categories.

Where do I find old versions of An-
droid NDK?
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Figure 6.15: The frequency of categories of our samples bounty questions

rater 2, we considered them in disagreement. If we considered partial agreements, the

Cohens Kappa would be 0.95.

Figures 6.15 and 6.16 show the frequency of question categories for our sampled

bounty and non-bounty questions which were studied by Treude et al. (2011). We ob-

served that the category “How-to” is the most popular category for both bounty and

non-bounty questions. However, the solving-rate of the “How-to” category for bounty

questions is 59%, which is higher than that of non-bounty questions (46%). We also

observed that bounty questions in the “Review” category are more likely to be solved

with a solving-rate of 70% (i.e., 44 out of 63) for bounty questions and 92% (i.e., 12 out of

13) for non-bounty questions. One possible explanation is that review questions may

be easier to solve as there is more information about the problematic source code in

the question. For example, one question about Biztalk16 provides a clear description,

development environment and code snippet, which makes it easier for answerers to

16http://bit.ly/2HsnxbY

http://bit.ly/2HsnxbY


CHAPTER 6. STUDYING THE USE OF REPUTATION BOUNTIES TO ASSIST IN THE
SOLVING OF QUESTIONS ON STACK OVERFLOW 161

810 139
2327 27

13 1719

77

46 912 1410
1

12

0
25
50
75

Con
ce

pt
ua

l

Dec
isi

on
 h

elp

Disc
re

pa
nc

y

Env
iro

nm
en

t
Erro

r

How
−t

o

Non
−f

un
cti

on

Nov
ice

Oth
er

Rev
iew

Question categories

F
re

qu
en

cy
 o

f
no

n−
bo

un
ty

 q
ue

st
io

ns Remain unsolved
90

Solved

Figure 6.16: The non-bounty questions from a prior study (Treude et al., 2011)

solve the question. Moreover, we observed that “Review” questions are more likely to

appear in bounty questions (32%) than non-bounty questions(3%).

6.6.3 The Important Factors for the Solving-likelihood of Non-

bounty and Bounty questions

To further understand the important factors for solving-likelihood of non-bounty and

bounty questions, we built two additional models to explain the important factors of

the solving-likelihood of non-bounty (non-bounty-question-model) and bounty ques-

tions (bounty-question-modelw i t ho u t _b o un t y _f a c t o r s ). To be able to compare the fac-

tors, we used only non-bounty-related factors in these two models. Table 6.9a and

Table 6.9b show the performance and the top five most important factors for the

We found that T_solving_likelihood_normal_min and T_solving_likelihood_normal_max

are the most important factors for both models, which indicates that the question

solving-likelihood of a tag is important for both bounty and non-bounty questions.
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Aside from the factors in the tag dimension, the factors in the question dimension

are important for the non-bounty questions (e.g., the length of the question body,

the number and the proportion of code snippets in a question). In contrast, for the

bounty questions all top five most important factors are tag related.

Table 6.9: The result of our logistic regression models for understanding the relation-
ship between the non-bounty factors and the solving-likelihood of two types of ques-
tions (i.e., bounty and non-bounty questions). The factors are ordered by their im-
portance (i.e., overall Wald’s χ2 value) in the model. We only show the top five factors
which contribute the most significant importance (i.e., the p -value is less than 0.002)
to our models

(a) Non-bounty-question-model

Factors Median value

AUC 0.668
AUC optimism 0.001

Factors Overall NL

T_solving_likelihood-
_normal_min

D.F. 4 3
χ2 511.513 38.462

T_solving_likelihood-
_normal_max

D.F. 3 2
χ2 325.337 34.475

Q_body_len
D.F. 1
χ2 148.600

Q_codesnippet_num
D.F. 1
χ2 126.252

Q_codesnippet_prop-
ortion

D.F. 1
χ2 120.665

(b) Bounty-question-modelw i t ho u t _b o un t y _f a c t o r s

Factors Median value

AUC 0.670
AUC optimism 0.001

Factors Overall NL

T_solving_likelihood-
_normal_min

D.F. 4 3
χ2 979.604 89.328

T_solving_likelihood-
_normal_max

D.F. 3 3
χ2 864.212 89.213

T_answerer_num_sum
D.F. 4 3
χ2 715.245 89.213

T_age_min
D.F. 1
χ2 199.427

T_age_max
D.F. 1
χ2 136.787

6.6.4 The Implications of Our Findings

While bounties are not a silver bullet for getting a question solved, bounty questions

tend to have a higher solving-likelihood than non-bounty questions, particularly

when focusing on long-standing unsolved questions. As we showed in Section 6.5.3,

in general bounties attract more traffic to questions. In addition, the solving-likelihood
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of bounty questions is higher than that of non-bounty questions, particularly for long-

standing unsolved questions (see Section 6.4). For example, the solving-likelihood of

questions that were unsolved for 100 days increases from 1.7% to 55% after proposing

a bounty.

The sweet spot for proposing a bounty is as soon as Stack Overflow allows it. Stack

Overflow does not allow the proposal of a bounty within two days after the posting of a

question. We observed in Section 6.5.3 that after these two days, the traffic to the vast

majority of questions is negligible. Hence, we recommend that in order to maximize

the solving-likelihood of a question, the bounty is best proposed as soon as possible

after those two days. Section 6.5.1 confirms that the solving-likelihood is the highest

for bounties that are proposed after two days.

Stack Overflow should indicate which communities (tags) are more active and

have a higher solving-likelihood of bounty questions. We showed in Sections 6.5.1

and 6.5.2 that the number of prior answers (i.e., Q_answer_num) is the most impor-

tant factor for both the solving-likelihood and the solving-time of a bounty question. In

addition, in these sections, we observed that the size and question solving-likelihood

of a community are important factors when it comes to the solving-likelihood of a

bounty question. Stack Overflow should provide guidance to bounty backers about

which communities are most likely to benefit from proposing a bounty.

Bounty backers should be aware that a highly-valued bounty increases the

solving-likelihood of a question, but does not guarantee a fast answer. Sections 6.5.1

and 6.5.3 show that a higher bounty value attracts more traffic to and increases

the likelihood of a question. However, Section 6.5.2 shows that the bounty value

contributes little to speed up the solving of a question. We recommend that Stack
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Overflow provides its users with an estimate of the solving-likelihood and solving-time

when proposing a bounty. These estimates can be retrieved from historical data about

the success of bounties in a particular community, similar to the analysis that we

conducted in this chapter.

6.7 Threats to Validity

In this section, we discuss the threats to validity. Threats to external validity are re-

lated to the generalizability of our findings. We studied only bounty questions on Stack

Overflow. Further research should investigate whether our findings are generalizable

to other Q&A websites, including non-technical ones (such as the other Stack Exchange

websites). In addition, although our models have high explanatory power, there might

be additional factors that relate to the solving-likelihood and solving-time of bounty

questions. Future studies should explore additional factors.

Threats to internal validity relate to the experimenter bias and errors. One threat

is that we rely on manual analysis to categorize the questions in Section 6.6, which may

introduce a bias due to human factors. To mitigate the threat of bias during the manual

analysis, two researchers (including myself and a collaborator) conducted the manual

analysis. We also measure the inter-rater agreement using Cohen’s kappa and the raters

discussed their differences until they reached consensus. While this manual analysis

is only a small part of our study, future studies should investigate how questions can

be classified automatically to reduce the human classification bias and error.

One threat to the internal validity of our study is our categorization of the fast-

solved bounty questions (i.e., the fastest 20%) and slow-solved bounty questions (i.e.,

the slowest 20%) in Section 6.5.2. We conducted a sensitivity analysis by building the
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Figure 6.17: The distribution of the solving-likelihood of tags of bounty questions with-
out filtering tags

logistic regression model using different thresholds (i.e., 30% and 40%) for slow and

fast-solved questions. The built models still had high median AUC and low median

AUC optimism values (i.e., 0.78 and 0.002 for the 30% threshold, and 0.74 and 0.002 for

the 40% threshold). Moreover, the top four important factors were consistent with the

model that was built using the 20% threshold. Therefore, we can conclude that our ob-

servations are not particularly sensitive to the threshold that we selected to distinguish

slow and fast-solved question.

We selected five as the threshold to filter tags in Section 6.4, which is a threat to

the internal validity of our study. Figure 6.17 shows the distribution of the solving-

likelihood of different tags of bounty questions without filtering tags. Many of the ex-

treme values (0 and 1) are not meaningful due to the very low number of questions in

those tags. We agree that five is an arbitrary threshold, unfortunately, any other thresh-

old will be arbitrary as well but we feel it is necessary to put one to enable a clearer

representation of the results.
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The way that we selected the non-bounty questions for traffic analysis in Sec-

tion 6.5.3 is a threat to internal validity. We considered the tags of questions, while

there may be other confounding factors that could impact the traffic of questions.

Future studies should investigate other techniques for matching bounty questions to

non-bounty questions.

One threat to the internal validity of our study is that we measured only the traffic

within seven days of posting the bounty. Hence, we did not take any long-term effects

of the bounty into account. The main reason is that it is not possible to decide whether

these long-term effects were likely caused by the bounty, or by something else. While

we cannot claim this causality for the seven-day traffic either, it is more likely that the

bounty has a relationship with an increase in traffic while it is active.

A final threat to the internal validity of our study is that while we studied various

confounding factors across several dimensions (i.e., the question, user, bounty, tag,

answer, and answerer dimensions), there may exist other factors that might potentially

have an impact on the solving-likelihood and solving-time of bounty questions. Future

studies should investigate the impact of other factors.

6.8 Related Work

In this section, we discuss prior work that is related to our study. We focus on prior

work in the research area of improving the question answering process on Stack Over-

flow.Nowadays, developers rely heavily on Stack Overflow to help solve many software

engineering problems. Therefore, it is important to understand the question answer-

ing process on Stack Overflow, so that potential improvements can be identified to

benefit the users of Stack Overflow. Many prior studies were done in this direction.
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Wang et al. (2018b) used logistic regression models to study the impact of factors along

four dimensions (i.e, answers, questions, askers, answerers) on the speed of a question

getting an accepted answer on Stack Overflow and three other famous Q&A Stack Ex-

change websites. They found that non-frequent answerers are the bottleneck for fast

answers and they suggested that Stack Overflow should consider improving their in-

centive system to motivate non-frequent answerers. Our findings also echo that the

answerers of a tag are important for both the solving likelihood and solving time of a

bounty question that is associated with that tag. In order to help users to find the right

channel to ask questions, several approaches have been developed to help users gen-

erate tags automatically when they post a question (Wang et al., 2018d; Xia et al., 2013;

Liu et al., 2018; Wang et al., 2014b).

To improve the quality of answers on Stack Overflow, Ponzanelli et al. (2014b) pro-

posed an approach to identify low-quality questions. Srba and Bielikova (2016) eval-

uated how low-quality content on Stack Overflow negatively impacts the community,

and proposed ways to solve the problem. Chen et al. (2018) developed a convolutional

neural network-based approach to learn editing patterns from historical post edits for

predicting the need for editing a post. They also developed an approach that recom-

mends editorial suggestions to improve the quality of a post (Chen et al., 2017). Wang

et al. (2018c) analyzed how users revise answers on Stack Overflow under the current

badge system and provided suggestions to improve the revision system. Zhang et al.

(2019) investigated how the knowledge in answers becomes obsolete and identified

the characteristics of such obsolete answers. Ford et al. (2018) proposed a mentorship

program to Stack Overflow in which novice users get assistance with asking a question
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in an on-site help chat room. They found that the chat room substantially helps to

improve the questions that were asked by the novice users.

Different from the prior studies which improve the question answering process by

improving the quality of questions and answers, we study the impact of the reputation

bounty on the question answering process in terms of the solving-likelihood and time

for bounty questions. We provide users with insights on how to use bounties more

effectively.

6.9 Chapter Summary

Stack Overflow introduced their reputation bounty system in 2009 as a way of improv-

ing the solving-likelihood of questions. In this system, users can offer reputation points

in exchange for an answer to their question.

In this chapter, we studied 129,202 bounty questions (i.e., from Sep. 2011 to Aug.

2017) to study the impact of bounties on the solving-likelihood and solving-time of a

question. In addition, we studied the most important factors for the solving-likelihood

and solving-time of bounty questions. The main findings of our study are as follows:

1. Questions are likely to attract more traffic after receiving a bounty than

non-bounty questions. In addition, bounty questions have a higher solving-

likelihood than non-bounty questions, especially in very large communities

with a relatively low question solving-likelihood.

2. Bounty questions with a higher bounty value have a higher solving-likelihood,

however, a higher bounty value does not expedite the solving of a bounty ques-

tion.
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3. Long-standing unsolved questions with bounties are more likely to be solved

than those without bounties. For example, the solving-likelihood of a question

that has been unsolved for 100 days increases from 1.7% to 55% after proposing

a bounty.

Our study shows that while bounties are not a silver bullet for getting a question

solved, they are associated with a higher solving-likelihood of a question in most cases.

In particular, when a question is asked in a community (or tag) with a large number of

active answerers, the chance of a bounty being successful is relatively high. As ques-

tions that are still unsolved after two days hardly receive any traffic, we recommend

that Stack Overflow users propose a bounty as soon as possible after those two days

for it to be the most successful. In addition, we see an opportunity for Stack Overflow

to improve the bounty system by making recommendations to users who are about

to propose a bounty about the tag(s) or bounty value that will give the question the

highest solving-likelihood.



CHAPTER 7

Conclusion and Future Work

P
RIOR studies in economics show that extrinsic incentives are important

with different forms of extrinsic incentives having different effects on

different tasks. In this Ph.D. thesis, we study the usage of monetary and

non-monetary extrinsic incentives in support of different Crowdsourced SE activities:

(1) studying issue bounties in addressing issues of GitHub open source projects, (2)

studying monetary donations in operating GitHub open source projects, and (3)

studying reputation bounties in solving questions in Stack Overflow. Our research

provides valuable insights and recommendations for helping practitioners solve

development questions, address issues, and manage the costs of operating their

projects.

170
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7.1 Thesis Contributions

Below, we highlight the main contributions of this thesis:

1. The association between issue bounties and issue-addressing likelihood varies

across open source projects that have different bounty usage frequencies. We

first categorized projects into different groups according to their bounty-usage

frequencies. Then we conducted a quantitive analysis for bounty issues that be-

long to each group, respectively. We observed that the value of issue bounties has

a significant positive association with the issue-addressing likelihood of issues in

the project that never used issue bounties before. While the value of issue boun-

ties is less important in the projects where bounties are used more frequently.

2. Understanding the usage of monetary donations in open source projects. We

manually identified 11 expense types from 2,213 expenses and studied the usage

of monetary donations in open source projects by looking at how such donations

are used to cover expenses across several projects. We then studied expenses

in two dimensions: engineering-related expenses and non-engineering-related

expenses. We further studied the expenses in corporate-supported projects and

individual-supported projects. With a better understanding of the expenses in

operating open source projects, the project maintainers can better manage their

budgets for operating their open source projects.

3. While reputation bounties are not a silver bullet for getting a question solved

faster, they are associated with a higher solving-likelihood of a question in

most cases. In order to understand the association between reputation bounties

and Stack Overflow questions in terms of the solving-likelihood, solving-time,
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and traffic, respectively, we conducted an in-depth empirical study on reputa-

tion bounties in solving questions on Stack Overflow. We observe that reputation

bounty questions with a higher bounty value have a higher solving-likelihood,

however, a higher bounty value does not expedite the solving of a bounty ques-

tion.

7.2 Future Research Directions

The findings of our empirical studies highlight the importance of extrinsic incentives

in supporting Crowdsourced SE activities. In this section, we explore the potential op-

portunities for improving our work.

7.2.1 Studying the association between issue bounties and bounty

hunters of open source projects

Issue bounties are introduced to attract bounty hunters (i.e., contributors) to address

issues of open source projects. In Chapter 4, we already examined the importance of

issue bounties in the issue-addressing process of open source projects, however, the

importance of issue bounties in attracting bounty hunters remains unexplored. There

are two types of bounty hunters, 1) the project insiders, who already are contributors

of a project before they try to address bounty issues of the project. 2) The project out-

siders, who are new contributors of a project when they try to address bounty issues of

the project. Future studies should investigate the association between issue bounties

and bounty hunters. For example, what types of issues that have bounties are more

likely to attract bounty hunters? What are the characteristics of new contributors who
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are interested in issue bounties? Practitioners could benefit from such a study to lever-

age issue bounties for attracting new contributors. Furthermore, by analyzing the ac-

tivities of new contributors before and after addressing bounty issues, we could pro-

vide insights into the impact of issue bounties on turning new contributors to regular

contributors.

7.2.2 Studying the impact of monetary donations for supporting the

operation of open source projects

In Chapter 5, we studied the use of monetary donation in operating open source

projects from the engineering-related and the non-engineering-related dimensions.

We provide insights for project maintainers on the prevalence and the cost of 11

types of expenses in operating open source projects. Project maintainers could

benefit from our study to better estimate their annual budgets. However, it is still a

challenge to spend the money in need. For example, in a new open source project,

spending too much money on marketing and little money on maintenance may lead

to a rapidly increasing number of project issues. With a higher workload and less

support (i.e., lower maintenance budget) from the project, the project contributors

may stop maintaining the project. Future research should further study the impact of

the different uses of monetary donations in operating open source projects. So that,

project maintainers could better allocate their budgets in operating their projects and

further attracting new contributors and maintaining current contributors.
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7.2.3 Studying the long-term effect of reputation bounties on Stack

Overflow

The story of a reputation bounty doesn’t end when the associated bounty question is

solved and the reputation bounty is paid out. The long-term effect of the reputation

bounty may affect communities that are associated with the bounty question. For ex-

ample, similar to “badge steering” phenomena (Li et al., 2012; Anderson et al., 2013),

a user may contribute more after receiving the reputation bounty. The other partici-

pants who are not rewarded with the reputation bounty may also contribute more to

practice their skills for the future potential bounty competitions. On the other hand,

the reputation bounty may help tags, where the answerer population is small, evolve

by attracting new answerers. Therefore, we suggest that future research should inves-

tigate the long-term effect of reputation bounties on Stack Overflow.
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APPENDIX A

Details of Approaches of Model Construction, Analysis and

Results of Sensitivity Analysis in Chapter 4

In this appendix, we elaborate on the details of our model construction and analysis

process in Section 4.5 and the results of sensitivity analysis in Section 4.7.

Model Construction: Figure A.1 shows an overview of our model construction process

in Section 4.5. The process can be broken down into following three steps:

1. Correlation & Redundancy Analysis: First, we use the Spearman rank cor-

relation test to measure the correlation between factors and remove highly-

correlated factors (using a cut-off value of 0.7 (Rajbahadur et al., 2017; Wang

et al., 2018b; McIntosh et al., 2016; Kabinna et al., 2018)). For each of the

highly-correlated factors, we keep one factor in the model. Figure A.2 shows the
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Model Construction
Correlation & 

Redundancy Analysis

Non-linear Term 
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Logistic Regression 
Model Building

Data

Figure A.1: The overview our model construction process in Section 6.5

results of our correlation analysis, and the factors that were eventually used in

the models. Then we apply a redundancy analysis using the redun function in

the rms R package to remove redundant factors. Finally, we end up with three

factors in the project bounty dimension, six factors in the issue report basic

dimension, four factors in the issue report bounty dimension, and three factors

in the backer experience dimension. Because factors which have a constant

value do not contribute explanatory power to a logistic regression model, we

remove factors which are constant within a project group when building the

corresponding models. For example, we remove P_B_usage_group (i.e., bounty-

usage frequency) for the first-timer models , the moderate models and the

frequent models since P_B_usage_group is a constant value for these models.

In addition, we remove all project bounty-related factors for the first-timer

bounty-projects since for these projects the values of all project bounty-related

factors are 0.
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2. Non-linear Term Allocation: Similar to prior work (McIntosh et al., 2016;

Wang et al., 2018b), we add non-linear terms (i.e., NL) in each model to cap-

ture the more complex relationship in the data by employing restricted cubic

splines (Harrell, 2006). The non-linear factor will be assigned more degrees

of freedom (i.e., D.F.). We calculated the Spearman multiple ρ2 between the

dependent factor and each explanatory factor to measure their non-linear

relationship. If a factor has a higher ρ2, it indicates that it has a higher chance

of having a non-linear relationship with the dependent factor. We therefore

assigned this factor more degrees of freedom. Figure A.3 shows the Spearman

multiple ρ2 of the studied factors. By observing the rough clustering of the

factors according to their ρ2, we cluster the factors into four groups according

to the Spearman multiple ρ2 values. The factor marked by the blue diamond is

assigned five degrees, factors marked by red triangles are assigned four degrees

and factors marked by yellow squares are assigned three degrees of freedom. We

use the R package rms1 to implement our logistic regression model.

3. Logistic Regression Model Building: Finally, we built four groups of logistic

regression models (i.e., the first-timer, moderate, frequent, and global models)

based on 100 samples and ended up with 400 models.

Model Analysis: The model analysis process in Section 4.5 includes two parts:

1. Model Assessment: For a logistic regression model, we use the Area Under the

Receiver Operating Characteristic Curve (i.e., AUC) and a bootstrap-derived ap-

proach (Efron, 1986) to assess the explanatory power of the models following

prior studies (McIntosh et al., 2016; Wang et al., 2018b; Kabinna et al., 2018). The

1https://cran.r-project.org/web/packages/rms/index.html

https://cran.r-project.org/web/packages/rms/index.html
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Figure A.3: Dotplot of the Spearman multiple ρ2 of each factor in all the bounty issue
reports. The larger theρ2 value, the more likely the factor has a non-linear relationship
with the response variable. By observing the rough clustering of the factors according
to theirρ2, we cluster the factors into four groups according to the Spearman multiple
ρ2 values. We assign the first, second, and third groups of factors (categorized by the
ρ2 value) which are highlighted with a blue diamond, red triangle, and yellow square,
5, 4, and 3 degrees of freedom, respectively
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AUC ranges from 0 to 1 (0.5 is the performance of a random guessing model)

and a higher AUC means that the model has a higher ability to capture the re-

lationships between the explanatory factors and the response factor. In prac-

tice, an AUC value is usually never smaller than 0.5, since we can switch the bi-

nary output labels of such a classifier to get a higher AUC (ne w AU C v a l ue =

1− c u r r e n t AU C v a l ue ).

For each sample, we use a bootstrap-derived approach (Efron, 1986) to validate

the performance of models. We first train a model with a bootstrapped sample

and calculate the AUC (i.e., the bootstrapped_AUC) on the bootstrapped sample.

Then we apply the same model to the original sample and calculate the AUC (i.e.,

the original_AUC). After that, we use the optimism value, which is the difference

between the bootstrapped_AUC and original_AUC to evaluate the degree of over-

fitting of the model. A small optimism value indicates that the model does not

suffer from overfitting. We repeated the bootstrap-derived approach for 100 iter-

ations for each sample and used the median bootstrapped_AUC and the median

optimism value to represent the performance of models for that sample. Finally,

we built 10,000 (100 samples * 100 bootstrap-derived iterations) models for each

group of models. For each group of models, we use the median optimism value

and the median AUC of all samples to evaluate the stability of the models. In or-

der to condense our writing, we use the median AUC and the median optimism

value to express the above concepts.

2. Explanatory Variables Analysis: We further study the impact of each factor on

the issue-addressing likelihood by using the anova function in the R rms package

to compute the Wald χ2 value. The larger the Wald χ2 value of a factor is, the
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larger impact of the factor on the issue-addressing likelihood. For each sample,

we computed the Wald χ2 value for each factor. Then we use the median Wald

χ2 value of each factor to represent the impact of that factor.

In addition, to further understand how a factor influences the value of the re-

sponse variables, we use the Predict function in the rms R package to plot the

estimated issue-addressing likelihood against a factor.

Results of Sensitivity Analysis: We visualize the result of our analysis in Section 4.7 re-

garding different bounty-usage frequency thresholds (i.e., 40 and 60). Tables A.1 and

A.2 present the results of the built models with using different thresholds. Our findings

are not affected by our choice for the threshold for the bounty-usage frequency.
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Table A.1: The results of the sensitivity analysis of global, moderate and frequent mod-
els (under the threshold of 40). The NL indicates the non-linear term and the D.F. in-
dicates the degree of freedom

Global Models Moderate
Models

Frequent
Models

Median AUC 0.71 0.70 0.81
Median Optimism Value 0.01 0.01 0.01

Factors Overall NL Overall NL Overall NL

I_B_days_before_bounty
D.F. 4 3 4 3 4 3
χ2 93.19*** 13.27 28.24*** 0.122 59.53*** 17.33

P_B_usage_group
D.F. 2 - -
χ2 63.57*** - -

I_B_total_value
D.F. 2 1 2 1 2 1
χ2 12.57 11.84 8.11 1.25 11.38 1.87

I_code_proportion
D.F. 1 1 1
χ2 5.71 21.89*** 9.05

I_B_has_label
D.F. 1 1 1
χ2 23.02*** 1.91 19.60***

Backer_exp_B_max_value
D.F. 2 2 3 2 3 2
χ2 17.37 19.70 3.47 2.94 7.40 6.80

P_B_paid_proportion
D.F. 3 2 3 2 3 2
χ2 4.06 3.30 11.35 0.42 15.26 14.69

P_B_total_value
D.F. 2 1 2 1 2 1
χ2 11.95 11.43 0.19 0.01 1.40 1.05

I_img_cnt
D.F. 1 1 1
χ2 2.66 2.04 20.22***

I_link_cnt
D.F. 1 1 1
χ2 0.00 1.05 3.48

I_content_len
D.F. 1 1 1
χ2 0.00 7.22 2.41

I_cmnt_perday_mean
D.F. 2 1 2 1 2 1
χ2 1.24 1.06 2.30 2.25 0.25 0

I_B_cnt
D.F. 1 1 1
χ2 4.89 2.00 13.37***

I_cmnt_cnt
D.F. 1 1 1
χ2 1.01 1.00 10.85

Backer_role_any_insider
D.F. 1 1 1
χ2 0.24 0.01 0.04

Backer_role_have_reporter
D.F. 1 1 1
χ2 0.04 7.27 4.88

P-value of the χ2 test: ‘***’ < 0.001
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Table A.2: The results of the sensitivity analysis of global, moderate and frequent mod-
els (under the threshold of 60). The NL indicates the non-linear term and the D.F. in-
dicates the degree of freedom

Global Models Moderate
Models

Frequent
Models

Median AUC 0.73 0.70 0.81
Median Optimism Value 0.00 0.01 0.01

Factors Overall NL Overall NL Overall NL

I_B_days_before_bounty
D.F. 4 3 4 3 4 3
χ2 106.22***7.64 41.62*** 2.13 39.19*** 13.00

P_B_usage_group
D.F. 2 - -
χ2 31.79*** - -

I_B_total_value
D.F. 2 1 2 1 2 1
χ2 15.21*** 14.02*** 3.56 1.18 16.09*** 9.36

I_code_proportion
D.F. 1 1 1
χ2 8.01 1.89 0.93

I_B_has_label
D.F. 1 1 1
χ2 31.77*** 13.54*** 2.96

Backer_exp_B_max_value
D.F. 3 2 3 2 3 2
χ2 15.54 13.81 2.72 2.18 16.48 13.72

P_B_paid_proportion
D.F. 3 2 3 2 3 2
χ2 14.30 5.20 23.17*** 1.05 16.77 15.30***

P_B_total_value
D.F. 2 1 2 1 2 1
χ2 0.59 0.07 0.12 0.10 3.90 3.89

I_img_cnt
D.F. 1 1 1
χ2 13.88 1.78 17.00***

I_link_cnt
D.F. 1 1 1
χ2 1.14 0.25 0.36

I_content_len
D.F. 1 1 1
χ2 0.01 1.89 0.67

I_cmnt_perday_mean
D.F. 2 1 2 1 2 1
χ2 0.01 0.03 0.31 0.23 3.31 1.21

I_B_cnt
D.F. 1 1 1
χ2 1.99 2.52 10.81

I_cmnt_cnt
D.F. 1 1 1
χ2 10.83 2.90 1.26

Backer_role_any_insider
D.F. 1 1 1
χ2 4.47 0.67 0.16

Backer_role_have_reporter
D.F. 1 1 1
χ2 4.69 1.92 5.60

P-value of the χ2 test: ‘***’ < 0.001
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Details of Approaches of Model Construction and Analysis in

Chapter 6

In this appendix, we elaborate on details of approaches of model construction and

analysis in Sections 6.5.1 and 6.5.2.

Model construction in Section 6.5.1: Figure 2.1 shows the hierarchical clustering plot of

factors in our solving-likelihood model. Figure 2.2 shows the dotplot of the Spearman

multiple ρ2 of each factor for the bounty question solving-likelihood model.

Model analysis in Section 6.5.1: Table 2.1 shows the Wald χ2 value and the statistical

significance (p-value) of all factors in the model for solving-likelihood of bounty ques-

tions.
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Model construction in Section 6.5.2: Figure 2.3 shows the hierarchical clustering plot

of factors in our solving-time model. Figure 2.4 shows the dotplot of the Spearman

multiple ρ2 of each factor for the bounty question solving-likelihood model.

Model analysis in Section 2.3: Table 2.2 shows the Wald χ2 value and the statistical

significance (p-value) of all factors in the model for solving-likelihood of bounty ques-

tions.
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Figure 2.2: Dotplot of the Spearman multiple ρ2 of each factor in the bounty question
solving-likelihood model. The larger the ρ2 value, the more likely the factor has a
non-linear relationship with the response variable. By observing the rough clustering
of the factors according to theirρ2, we clustered the factors into four groups according
to the Spearman multiple ρ2 values. We assigned the first, second, and third groups
of factors (categorized by the ρ2 value) which are highlighted by red rectangle, black
rectangle and green rectangle, 5, 4, and 3 degrees of freedom, respectively
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Table 2.1: The result of our logistic regression model that is for understanding the re-
lationship between the studied factors and the bounty question solving-likelihood.
Factors are ordered by their variable importance (i.e., their Wald’s χ2 value)

Factors Overall NL

Q_answer_num
D.F. 1
χ2 1348.604 ***

B_value
D.F. 9
χ2 597.668 ***

T_solving_likelihood_normal_min
D.F. 4 3
χ2 473.843 *** 7.921 ***

B_days_before_bounty
D.F. 1
χ2 382.611 ***

T_answerer_num_sum
D.F. 2 3
χ2 359.326 *** 108.199 ***

T_solving_likelihood_normal_max
D.F. 3 2
χ2 349.808 *** 54.763 ***

B_solved_likelihood_median
D.F. 4 3
χ2 164.312 *** 128.110 ***

B_solved_likelihood_min
D.F. 3 2
χ2 106.017 *** 104.622 ***

T_age_min
D.F. 1
χ2 64.624 ***

Q_codesnippet_num
D.F. 1
χ2 50.250 ***

B_solved_likelihood_max
D.F. 3 2
χ2 44.900 *** 41.039 ***

Q_body_len
D.F. 1
χ2 29.932 ***

T_age_max
D.F. 1
χ2 21.996 ***

Q_url_num D.F. 1
χ2 17.373 ***

U_asker_answer_num
D.F. 1
χ2 12.798 ***

U_asker_question_num
D.F. 1
χ2 8.061 **

U_backer_reputation
D.F. 1
χ2 7.130 **

T_answerer_num_min
D.F. 1
χ2 6.216 *

Q_favorite_num
D.F. 1
χ2 5.167 *

Q_score
D.F. 1
χ2 2.645

T_age_sum
D.F. 1
χ2 1.514

Q_code_proportion
D.F. 1
χ2 1.508

P-value of the χ2 test: ‘***’ < 0.001; ‘**’ < 0.01; ‘*’ < 0.05
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Figure 2.4: Dotplot of the Spearman multiple ρ2 of each factor in the bounty question
solving-time model. The larger theρ2 value, the more likely the factor has a non-linear
relationship with the response variable. By observing the rough clustering of the fac-
tors according to their ρ2, we clustered the factors into four groups according to the
Spearman multiple ρ2 values. We assign the first and second groups of factors (cate-
gorized by the ρ2 value) which are highlighted by red rectangle and black rectangle, 5
and 4 degrees of freedom, respectively
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Table 2.2: The result of our logistic regression model that is for understanding rela-
tionship between the studied factors and solving-time. Factors are ordered by their
variable importance (i.e., Wald’s χ2 value)

Factors Overall NL

Q_answer_num
D.F. 1
χ2 2032.150 ***

U_answerer_answer_num
D.F. 3 2
χ2 581.880 *** 361.452 ***

T_solving_likelihood_normal_min
D.F. 3 2
χ2 391.171 *** 76.639 ***

T_age_max
D.F. 1
χ2 317.732 ***

T_solving_likelihood_normal_max
D.F. 1
χ2 243.640 ***

B_days_before_bounty
D.F. 1
χ2 173.308 ***

Q_code_proportion
D.F. 1
χ2 144.062 ***

Q_favorite_num
D.F. 1
χ2 74.265 ***

Q_body_len
D.F. 2
χ2 58.913 ***

T_age_sum
D.F. 1
χ2 45.573 ***

T_answerer_num_sum
D.F. 1
χ2 42.458 ***

Q_codeSnippet_num
D.F. 1
χ2 15.294 ***

B_solved_likelihood_max
D.F. 1
χ2 14.696 ***

B_value
D.F. 1
χ2 11.257 **

T_age_min
D.F. 1
χ2 10.580 **

Q_url_num
D.F. 1
χ2 10.191 **

U_asker_answer_num
D.F. 1
χ2 5.888 *

T_answerer_num_min
D.F. 1
χ2 5.446 *

U_answerer_question_score_median
D.F. 1
χ2 2.564

B_solved_likelihood_median
D.F. 1
χ2 2.358

U_asker_question_num
D.F. 1
χ2 1.203

U_backer_reputation
D.F. 1
χ2 0.640

B_solved_likelihood_min
D.F. 1
χ2 0.603

U_answerer_question_num
D.F. 1
χ2 0.11

U_answerer_answer_score_median
D.F. 1
χ2 0.011

Q_score
D.F. 1
χ2 0.011

P-value of the χ2 test: ‘***’ < 0.001; ‘**’ < 0.01; ‘*’ < 0.05
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